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00-ADMINISTRATION AND CONTROL
ORO.GEN.200/ ORO.MLR.100

(00.01)- Foreword (Preface)
ORO.GEN.200 / ORO.MLR.100
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ORO.GEN.200 / ORO.MLR.100

(00.03)- Distribution and Control
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8 Technical (CA) / Maintenance Manager PDF
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(00.05)- Record of Revisions (Log of Changes)

ORO.GEN.200/ORO.MLR.100

Degisen .
Rev| Tarih Sayfalar Aciklama DERCEIVSIQESN
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0 |30.03.2012| Al Initial Issue E.PEKER
1 ||08.04.2013 - Change of Safety Manager C.ELMAS
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4 126.09.2015| Al Complete revision in accordance with EHEST Team workings K.ERDOGAN
Complete revision in accordance with new numberage system; 4 “
5 04.09.2017| Al chapters as in the SHT-SMS. K.ERDOGAN
6 120.04.2018 Al Complete revision and re-numeration in accordance with SHT-ORA K ERDOGAN
references
7 |28.02.2020 Refer to Revision Highlights section K.ERDOGAN
8 |/30.09.2020 " K.ERDOGAN
In Addition;
03.01 Safety Performance Monitoring and Measurement, 03.01.01 SPIs
and Safety Objectives Correlation, 03.01.02 Safety Performance
9 (25.03.2021 Indicators (SPIs), Safety Performance Targets (SPTs) and Alert Level / |[K.ERDOGAN
Target Development and Maintain, 03.01.03 Monitoring the
Performance of SPIs including Remedial Action (Whenever
Unacceptable or Abnormal Trends are Triggered), 03.02 Safety-related
(Internal) Investigations and Remedial Action
N . K.ERDOGAN
10 15082022 o o ocn Suar
g UNLU
11 || xx.xx.2025 Refer to Highlight Section Guray UNLU
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7.01
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8.02

13.12.2020
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06.01 Appendixes List

K.ERDOGAN
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(00.06)- Definitions

ORO.GEN.200/0ORO.MLR.100

(a) Arzu Edilmeyen Isletme Durumu (AEID)

Kazanin sadece etkili kurtarma olgimleri veya sans eseri
olarak 6nlebilecedi seviyeye kadar kaza senaryosunun
kotilestigi durumdur.

(b) Arzu Edilmeyen Olaylar (AEO)

Etkili kazadan kurtulma 6lgimleri veya sans eseri kazanin
Onlenebilecedi durumda kaza senaryosunun (Arzu
Edilmeyen Isletme Durumu) kétiilesmesine neden olan
olaydir.

(c) Azaltma Engeli

Bir olayin veya kazanin olusum siddetinin azaltiimasi icgin
risk kontroluddr.

(d) Degisiklik Yonetimi

Emniyet tGzerinde olumlu ya da olumsuz olarak etkisi
olabilecek dahili ve harici degisiklikleri tanimlayan
belgelenmis siregtir.

(e) Denetim

Sistematik, bagimsiz ve dokiimante edilmis kanit toplama
ve objektif dederlendirme sireci; ihtiyaglarin
karsilanmasina yonelik objektif degerlendirme.

(f) EHEST EYS Gerecleri

EYS materyalleri kapsaminda EHEST, tehlike ve risklere
yonelik bir veritabani, Acil Durum Eylem Plani ve ugus
oncesi degerlendirmeyi ihtiva eder.

(g) Emniyet

Havacilik faaliyetleri ile alakali risklerin azaltildigi ve kabul
edilebilir seviyede kontrol edildigi durumdur. Emniyet
Yonetim Sistemi El Kitabinda emniyet, surekliligi olan
tehlike tanimlama ve risk yonetim stireci dahilinde kisilere
veya mulke gelebilecek zarar risklerinin azaltildigi ve kabul
edilebilir bir seviyede veya altinda muhafaza edildigi
durum olarak tanimlanir.

(h) Emniyet Guvencesi

Emniyetin glvence altina alindidi suregtir. Emniyet
YoOnetim Sistemi El Kitabinda Emniyet Glivencesi, Emniyet
Perfomans izleme ve Olgiimiinii, Degisiklik Yénetimini ve
EYS Sirekli Gelistirme sirecini ihtiva eder. ORO.GEN
'Management System' ve ilgili AMC’ler ve GM; Emniyet
Guvence tabirini kullanmaz fakat, U¢ adet Emniyet
Guvence surecini ayri ayri agiklar. Bu yaklasim bu el
kitabinda kullaniimamistir.

(i) Emniyet Performansi

Emniyet perfomans hedefleri olarak tanimlanan ve emniyet
performans gostergeleri tarafindan olgilen emniyet
geligimidir.

(j) Emniyet Perfomans Gostergesi (EPG)

Emniyeti gézlemleyen ve performansi degerlendiren
emniyet paramatresi veri tabanidir.

(k) Emniyet Performans Hedefi (EPH)

Belirili bir siirede emniyet performans gdstergeleri igin
planlanan veya amacglanan hedeflerdir. Amaclar ve
hedefler bu el kitabinda esanlamli olarak
degerlendirilmistir.

(I) Emniyet Perfomans Takibi

isletmelerin emniyet performansinin gézlemlendigi ve
isletmenin emniyet politikasi ve emniyet amaclarina
karsilik degerlendirilen suregtir.

(a) Accident Precursor

Event(s) which, without appropriate mitigation, can result in
Undesirable Events, incidents and accidents.

(b) Audit

A systematic, independent and documented process for
obtaining evidence and evaluating it objectively to determine
the extent to which requirements are complied with.

(c) EHEST SMS Toolkit

EHEST suite of SMS materials, which includes this Safety
Management Manual, a database of hazards and risks, an
Emergency Response Plan, and a pre-flight assessment
tool.

(d) Hazard

A condition, object, activity or event with the potential of
causing injuries to personnel, damage to equipment or
structures, loss of material, or reduction of the ability to
perform a prescribed function.

(e) Inspection

An independent documented conformity evaluation by
observation and judgement accompanied as appropriate by
measurement, testing or gauging, in order to verify
compliance with applicable requirements (incl. procedures,
work instruction standards, etc.).

(f) Likelihood

Likelihood is used in this manual as a synonym of
probability. It is a measure of how likely something is to
happen. Probability / likelihood varies between 0 and 1 and
can be assessed using terminology such as ‘very low, low,
medium, high and very high’. Note: In the ICAO Doc 9859
AN/474 Safety Management Manual, safety risk probability
is defined as the likelihood or frequency that a safety
consequence or outcome might occur.

(g) Management of Change

A documented process to identify external and internal
changes that may have an adverse (or positive) effect on
safety. This process uses the existing hazard identification,
risk assessment and mitigation processes.

(h) Mitigation Barrier

Risk control mitigating the outcome (severity) of an incident
or of an accident.

(i) Prevention Barrier

Risk control aimed at preventing Undesirable Events and
Undesirable Operational States.

(j) Recovery Barrier

Risk control aimed at impeding that Undesirable Operational
States result in an accident or, in other words, that incident
scenarios escalate into an accident.

(k) Risk

The combination of occurrence likelihood and severity.

() Risk Analysis, Assessment and Mitigation

A risk management process ensures analysis (in terms of
likelihood and severity of occurrence), assessment (in terms
of tolerability) and control (in terms of mitigation) of risks to
an acceptable level.

(m) Risk Tolerability Matrix

A matrix (or table) combining Risk Likelihood and Risk

Severity.
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(m) Emniyet Risk Degeri veya Risk indeks Degeri

Risk Tablosunda yer alan ve riskin analiz, degerlendirme
ve azaltimasi maksadiyla risk seviyelerinin ayirt
edilmesine misaade eden degerlerdir.

(n) Emniyet Yonetim Sistemi (EYS)

Emniyeti yonetmek uzere gerekli kurumsal yapilari,
sorumluluklari, politikalari ve usulleri kapsayan sistematik
yaklagimdir.

(o) Kaza Emareleri

Etkisi uygun sekilde azalmayan olay/olaylar, arzu
edilmeyen olaylara veya kazalara sebebiyet verebilirler.

(p) Kontrol

Mevcut ihtiyaglara uygunlugu dogrulamak maksadiyla, ilgili
Olcum, veya test usulleri egliginde yapilan gézlem ve
karara baglama sonucu belgelenmis uygunluk
degerlendirmesidir.

(q) Kurtarma Engeli

Kazaya veya kazaya goétiurecek olaylarin olusumuna
sebebiyet verecek arzu edilmeyen durumlara engel olacak
risk kontroludur.

(r) Misaade Edilebilir Risk Tablosu

Risk Siddeti ve Olasiligini birlestiren bir tablodur.

(s) Olasilik

Bu kitapta olasilik kavrami ihtimalin esanlamlisi olarak
kullanilir. Bir seyin gergeklesmesinin ihtimalinin 6lglisudur.
ihtimal / olasilik O ile 1 arasinda bir degerdir ve terminoloji
olarak "¢ok dusuk, dusuk, orta, yuksek ve ¢ok yuksek"
olarak degerlendirilir. Not: ICAO Doc.9859 AN/474 Safety
Management Manual'a gére emniyet risk ihtimali, bir
emniyet sonucunun olusabilme olasiligi olarak tanimlanir.
(t) Onleme Engeli

Arzu Edilmeyen Olaylarin ve arzu edilmeyen operasyonel
durumlarin olugsmasini énlemek icin risk kontroludur.

(u) Risk

Olasllik ve siddetin meydana gelme kombinasyonudur.

(v) Risk Analizi, Degerlendirme ve Azaltma

Bir risk yonetim sireci, kabul edilebilir bir seviyede riskin
analiz, degerlendirme ve kontroliini garanti altina alir.

(w) Tehlike

Personel yaralanmasina, malzeme veya yapi hasarina
veya materyal kaybina veya tanimlanmis bir gérevin
icrasinin engellenmesine potansiyel sebep olan kosul,
nesne, aktivite veya olaydir.

(n) Safety

The state in which risks associated with aviation activities
are reduced and controlled to an acceptable level. Safety
Management Manual, where safety is defined as the state in
which the risk of harm to persons or property damage is
reduced to and maintained at or below an acceptable level
through a continuing process of hazard identification and
risk management.

(o) Safety Assurance

Safety assurance is the process of assuring safety. In Safety
Management Manual, Safety Assurance encompasses the
processes of Safety Performance Monitoring and
Measurement, Management of Change, and Continuous
Improvement of the SMS. Part ORO.GEN 'Management
System' and relevant AMCs and GM do not use the terms
Safety Assurance, but addresses the three Safety
Assurance processes separately. This approach has been
adopted in this Manual.

(p) Safety Management System (SMS)

A systematic approach to managing safety, including the
necessary organisational structures, accountabilities,
policies and procedures.

(q) Safety Performance

Safety achievement as defined by the safety performance
targets and measured by safety performance indicators.

(r) Safety Performance Indicator (SPI)

A data-based safety parameter used for monitoring and
assessing performance.

(s) Safety Performance Monitoring

The process by which the operator’s safety performance is
monitored and assessed against the operator’s safety policy
and safety objectives.

(t) Safety Performance Objective (SPO) or Target (SPT)
The planned or intended objective for safety performance
indicator(s) over a given period. Objectives and targets are
considered synonymous in this SMM.

(u) Safety Risk Value or Risk Index Value

Values in the cells of a Risk Matrix allowing differentiation of
risk level for the purpose of risk analysis, assessment and
mitigation.

(v) Undesirable Event (UE)

Event leading to a stage in the escalation of an accident
scenario (Undesirable Operational State) where the
accident can be avoided only through successful recovery
measure(s) or by chance.

(w) Undesirable Operational State (UOS)

The stage in an accident scenario where the scenario has
escalated so far that the accident can be avoided only
through successful recovery measure(s) or by chance.

(00.07)- Acronyms (Abbrevations)

ORO.GEN.200/ORO.MLR.100

ADEP Acil Durum Eylem Plani

ALARP Kabul Edilebilir Derecede Dusuk
AMC Kabul Edilebilir Uygun Agiklamalar
DY Degisiklik Yonetimi

DNT Denetleme

EASA Avrupa Havacilik Emniyet Ajansi
EEG Emniyet Eylem Grubu

EGGK Emniyet Gézden Gegirme Kurulu

ALARP As Low as Reasonably Practicable
AM Accountable Manager

AMC Acceptable Means of Compliance
ASR Air Safety Report

AU Audit

ATO Approved Training Organization |

CA Continuous Airworthiness

CMM Compliance Monitoring Manager
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EHEST Avrupa Helikopter Emniyet Timi

EM Emniyet Muduri

ER Emniyet Raporu

ERY Emniyet Risk Yonetimi

ESSI Avrupa Stratejik Emniyet Girigimi

EYEK Emniyet Y6netimi El Kitabi

EYS Emniyet Yonetim Sistemi

FDM Ucus Verisi Analizi

GM Yardimci Dokiiman

ICAO Uluslararasi Sivil Havacilik Organizasyonu
IHST Uluslararasi Helikopter Emniyet Timi
OEK Onayl Egitim Kurulusu

SM ICG Uluslararasi Emniyet Yonetim Grubu
SM Sorumlu Muddr

SOP Standart isletme Peosediirleri

SPI Emniyet Performans Gostergesi
SPO/SPT Emniyet Performans Hedefi

UE Ucgusa Elverislilik

UIM Uyumluluk izleme Miidiir(i

SMICG

EASA European Aviation Safety Agency
EHEST European Helicopter Safety Team
ERP Emergency Response Plan

ESSI European Strategic Safety Initiative
FDM Flight Data Monitoring

GM Guidance Material

ICAO International Civil Aviation Organization
IHST International Helicopter Safety Team
MOC Management of Change

SAG Safety Action Group

SM Safety Manager

Safety Management International Cooperation Group

SMM Safety Management Manual

SMS Safety Management System

SOP Standard Operating Procedure

SPI Safety Performance Indicator

SPO/SPT Safety Performance Objective/Target (synonymous terms)
SRB Safety Review Board

SRM Safety Risk Management

SURV Survey

(00.08)- SMS Regulatory Requirements (Legal References)

ORO.GEN.200/0ORA.GEN.200 /ORO.MLR.100

Emniyet Yonetim Sistemi (SMS), yoneticinin operasyonel
faaliyetleri hakkinda, ugus ve yer glivenligi seviyesini
gelistirmeye, tehlikeleri en aza indirmeye, glvenlik
kultirine ve buna bagl olarak adil kiltlir olugturulmasina
baghdir. Emniyet yonetim sistemi el kitabi, sirket emniyet
yonetimi igin bir referans belgesidir. Tim personel, sirket
emniyet yaklagsimini temsil eden anahtardir. SHY / SHT-
SMS, ICAO Doc 9859 Emniyet Yonetimi El Kitabi
Komisyon Ydénetmeligi (AB) No 965/2012 Air-OPS (AMC /

Safety Management System (SMS), on the operational
activities of the executive, to develop the level of flight and
ground safety, minimize the dangers, safety culture and fair;
culture depend on it is to be created. Safety management
system manual is a reference document for the company
safety management. All personnel are the key that
represents the company safety approach. In reference to

,lthe creators of SHY/SHT-SMS, ICAO Doc 9859 Safety

Management Manual, Commission Regulation (EU) No

GM) belgelerinin yayinlayicilari referans alinmistir.

965/2012 Air-OPS (AMC/GM) documents.

(00.09)- Scope and Integration of the Safety Management System

ORO.GEN.200/AMC1 ORO.GEN.200(a)(5) /AMC1 ORA.GEN.200(a)(5) / ORO.MLR.100

konusunda iletisimini saglayan temel belgedir.

eder.

EYEK muhteviyati agsagida oldugu gibidir:
(1) EYS nin kapsami;
Emniyet politikasi ve amaglari;
Sorumlu Madurin emniyet sorumluluklari;

Dokidman kontrol usulleri;

Tehlike tanimlama ve risk yonetim planlamasi;
Emniyet faaliyet planlamasi;

Emniyet perfomans takibi;

Olay arastirma ve raporlama;

) Acil miidahale planlamasi;

)
)
)
)
)
)
)
)
0

(2
(3
(4
(5
(6
(7
(8
9
(1
(11

dahilinde kurumsal degisiklikleri da kapsayan)

Emniyet YOnetim El Kitabi (EYEK), Kaan Havacilik’ta
emniyetin nasil yonetildigini tarif eden referans dokimandir.
EYEK, Kaan Havaciligin pesoneli ile emniyet yaklagimi

EYEK, emniyet politikasi, amaglari, usulleri ve bireysel
emniyet sorumluluklarini ihtiva eden gorusleri dokimante

Onemli emniyet personelinin emniyet sorumluluklari;

) Degisiklik yonetimi (emniyet sorumluluklari

The Safety Management Manual (SMM) is a reference
document describing how safety is managed in KAAN AIR.
The SMM is the key instrument for communicating KAAN
AIR’s approach to safety to all its personnel.

The SMM documents all aspects of safety management,
including the safety policy, objectives, procedures and
individual safety responsibilities.

The contents of the SMM include all of the following:
(1) Scope of the SMS;
(2) Safety policy and objectives;
(3) Safety accountability of the accountable
manager;
(4) Safety responsibilities of key safety personnel;
(5) Documentation control procedures;
(6) Hazard identification and risk management
schemes;
(7) Safety action planning;
(8) Safety performance monitoring;
(9) Incident investigation and reporting;
(10) Emergency response planning;
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(12) Emniyetin Tesvigi.

EYEK, isletmenin istek ve kabiliyetlerini gostermek
maksadiyla SHGM'ye gdnderilecektir ve gerektiginde
ticlinci taraflara da génderilebilir. ilave olarak biitiin
calisanlarin sistemden tam olarak bilgisinin olmasi
maksadiyla KAAN Havacilik bunyesinde dagitimi saglanir
ve dolayisiyla asagidaki hususlar garanti altina alinir:

e Yonetim sisteminde emniyet, merkezi unsurdur;

o KAAN Havacilik tarafindan alinan butin kararlarda ve
faaliyetlerde emniyet hususu dikkate alinir;

o Uglincl taraflarin ve migterilerin ihtiyaclari, istekleri ve
beklentileri yerine getirilir.

(11) Management of change (including organisational
changes with regard to safety responsibilities);
(12) Safety promotion.

This SMM will be communicated to the TR DGCA and
may also be communicated to customers and other
parties to demonstrate the willingness and capability of
the operator. The SMM will also be distributed throughout
KAAN AIR to ensure that all employees are fully aware of
the system thereby ensuring:,

e That safety is a central component in our
management system;

e That safety is accounted for in all decisions and
actions taken by all in KAAN AIR;

e That the needs, requirements and expectations of
customers and other parties are fulfilled.

(00.10)- Structure of the SMS Manual (SMM)

ORO.GEN.200/0ORO.MLR.100

Emniyet yonetimi el kitabi 6 (alti) bolimden olugsmaktadir:

B&lim-0 Yoénetim ve Kontrolden; kayitlari, etkili sayfalari,
dagitim listesini, icerik listelerini intiva eder.

B6lim-1 Emniyet politikasi ve hedeflerinden olusur;
yonetim taahhidu ve prensipleri, sirket emniyet politikasi
ve hedefleri, organizasyon ve acil durum mudahale plani
konusu.

Bolum-2 Emniyet Risk Yonetimini; tehlikeler degerlendirme
sureci, raporlama sistemi, dokiimantasyon ve risk azaltma
konulari.

Bolim-3 Emniyet Glivencesinden Olusuyor; giivenlik
performansi izleme ve 6lgiim, degisiklik ve sireklilik
sorunlari yonetim sistemi.

Bolum 4 Emniyetin Tegvikinden; egitim ve emniyet iletisimi
sorunlari.

B6lim 5 Acil Durum Eylem Plani (ERP) ve ilgili konulardan
olusmaktadir.

Ayrica, son bolim 6 Ekler kismi mevcuttur.

Safety management manual consists of 6 (six) parts:
Part-0 Consists of Administration and Control; change
records, effective pages, distribution list, the table of
contents.

Part-1 Consists of Safety policy and objectives;
management commitment and principals, company safety
policy and objectives, organization and emergency
response plan topic.

Part-2 Consists of Safety Risk Management; hazards
assessment process, reporting system, documentation and
risk mitigation issues.

Part-3 Consists of Safety Assurance; safety performance
monitoring and measurement, management of changes and
continuity issues safety management system.

Part 4 Consists of Safety Promotion; training and safety
communications issues.

Part 5 Consists of Emergency Response Plan (ERP) and
related subjects.

In addition, the last section Part 6 Appendices part.
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(00.11)- Facilities and Contact Adresses

ORO.GEN.200/ORO.MLR.100

KAAN HAVACILIK SANAYI VE TICARET A.S. is settled at address of / asagidaki adreste faaliyet gostermektedir;
KAAN HELIPORT

Ayazaga Mah. 208 Sok. No: 1
34396 Sariyer / ISTANBUL - TURKEY
Tel: +90 532 111 99 92-3, Fax: +90 216 425 17 03
www.kaanair.com info@kaanair.com
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01-SAFETY POLICY AND OBJECTIVES
AMC1 ORO.GEN.200(a)(2) / ORA.GEN.200(a)(2)

01.01-Management Commitment and Responsibility

AMC1 ORO.GEN.200(a)(2) / ORA.GEN.200(a)(2)

Safety is one of our core business functions. We are
committed to developing, implementing, maintaining and
constantly improving strategies which promotes a positive
safety culture; and processes to ensure that

all our aviation activities take place under an appropriate
allocation of organizational resources, aimed at achieving
the highest level of safety performance and meeting
regulatory requirements, while delivering our services.

Emniyet, en 6nemli faaliyetimizdir. Tum havacilik
faaliyetlerimize yoénelik surekli olarak; pozitif emniyet
kultirund tesvik eden, stratejiler ve suregler gelistiriyor,
uyguluyor, strdlriyor ve iyilestiriyoruz; boylece en yiksek
emniyet performansi seviyesine ulagsmayi ve ulusal / uluslar
arasi standartlar karsilamayi umuyoruz.

YOnetimin tim asamalari, Sorumlu Mudurden baglayarak, en
yuksek emniyet performansina ulasiilmasindan sorumludur.

All levels of management and all employees are
accountable for the delivery of this highest level of safety
performance, starting with the Accountable Manager.
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(01.01.01)- Safety Policy and Objectives

SHT-SMS /AMC1 ORO.GEN.200(a)(2) / GM1 ORO.GEN.200(a)(2) / ORA.GEN.200(a)(2)

Taahhidiimiiz:

Uygun insan ve finansman kaynaklarini tedarik ederek, emniyet
uygulamalarini desteklemek, etkili emniyet raporlamasi ve
iletisimini tesvik etmek ve finansal yonetimle ayni sekilde
sonugclara ilgi gostererek, adil kiltir cergevesinde emniyeti aktif
sekilde yonetmek lGizere, emniyet yonetimini desteklemek.

Tum yodneticilerin baslica sorumluluklari arasina emniyet
y6netimini yerlestirmek,

TUm personelin emniyet performansinin saglanmasiyla ilgili
yukUmllltkleri ve sorumluluklarini agikga tanimlamak,

Hava araglari / ATC / bakim / depo faaliyetleri ve insan faktorleri
ile iligkili riskleri ortadan kaldirmak ya da mimkin olan en disuk
seviyeye getirmek amaciyla tehlike tanimlama ve risk yénetim
suregleri belirlemek ve uygulamak,

Caliganlarin gonillu katihmini desteklemek, dlgmek ve artirmaya
yonelik stratejiler gelistirmek

Hukuki ve dizenleyici sartlara ve standartlara uymak ve
mumkin oldugunda bunlarin 6tesine gegmek,

Emniyet stratejileri ve slireglerini uygulamak igin yeterli beceri ve
egitime sahip kaynaklarin mevcut bulunmasini saglamak,

Tum personelin yeterli ve uygun havacilik emniyet bilgisi ve
egitimi almasini, emniyet konularinda yeterli olmasini ve yalnizca
becerilerine uygun goérevlere tayin edilmesini saglamak,
Emniyet performansimizi siirekli olarak iyilestirmek ve ilgili
emniyet dnleminin alinmasini ve etkili olmasini saglamak igin
Emniyet yonetim incelemeleri gerceklestirmek,

Emniyet performansimizi gergekgi amaglara ve / veya hedeflere
gore belirlemek ve dlgimlemek ve

Faaliyetlerimizi destekleyecek, disaridan tedarik edilen sistemler’
ve hizmetlerin bizim emniyet performansi standartlarimizi
karsilamasini saglamaktir.

We are committed to:

» Support the management of safety through the provision of all appropriate
resources, that will result in an organizational culture that fosters safe practices,
encourages effective safety reporting and communication, and actively
manages safety with the same attention to results as the attention to the results
of the other management systems of the organization;

« Ensure the management of safety is a primary responsibility of all managers
and employees;

* Clearly define for all staff, managers and employees alike, their
accountabilities and responsibilities for the delivery of the organization‘s safety
performance and the performance of our safety management system;

« Establish and operate hazard identification and risk management processes,
including a hazard reporting system, in order to eliminate or mitigate the safety
risks of the consequences of hazards resulting from our aircarfts / ATC /
maintenance / store activities or to achieve continuous improvement in our
safety performance;

» Ensure that no action will be taken against any employee who discloses a
safety concern through the hazard reporting system, unless such disclosure
indicates, beyond any reasonable doubt, gross negligence or a deliberate or
wilful disregard of regulations or procedures;

- Comply with and, wherever possible, exceed, legislative and regulatory
requirements and standards;

» Ensure that sufficient skilled and trained human resources are available to
implement safety strategies and processes;

« Ensure that all staff are provided with adequate and appropriate aviation
safety information and training, are competent in safety matters, and are
allocated only tasks commensurate with their skills;

» Establish and measure our safety performance against realistic safety
performance indicators and safety performance targets;

» Continually improve our safety performance through continuous monitoring
and measurement, and regular review and adjustment of safety objectives and
targets, and diligent achievement of these; and

« Ensure externally supplied systems and services to support our operations
are delivered meeting our safety performance standards.

Emniyet Hedeflerimiz;

Emniyetli bir calisma ortami saglamak ve surdirmek,

Emniyet Bilincini arttirmak ve daima en Ust seviyede tutmak,
Kaza ve Olaylari en az seviyeye indirmek,

Egitim seviyesini en Ust seviyeye ¢ikarmak,

Emniyet Raporlama sistemini kurmak ve maksimum seviyede
raporlama saglamak,

Duiizenleyici sartlar ve Standartlara maksimum seviyede uyum,

o Verimliligi arttirmak.

Our Safety Objectives;

To provide and maintain a safe working environment,
To increase Safety Awareness and always keep it at the highest level,
To minimize accidents and incidents,

To maximize the level of training,

To establish the Safety Reporting system and to provide reporting at the

maximum level,

® Maximum level of compliance with regulatory requirements and
standards,

® Increasing efficiency.
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(01.01.02)- Protection of the Reporters - Just Culture

AMC1 ORO.GEN.200(a)(2) / ORA.GEN.200(a)(2)

KAAN Havacilik en yiksek emniyet standartlarina uygun olarak
isletmeyi yurutmeyi taahhut eder.

Bu amaca ulagmak Uizere, operasyonun emniyetle ylritilmesine
engel olacak butin kaza, olay, tehlike, risk ve diger bilgilerin
kisitlama olmaksizin raporlanmasini saglamak st seviyede
6nemlidir. Bu kapsamda kurumun her bir Gyesi emniyetle alakali
bilgileri raporlamaya tesvik edilir ve sorumlu tutulur.

Raporlama her tirli baskidan bagimsizdir. Raporlamanin asil
amaci risk kontroll ve kaza ve olaylarin 6nlenmesidir; kinama
degildir. Kasith bir kural ihlali, makul olmayan bir stiphe ve biyuk
bir ihmal olmadigi surece tehlike kaygisini tehlike raporlama
sistemi Uizerinden agida gikaran higbir galisana karsi uygulama
yapllmayacatir.

Emniyet bilgilerini toplama, kayit altina alma ve yayma metodu,
kanunlar ¢ergevesinde raporcunun kimliginin gizliligini glivence

altina alir.

KAAN AIR is committed to operate according to the highest safety
standards.

To achieve this goal, it is imperative to have uninhibited reporting of all
accidents, incidents, events, hazards, risks and other information that
may compromise the safe conduct of our operations. To this end, every
staff member is warmly encouraged to, and responsible for, reporting
any safety-related information.

Reporting is free of any form of reprisal. The main purpose of reporting
is risk control and accident and incident prevention, not the attribution
of blame. No action will be taken against any staff member who
discloses a safety concern through the reporting system, unless such
disclosure reveals, beyond any reasonable doubt, an illegal act, gross
negligence, or a deliberate or wilful disregard of regulations or
procedures.

Our method for collecting, recording and disseminating safety
information guarantees the protection to the extent permissible by law,
of the identity of those who report safety information.
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01.

01.03-SUPPORT PROGRAMME

Revizyon No: 11 Revizyon Tarihi: 24.07.2025

CAT.GEN.MPA.215/AMC1 CAT.GEN.MPA.215/AMC2 CAT.GEN.MPA.215/AMC3 CAT.GEN.MPA.215/AMC4 CAT.GEN.MPA.215/
GM1 CAT.GEN.MPA.215/GM2 CAT.GEN.MPA.215 / GM3 CAT.GEN.MPA.215/ GM4 CAT.GEN.MPA.215/GM5 CAT.GEN.MPA.215/
GM6 CAT.GEN.MPA.215/GM7 CAT.GEN.MPA.215/GM8 CAT.GEN.MPA.215

a.

KAAN AIR will enable, facilitate and ensure access to a proactive and non-punitive Support Programme that will

assist and support flight crew in recognising, coping with, and overcoming any problem which might negatively affect
their ability to safely exercise the privileges of their licence. Such access will be made available to all flight crew.

Without prejudice to applicable national legislation on the protection of individuals with regard to the processing of
personal data and on the free movement of such data, the protection of the confidentiality of data will be a
precondition for an effective support programme as it encourages the use of such a programme and ensures its
integrity.

(01.01.03.00)- Support Programme
Revizyon No: 11 Revizyon Tarihi: 24.07.2025
CAT.GEN.MPA.215/GM1 CAT.GEN.MPA.215

a.

(01

The support programme is a proactive programme applying the principles of ‘Just Culture’, whereby the senior
management of KAAN AIR, mental health professionals, trained peers, and in many cases representative
organisations of crew members work together to enable self-declaration, referral, advice, counselling and/or
treatment, where necessary, in case of a decrease in medical fitness.

The support programme will be easily accessible for flight crew, and will provide adequate means of support at the
earliest stages.

.01.03.01)- Principles Governing a Support Programme

Revizyon No: 11 Revizyon Tarihi: 24.07.2025
AMC1 CAT.GEN.MPA.215

The access to the support programme will:

a.

b.

(01

enable self-declaration or referral in case of a decrease in a flight crew’s medical fitness with an emphasis on
prevention and early support; and

if appropriate, allow the flight crew to receive temporary relief from flight duties and be referred to professional
advice.

.01.03.02)- Confidentiality and Protection of Data

Revizyon No: 11 Revizyon Tarihi: 24.07.2025
AMC2 CAT.GEN.MPA.215/GM2 CAT.GEN.MPA.215

a.

b.

The personal data of flight crew who have been referred to the support programme will be handled in a
confidential, non-stigmatising, and safe environment.

A culture of mutual trust and cooperation will be maintained so that the flight crew is less likely to hide a condition
and more likely to report and seek help.

Essential trust between management and crew is the foundation for a successful support programme. This trust can
be facilitated by:

A. establishing a platform for multi-stakeholder participation and partnership in the governance process of the
support programme by involving flight crew representatives from one or more operators and representatives of
the relevant operator. In some cases, a multi-stakeholder platform may also include representatives of the
competent authority;

B. participation of the representatives of those personnel covered by the support programme in the design,
implementation and operation of the support programme;

C. a formal agreement between management and crew, identifying the procedures for the use of data, its
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protection and confidentiality;

clear and unambiguous provisions on data protection;

senior management’s demonstrated commitment to promote a proactive safety culture;

a non-punitive KAAN AIR policy that also covers the support programme;

support programme management by staff either established within KAAN AIR or by a separate independent

organisation;

involvement of persons with appropriate expertise when advising crews (for example, pilot peers with

similar cultural backgrounds and professional staff with appropriate training in e.g. psychology, etc.);

a structured system to protect the confidentiality of personal data; and

J. an efficient communication system that promotes the benefits of the support programme, such as its positive
impacts, temporary relief from duties without fear of dismissal, management of risks resulting from fear of loss
of licence.

c. Disclosure of data to KAAN AIR may only be granted in an anonymised manner such as in the form of aggregated
statistical data and only for purposes of safety management so as not to compromise the voluntary participation in
the support programme, thereby compromising flight safety.

d. Notwithstanding the above, an agreement with related procedures will be in place between KAAN AIR and the
support programme on how to proceed in case of a serious safety concern.

@mmo

I

(01.01.03.03)- Elements of a Support Programme
Revizyon No: 11 Revizyon Tarihi: 24.07.2025
AMC3 CAT.GEN.MPA.215/ GM8 CAT.GEN.MPA.215

a. The support programme will contain as a minimum the following elements:

1. procedures including education of flight crew regarding self-awareness and facilitation of self-referral;

2. assistance provided by professionals, including mental and psychological health professionals with relevant
knowledge of the aviation environment;

3. involvement of trained peers, where trained peers are available;

MEANING OF THE TERM ‘PEER’

a. In the context of a support programme, a ‘peer’ is a trained person who shares common professional
qualifications and experience, and has encountered similar situations, problems or conditions with the
person seeking assistance from a support programme. This may or may not be a person working in the
same organisation as the person seeking assistance from the support programme.

b. A peer’s involvement in a support programme can be beneficial due to similar professional backgrounds
between the peer and the person seeking support. However, a mental health professional will support the
peer when required, e.g. in cases where intervention is required to prevent endangering safety.

monitoring of the efficiency and effectiveness of the programme;

monitoring and support of the process of returning to work;

management of risks resulting from fear of loss of licence; and

a referral system to an aero-medical examiner in defined cases raising serious safety concerns.

b. The support programme will be linked to the management system of KAAN AIR, provided that data is used for
purposes of safety management and is anonymised and aggregated to ensure confidentiality.

No oA

(01.01.03.04)- Training and Awareness
Revizyon No: 11 Revizyon Tarihi: 24.07.2025
AMC4 CAT.GEN.MPA.215/GM3 CAT.GEN.MPA.215

a. KAAN AIR will promote access to the support programme for all flight crew.

b. Professionals, including mental and psychological health professionals, as well as trained peers, where
trained peers are available, that are involved in the support programme, will receive initial and recurrent training
related to their role and function within the support programme.

A. When promoting the benefits of the support programme, KAAN AIR will stress at least the following elements of the
programme:

e positive impacts of a support programme;
e awareness of job stressors and life stressors — mental fitness and mental health;
e coping strategies;




A
X )
KAAN AIR

e potential effects of psychoactive substances and their use or misuse;

¢ medication use (prescribed and over-the-counter medication) to ensure the safe exercise of the privileges of
the licence whilst taking medication;

e early recognition of mental unfitness;

e principles and availability of the support programme; and

e data protection and confidentiality principles.

B. Mental health professionals involved in the support programme will be trained on:

e psychological first aid;

e applicable legal requirements regarding data protection; and

e cases where information will be disclosed due to an immediate and evident safety threat and in the interest of
public safety.

C. Peers involved in the support programme will receive practically orientated basic training in psychological first
aid and regular refresher trainings.

(01.01.03.05)- Elements Contributing to a Support Programme
Revizyon No: 11 Revizyon Tarihi: 24.07.2025
GM4 CAT.GEN.MPA.215

When implementing the support programme, KAAN AIR will pay attention to the following:

establishment and verification of operational and data protection procedures;

selection and training of dedicated and experienced staff and peers;

offer of motivating alternative positions to flight crew in case a return to in-flight duties is not possible; and

limitation of the financial consequences of a loss of licence, for example through extending loss of licence coverage.

Qoo

(01.01.03.06)- Possibility to CONTRACT the Establishment of a Support Programme to a Third Party
Revizyon No: 11 Revizyon Tarihi: 24.07.2025
GM5 CAT.GEN.MPA.215

KAAN AIR may contract the establishment of the support programme to a third party. For a smaller- sized operator, the
synergies created by a third-party support programme can be beneficial and in some cases may provide the only feasible
option to ensure access to a support programme or to ensure availability of trained peers.

(01.01.03.07)- Obligation to Seek AERO-MEDICAL ADVICE in case of a Decrease in Medical Fitness
Revizyon No: 11 Revizyon Tarihi: 24.07.2025
GM6 CAT.GEN.MPA.215

Joining the support programme does not remove the flight crew’s obligation to seek aero-medical advice in case of
a decrease in medical fitness in accordance with MED.A.020.

(01.01.03.08)- Scope of the Support Programme
Revizyon No: 11 Revizyon Tarihi: 24.07.2025
GM7 CAT.GEN.MPA.215

Nothing will prevent KAAN AIR from extending the scope of the support programme to include, apart from flight crew,
other safety-sensitive categories personnel, e.g. cabin crew or maintenance, as well.
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01.02-Safety Accountability and Responsibilities

AMC1 ORO.GEN.200(a)(1) /AMC1 ORA.GEN.200(a)(1)(b)

Post Holder

Name & Surname

Deputy Name

Accountable Manager
0530 403 51

M. Kemal SULER
Kemal.suler@kaanair.com

Ummihan YILDIZ
Ummuhan.yildiz@kaanair.com

51 0539 381 21 01

Safety Manager (SM)
0532 367 25

Kadir ERDOGAN
Kadir.erdogan@kaanair.com

Yesim KILIC
Yesim.kilic@kaanair.com

82 0533 087 57 36

Compliance Monitoring Manager (CMM)
0532 367 25

Kadir ERDOGAN
Kadir.erdogan@kaanair.com

M. Kemal SULER

82

Herhangi bir yonetici personelin degismesi halinde 15
glin dnceden, gérevden ayrilmasi halinde ise en ge¢ 15
gln icerisinde KAAN AIR igletme sartlarinin yenilenmesi
icin SHGM'ye basvuracaktir. for
Yasal hikimler dogrultusunda atanmis yoneticinin
yoklugundaki gbzetim faaliyetlerinden emin olunmalidir.
Bu nedenle;

Atanmig yoneticilerin 45 giinden fazla yoklugunda yeni
yonetici atanacak ve SHGM ye Form-4 tanzimi igin
bagvurulacaktir.

In the case of any management personnel changes 15 days in
advance or, in the case of leave/resign the company not
exceeding 15 days; KAAN AIR will apply to the Turkish DGCA

Legal provisions prescribe that continuity of supervision in the
absence of a nominated post holder must be ensured, So;

In case of 45 days of post holder absence, new post holder is
assigned and respective Form-4 is sent to Turkish DGCA for
approval.

renewal of operation specification.

(01.02.01)- Safety Accountability of the Accountable Manager

AMC1 ORO.GEN.200(a)(1) / AMC1 ORA.GEN.200(a)(1)(b)

Sorumlu Mididr KAAN Havacilik’ta emniyetten sorumlu
makamdir.

Emniyet Politikasini (génullt raporlamacilarin korunmasi
taahhtudi dahil) onaylar; EYS’nin isletmesi ve emniyet
hedeflerine ulagsmak i¢in gerekli insan ve materyal
kaynaklarini tedarik eder; emniyet yonetim sisteminin dogru
uygulanmasini ve isletmenin tim alanlarinin
gereksinimlerine hitap etmesini saglar; Emniyet Mudirdnu,
Uyumluluk izleme Midiriinii, Emniyet Gézden Gegirme
Grubunu ve Emniyet Eylem Grubunu atar.

Sorumlu Mudir, Emniyet G6zden Gegirme Grubuna
baskanlik eder, emniyet hedeflerini ve Uyumluluk izleme
Raporunu onaylar.

The Accountable Manager bears the safety accountability
which means that he, or she, is ultimately accountable for
safety in KAAN AIR.

He or she endorses the Safety Policy (including a
statement on the protection of the reporters); provides the
human and material resources necessary for operating the
SMS and achieving the safety objectives; ensures that the
safety management system is implemented correctly and
addresses the needs of all areas of the company;
nominates the Safety Manager, the Compliance Monitoring
Manager, the Safety Review Board and the Safety Action
Group.

The Accountable Manager chairs the Safety Review Board,
endorses the safety objectives and the Compliance
Monitoring Report.

(01.02.02)- Safety Responsibilities of Key Safety Personnel (Safety Management Organisation)

AMC1 ORO.GEN.200(a)(1) /AMC1 ORA.GEN.200(a)(1)(b) / AMC1 ORA.GEN.200(a) (6)

Emniyet Yonetim Organizasyonumuz Sorumlu Midirl, Emniyet
Mudirind, Uygunluk izleme Midiiriini, Emniyet Gézden Gegirme
Grubunu ve Emniyet Eylem Grubunu ihtiva eder.

Our safety management organisation includes the Accountable
Manager (AM), a Safety Manager (SM), a Compliance Monitoring
Manager (CMM), a Safety Review Board (SRB) and a Safety Action
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|Group (SAG).

[AM)

Accountable Manager

Safety Manager

(SM) Manager

{CMM)

Compliance Manitoring

Acenuntable Manages plus
Heads of functional areas

[atety Review Board [SRB) ‘

_ Safery Action Group
(5AG)

(01.02.03)- Safety Manager

AMC1 ORO.GEN.200(a)(1) / GM1 ORO.GEN.200(a)(1) / AMC1 ORA.GEN.200(a)(1)(b) / ORA.GEN.200(a)(1)

Emniyet Middra, efektif emniyet yonetim sisteminin
gelisiminden, idaresinden ve bakimindan sorumlu olarak
hareket eden odaktaki kisidir.

Emniyet Madurd’niin gérevleri sunlardir;

e Sorumlu Midiir adina EYS uygulama planini
yonetmek,

Tehlikelerin belirlenmesi ve operasyonel emniyet
risk analizlerinin yapilmasi veya yaptiriimasi,
Diizeltici faaliyetlerin gézlemlenmesi ve
sonuglarinin degerlendirilmesi,

Sirketin emniyet performansi ile ilgili periyodik
raporlarin olusturulmasi,

Kayitlar ve emniyet dokiimantasyonunun
muhafazasi,

Personel emniyet egitimlerinin planlanmasi,
organisazyonu ve standartlari karsilamasini
saglamak,

Emniyet ile ilgili konularda bagimsiz tavsiyelerde
bulunmak ve

Sirket ici olay/kaza arastirmalarinin baslatilmasini
ve devamini saglamak ve Havacilik sektorindeki
emniyet konularinin gézlemlenerek, bu konularin
isletmenin operasyonlari lizerindeki etkilerinin
takibi.

Not: Tehlike tanimlamasinin, risk degerlendirmesinin,
azaltilmasinin ve kontroliiniin giinliik mesainin bir pargasi
olmasi hedeflenmistir. Operasyonlarin glinliik denetimleri
ve dolayisiyla emniyet konusu "ybneticilerin”
sorumlulugundadir. Emniyet Midlri, ¢alisanlarin
faaliyetlerini emniyetli icra edebilmeleri igin siireg, usuller
ve ig talimatlari gelistirmede ybneticileri desteklemekten
sorumludur.

The Safety Manager acts as the focal point and is
responsible for the development, administration and
maintenance of an effective safety management system.

The functions of the Safety Manager are;

e Manage SMS implementation plan on behalf of
Accountable Manager;

Facilitate hazard identification, do risk analysis
and management;

Monitor the implementation of actions taken to
mitigate risks as listed in the safety action plan;
Provide periodic reports on safety performance;

e Ensure maintenance of safety management
documentation;

Ensure that there is safety management training
available and that it meets acceptable standards;
Provide advice on safety matters; and

Ensure initiation and follow-up of internal
occurrence / accident investigations and observe
safety matters on aviation; follow their effects to
company operations.

Note: It is intended that hazard identification, risk
assessment, risk mitigation and risk control become an
integral part of day-to-day business. Day-to-day|
supervision of the operations and therefore safety is the
responsibility of the ‘managers’. The Safety Manager is
responsible for the supervision and facilitation of the
processes to support ‘managers’ in developing processes,
procedures and work instructions for the staff under their

supervision to perform their activities in a safe manner.

Uyumluluk izleme Miidiirii / Compliance Monitoring Manager

Uyumluluk izleme Midiirii EYS’i de dikkate alacak sekilde
isletmenin faaliyetlerinin yirirliikteki gereksinimlere ve ek
sirket ihtiyac ve proseddrlerine uygun olarak ve ilgili

The Compliance Monitoring Manager shall ensure that the
Company’s activities are monitored for compliance with the
applicable regulatory requirements, including those

yoneticilerin denetiminde icra edildigini takip edecektir.

regarding the SMS, and additional company requirements




A
VX
KAAN AIR

Uyumluluk izleme Miidiirii uyumluluk izleme programinin
uygun sekilde uygulanmasindan, idamesinden ve sirekli
g6zden gegirilerek gelistiriimesinden sorumudur.

Uyumluluk izleme Miidiirii; Sorumlu Miidiirle direkt
olarak irtibat halindedir ve ORO.GEN.210 (b)’de
belirtilen kisilerden birisi degildir.

Uyumluluk izleme fonksiyonunun bagdimsizhgi; denetlenen
fonksiyon, prosediir veya Urinlerden sorumlu olmayan
personel tarafindan icra edilen denetim ve incelemeler
yapilarak saglanacaktir.

KAAN Havacilik’ta oldugu sekilde Uyumluluk izleme
Miudiirliigi ve Emniyet Midirlugi gorevini ayni kisi
yiirittigii durumlarda Sorumlu Miidiir, emniyetten
direkt olarak sorumlu olmasi sebebiyle, isletmenin
kapasitesi ve faaliyetlerinin karmasikligini da g6z
oniinde bulundurarak her iki fonksiyon igin de yeteri
kadar kaynak tahis edildiginden emin olacaktir.

and procedures, and that these activities are being carried
out properly under the supervision of the relevant
managers.

The Compliance Monitoring Manager is responsible for
ensuring that the compliance monitoring programme is
properly implemented, maintained and continually reviewed
and improved.

The Compliance Monitoring Manager; has direct
access to the Accountable Manager, and is not one of
the persons referred to in ORO.GEN.210(b).

The independence of the compliance monitoring function;
shall be established by ensuring that audits and inspections
are carried out by personnel not responsible for the
function, procedure or products being audited.

In the case where the same person acts as
Compliance Monitoring Manager and as Safety
Manager same like in KAAN AIR, the Accountable
Manager, with regards to his/her direct accountability
for safety, should ensure that sufficient resources are
allocated to both functions, taking into account the
size of the company and the nature and complexity of

its activities.

(01.02.04)- Safety Review Board (SRB)

AMC1 ORO.GEN.200(a)(1) / AMC1 ORA.GEN.200(a)(1)(b)

g6zoninde bulunduran st seviye bir komisyondur.

olusur.

katilir.

KAAN AIR — EGGK Uyeleri su sekildedir:

Sorumlu Maddr

Ucus Isletme Midiirii

Egitim Madurd

Onayli Egt.Kur. Egitim Midird
Heliport MUduru

Yer Isletme ve Giivenlik Miidiirii
Teknik (UE) / Bakim Muduart
idari Miidir

NGO WN =

EGGK nin gorevleri;

gecirilmesini saglamak,

1. SMS uygulama planinin etkinligini izlemek,

Emniyet Gézden Gegirme Grubu, Sorumlu Mudurin emniyet
sorumlulugu acgisindan destegiyle stratejik emniyet konularini

Emniyet G6zden Gegirme Grubu’na Sorumlu Miidir
baskanlik eder ve fonksiyonel alanlarin bas sorumlularindan

Emniyet Miidiirii, EGGK'ya yalnizca danigman olarak

Oncelikle, Emniyet Politikasinin diizenli olarak gézden

The Safety Review Board is high level committee that
considers matters of strategic safety in support of the
Accountable Manager’s safety accountability.

The Safety Review Board is chaired by the
Accountable Manager and can be composed of heads
of functional areas.

Safety Manager, attends SRB only as a consultant.

KAAN AIR - SRB members are :

Accountable Manager

Flight Ops Manager

Training Manager

ATO Training Manager

Heliport Manager

Ground Ops and Security Manager
Technical (CA) / Maintenance Manager
Administrative Chief

N WN =

The Safety Review Board;

Primarily, ensuring that the Safety Policy is
regularly reviews,

1. monitors the effectiveness of the SMS
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o o . . . implementation plan,

2. gerekli dlzeltici faaliyetlerin zamaninda yerine| 2 monitors the timely implementation of the necessary
getir”meSini iZ|emek, corrective actions‘

3. Organizasyonun emniyet politikasi ve hedefleri| 3 opserves the safety performance of the organization
S:iogrultusunda emniyet performansini gdzlemlemek, in line with its safety policy and objectives,

4. Igletmenin ana bir sireg olarak agiklanan emniyet| 4 monitors the effectiveness of the safety
yonetimi onceligini destekleyen, emniyet yonetimi management process, which supports the safety
surecinin etkinligini gozlemlemek, management priorities described by the operator as

5. Mevzuat gerekliliklerinin Gzerinde emniyet a main process,
performansina erisebilmek icin gerekli kaynaklari| 5. provides the necessary resources to access safety
saglamak, ) _ performance above the legislative requirements,

6. EEG'ye stratejik talimatlar vermek. 6. gives strategic directions to the SAG.

EGGK, istisnai durumlar gerektirmedigi takdirde yilda|SRB shall meet at least 2 (twice) a year unless it
en az 2 (iki) defa toplanir. would not be exceptional circumstances occur.

(01.02.05)- Safety Action Group (SAG)

AMC1 ORO.GEN.200(a)(1) / GM2 ORO.GEN.200(a)(1) / ORA.GEN.200(a)(1)

EGGK tarafindan stratejik bir talimat verildiginde, bu
stratejilerin uygulamalari igletme blunyesinde koordineli bir
sekilde yapilacaktir. Bu, Emniyet Eylem Grubu’'nun ana
gorevidir.

EEG, ilgili bolim yoneticileri ile galisan
temsilcilerinden olusan ve baskanhgi tayin edilmis
boliim yoneticileri tarafindan sirayla yapilan iist diizey
bir komitedir.

EEG, Emniyet Muduru baskanliginda ve sirketin alt
midirliik branslarindan olusturulabilir; Ornegdin Emniyet
Mudiri (Baskan), Uyumluluk izleme Madiiri (Gye), Ugus
isletme Miidiirii (Gye), Egitim Mudiiri (liye), Onayl Egitim
Kurulusu Egitim Mddiru (tye), Heliport Maduru (tye),
UE/Bakim Midiirii (iye), Yer isletme/Giivenlik Midiirii
(Gye) ve ihtiya¢ duyulabilecek diger yoneticiler. Emniyet
Maddaru, ihtiyag halinde emniyet verilerine iligskin karar
verebilmek Uzere gereken tim bilgileri Sorumlu Midire
iletir.

EEG taktik bir birim olup EGGK tarafindan verilen stratejik
talimatlarin yerine getiriimesine ydnelik konularla ilgilenir.

EEG, operasyonlardaki tehlikelerin sonuglari olan emniyet
riskleri ile ilgili "k6k neden"'leri kontrol altinda tutmaya
yarayan uygulama faaliyetleri ile ilgilenirken, EGGK, bu
eylemlerin kendileri tarafindan verilen stratejik talimatlar ile
tutarhlik igcinde olmasini koordine eder.

EEG nin gorevleri;

1. isletme blinyesinde operasyonel emniyet
performansini gézetmek ve emniyet bilincini
olusturmak igin galigsanlarin katiliminin saglanarak
tehlike tanimlamalarinin ve emniyet risk yonetiminin
uygun sekilde yapiimasini saglamak,

Tehlikelerin belirlenmis sonuclarinin azaltilmasina
yonelik ¢6ziim stratejilerini koordine eder, emniyet veri
eldesi ve calisan geri bildirimi igin yeterli dizenlemeleri
saglar.

When a strategic direction is given by the SRB, the
practices of these strategies will be coordinated in the
company. This is the main task of the SAG.

SAG is a high-level committee consisting of the
relevant department managers and their working
representatives, which are organized in turn by the
department heads appointed.

The Safety Review Board is chaired by the Safety Manager
and can be composed of heads of functional areas; For
example Safety Manager (Chairman), Compliance
Monitoring Manager (member), Flight Operations Manager
(member), Training Manager (member), ATO Training
Manager (member), Heliport Manager (member), CA /
Maintenance Manager (member), Ground
Operations/Security Manager (member) and other staff if
necessary. The Safety Manager may communicate to the
Accountable Manager all information, as necessary, to allow
decision making based on safety data.

SAG is a tactical unit and deals with issues related to the
fulfillment of the strategic guidelines given by the SRB.

While SAG is concerned with implementation activities to
control "root causes" related to safety risks that are the
consequences of operational hazards, the SRB co-
ordinates these actions to be consistent with the strategic
directions given by them.

The Safety Action Group;

1. ensuring that hazards are identified and safety risk
management is carried out appropriately by ensuring
the participation of employees in order to monitor
operational safety performance and establish safety
awareness within the enterprise;

coordinates the solution strategies for reducing the
specified consequences of the hazards, and provides
adequate arrangements for safety data and employee
feedback.
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3. operasyonel degisikliklerin emniyet lizerindeki etkilerini| 3. assessing the safety implications of operational
degerlendirmek, changes,

4. duzeltici faaliyetlerin uygulanmasini koordine etmek,| 4. co-ordinates the implementation of corrective actions
gerekli oldukga toplantilar dizenleyerek tim and to ensure that all staff are provided with the
c¢alisanlarin emniyet yonetimine tam katilimlarini necessary means to ensure their full participation in
saglayacak gerekli imkanin verilmesini saglamak, the safety management,

5. duzeltici faaliyetlerin zamaninda yerine getirilmesini| 5. ensuring that corrective actions are carried out on
saglamak, time,

6. emniyete yonelik bir dnceki tavsiyelerin etkinliginii 6. observes the effectiveness of previous
g6zden gegirmek, recommendations for the safety,

7. emniyet tesvikini gézetmek ve galisanlara verilen| 7. ensures safety promotions and to ensure that safety,

emniyet, acil durum ve teknik egitimlerin mevzuatlarin
gerektirdigi asgari sartlari saglamasini veya bunlarin
Uzerine ¢ikmasini temin etmek.

EEG, istisnai durumlar gerektirmedigi takdirde yilda

en az 4 (dort) defa toplanir.

emergency and technical training given to employees
meet or exceed the minimum requirements required by
the legislation.

SAG will meet at least 4 (four) times a year unless it
would not be exceptional circumstances occur.

(01.02.06)- Manager(s)

AMC1 ORO.GEN.200(a)(1) / ORA.GEN.210

Bu el kitabindaki ayni zamanda "igletmenin amir(ler)i olarak
da kullanilan Yonetici(ler) tabiri, ORO.GEN.210 (b)
Personel ihtiyaclari bélimiine istinaden isletmenin,
yurirliikteki gereksinimlerle (talimatlar, standartlar, isletme
Usulleri vb.) uyumlulugunu saglayacak sekilde isletme
tarafindan aday gosterilecek ve sorumluluk verilecek kisileri
tarif eder. Bu kisi(ler) Sorumlu Mudire karsi sorumlu
olacaklardir.

Ydnetici(ler), diger gérevlerinden bagimsiz olarak;
emniyetin yonetimi ve performansi da dahil olmak tzere
butln yurdrlikteki gereksinimlere uyumlulugu saglamaktan
sorumludur.

Yonetici(ler);

e Birimleriyle ilgili tehlikeleri tanimlayacak,

e Risk analizlerini yapacak ve azaltici tedbirleri
planlayacak,

e Emniyet performans hedeflerini belirleyecek ve
dizeltici ve dnleyici tedbirleri alarak emniyet seviyesini
artirmak icin emniyet gostergelerini takip edecek, ve

e Ek olarak, birimindeki tim personelin katilimini
saglayarak gonulld raporlama sistemini tesvik
edecektir.

Yonetici(ler)in, emniyet riski kabul edilebilirligine yénelik
yetki ve sorumluluklari mateakip; Bolim 02- Emniyet Risk
Yonetimi, 02.02.02.05 Tehlike, Risk ve Risk Kontrold,
02.02.03.04 Risk Degerlendirmesi, 02.02.04 Risk Kontrolu
ve 02.03.03 Risk Kabul Kriterleri ve ALARP Konsepti
boélimlerinde ayrintili olarak agiklanmigtir.

Not: Yéneticiler etkili emniyet yonetiminde 6nemli bir
yurttme unsurudurlar. Yéneticiler emniyet yaklasiminin
uygulandigindan ve blitiin faaliyetlerde géz 6niinde
bulunduruldugundan emin olurlar.

The term ‘manager(s)’, also called ‘head(s) of operational
areas’ in this manual, is used as per ORO.GEN.210 (b)
Personnel Requirements, which states that a person or
group of persons shall be nominated by the organisation,
with the responsibility of ensuring that the organisation
remains in compliance with the applicable requirements
(regulations, standards, Company’s procedures, etc.). Such
person(s) shall be ultimately responsible to the Accountable
Manager.

The manager(s) are, regardless of other duties,
responsible for ensuring compliance with all applicable
requirements, including those regarding the management
and performance of safety.

Manager(s);

o |dentify the hazards related with their units,

e Make risk analysis and mitigations,

e Determine safety performance objectives and monitor
the safety indicators for improving safety level by
taking corrective and preventive measures, and

In addition, will promote voluntary reporting system for
the participation of all their personnel.

Following the authority and responsibilities of the manager
(s) regarding safety risk acceptability; Section 02- Safety
Risk Management, 02.02.02.05 Hazard, Risk and Risk
Control, 02.02.03.04 Risk Evaluation, 02.02.04 Risk
Control and 02.03.03 Risk Acceptance Criteria and the
ALARP Concept.

Note: Managers are an important driving force of effective
safety management. Managers make sure that safety|
aspects are considered and properly dealt with in all

activities within their remit.
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(01.02.07)- Personnel

AMC1 ORO.GEN.200(a)(1) / ORA.GEN.210

(a) KAAN Havacilik, EYS de dahil olmak lzere
yurlrlukteki gereksinimlere gore icra edilen faaliyetler ve
planh gorevler igin yeterli miktarda yetkili personele
sahip olacaktir.

(b) KAAN Havacilik, yukarida bahsedilen
gereksinimlere uyumlulugu saglayacak sekilde uygun
tecriibe, nitelik ve egitim kayitlarini muhafaza edecektir.
(c) KAAN Havacilik, butin personelin; diger
goOrevlerinden bagimsiz olarak, EYS'in emniyet
performansina yonelik gorevlerine iligkin usil ve
kurallara vakif oldugundan emin olacaktir.

EYS kapsaminda, isletme goérevlerini icra eden personelin
sorumluluklari asagidaki sekildedir:

e Calisma ortaminda kendilerinin ve diger personelin

emniyetini saglamak.

Kendilerinin veya diger personelin emniyeti risk

tasimaya basladiginda eyleme ara vermek ya da

durdurmak.

Gorevlerini isletme usul ve talimatlarina gore yerine

getirmek.

KAAN Havacilik’in emniyet politikasini uygulamak ve

daha ileriye gétirmek.

Tehlikeleri ve emniyete iliskin olaylari tespit etmek, her

tarld ilgili bilgiyi Emniyet Muduriine rapor etmek.

Olay ve kazalardan dersler ¢cikarmak, riskleri

unutmamak ve kendilerini ve diger ¢alisanlari glinluk

faaliyetlerin risklerinden koruyacak sekilde bitin uygun

tedbirleri almak.

e Emniyet brifing, toplanti ve faaliyetlere istirak etmek.

¢ MUmkin oldugunda emniyet analizlerine igtirak etmek.

e KAAN Havacilik’in Acil Durum Eylem Planinda yer alan
gorevlerini bilmek.

EYS’nin basarili sekilde uygulanmasinda KAAN Havacilik
bitln galisanlarinin gérevi bulunmaktadir. Bu sadece belirli
bir grubun gérevi ya da uzmanlarin meselesi degil, batin
KAAN Havacilik personelinin tehlike tanimlama ve rapor
etme sorumlulugudur. Butin personel, KAAN Havacilik
dahilinde ya da disarida kendilerinin veya personelin emniyet
hususlarini Emniyet Mudurtne rapor etmelidir.

Butln personel EYS konusunda egitilmelidir ve gérev ve
sorumluluklarini bilmelidir. Bkz. EYEK Emniyette Egitim ve
iletisim bolimii

(a) KAAN AIR shall have sufficient qualified
personnel for the planned tasks and activities to be
performed in accordance with the applicable
requirements, including the SMS requirements.

(b) KAAN AIR shall maintain appropriate experience,
qualification and training records to show
compliance with the above requirement (a).

(c) KAAN AIR shall ensure that all personnel are
aware of the rules and procedures relevant to the
SMS's safety performance, regardless of their other|
duties.

In the context of the SMS, the personnel in charge of
operational tasks have the following responsibilities:

e Ensure both their own and the safety of other
personnel in the vicinity of the working environment.
Interrupt or discontinue their work if their safety or
that of others is at risk.

Perform their tasks in compliance with regulations
and company procedures.

Practice and promote KAAN AIR’s safety policy.

e Notify hazards and safety-related events and report
any relevant information to the Safety Manager.
Take note of the lessons learned from incidents and
accidents, be mindful of the risks, and take all
appropriate measures to protect themselves and the
others from these risks in their daily activity.

e Participate in safety briefings, meetings and events.
e Participate, if applicable, in safety analyses.

Know their role in KAAN AIR’s Emergency Response
Plan.

Every staff member in KAAN AIR has a role to play in the
successful implementation of the SMS. This is not only
the ‘task of a few’ or an ‘affair of specialists’, in particular,
it is the responsibility of everyone in KAAN AIR to identify
and report hazards. All members of staff are to inform the
Safety Manager to their own safety or the safety of others
both within or out of KAAN AIR.

All personnel are to be trained in the SMS and know their,
roles and responsibilities. Refer to the Section Training
and Communication on Safety of this SMM.

01.03-Coordination of Emergency Response Planning

AMC1 ORO.GEN.200(a)(3)

Emniyet Mudird; normal usullerden, Emercensi
prosedirlere ve sonrasinda tekrar normal usullere dénis
icin diizenli ve verimli bir gegisi saglamak icin bir Acil Durum
Eylem Plani (ADEP) hazirlar, koordine eder ve surdurdr.

KAAN AIR Acil Durum Eylem Plani ayri bir dokiiman olarak
yayimlanmis olup; https://kaanair-

The Safety Manager prepares, co-ordinates and maintains
an Emergency Response Plan (ERP) that should ensure
orderly and efficient transition from normal to emergency
operations, and the subsequent return to normal
operations.

KAAN AIR Emergency Response Plan is described in a
separate document and accessible at; https://kaanair-
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depo.online/MANUALS/OPERATIONS/ internet adresinden

erisilebilir.

depo.online/MANUALS/OPERATIONS/ internet address.

(01.03.01)- Coordination Procedures for Internal Bod

AMC1 ORO.GEN.200(a)(3)

ies

Acil Durum Eylem Planinin (ADEP) amaci sunlardir:

e Kriz aninda uygulanacak usuller ve politikalari
vurgulamak,

e Sorumluluklarini yerine getirmede kriz yonetim
ekibi Uyelerine tavsiyelerde bulunmak,

e Halkla ve kurumun galigsanlari ile ilgili bilgi
paylasiminda bulunmak.

Sirketin diger el kitaplarinin aksine, ADEP 6zellikle veya

cercevesi ve uygulanmasi gereken politikalar sunulmustur.

edilmesi ¢ok olasi degildir.

hassas olarak tanimlanamayan kriz durumlarini kapsamak
Uzere olusturulmustur. Organzasyonel uygulamalar

Yine de, fiili bir acil durumun hassas bir yapiya tatbik

The aim of this Emergency Response Planning (ERP)
manual is to:

e highlight the policies and procedures to be
implemented in case of a crisis,

e offer advice to the members of the crisis
management team in carrying out their
responsibilities,

e communicate relevant information to employees
of the organisation and members of the public.

As opposed to other manuals of the company, the ERP
manual is designed to cover crisis situations which cannot
specifically or precisely be defined. An organisational
framework of the actions and policies required to be
implemented is presented. However, it is unlikely that an
actual emergency situation will adapt to a precise
framework. Adaptability and flexibility should therefore be
demonstrated in the handling of such events.

(01.03.02)- Coordination Procedures for External Bodies

AMC1 ORO.GEN.200(a)(3)

Hava araci kaza-kirim olaylarinda etkilesime girilen diger
isletmelerle hava araclarinin operasyonunun gozetim ve
kontrolinden sorumlu olan ve her bir hava aracini gézetim
altinda tutan KAAN AIR Operasyon Planlama ve Kontrol
Merkezi koordine eder.

iletisime girilen diger isletmeler, asagidakilerle sinirli
olmamakla beraber sdyle siralanabilirler:

o ATC ‘ler,

e Hava alanlari,

e Varsa operasyon planlama ve kontrol hizmeti verilen
veya alinan kuruluslar (TPAO vb.);

e Yer hizmeti alinan kuruluslar;

e Yakit alinan kuruluslar;

e Yerel YOnetim Amirlikleri (Valilik, Kaymakamlik,

Muhtarlik vb.)

Yerel Kolluk Kuvvetleri (Emniyet ve Jandarma

Birimleri)

e Sivil veya askeri Arama Kurtarma Birimleri

KAAN AIR; s6z konusu igletmelerle; bilgi aligverisinde
bulunmak, Acil Durum sorumluluklarina iliskin karsilikli bilgi
paylagimi yapmak ve ortak hareket kabiliyetini arttirmak
maksatlariyla koordinasyon icerisinde olacaktir.

Operasyon planlama ve Kontrol merkezi personeli
operasyonu yodnetirken planlama ve gdzetim asamalarinda
yukarida belirtilen birimler ile iletisime gectiginde herhangi
bir operasyon olayi veya kaza-kiriminda KAAN AIR

Operasyon Planlama ve Kontrol Merkezi ile iletisime

KAAN AIR Operation Planning and Command Center,
which supervises every aircraft and is responsible for the
control and supervision of the operation of aircrafts,
coordinates with the other associated operators in case of
aircraft accidents.

Notwithstanding with the below, the other associated
operators:

e ATC'’s,

e Airports,

e Organisations which give or are given operation
planning and control service (TPAO etc.),

e Organisations which been supplied ground service,

e Organisations which been supplied fuel,

e Local Administration Superiors (Governorship,
Subgovernorship, etc.),

e Local Law Enforcement (Polis and Gendarmarie)

o Civil or military Search and Rescue service providers

KAAN AIR shall coordinate with the mentioned
organisations for the purpose of sharing information
associated with Emergency Response Plan and increasing
the common behaving capability.

Operation Planning and Command Center personnel
communicates with the KAAN AIR Operation Planning and
Command Center in case of occurrence of operation
incident or accident during planning and supervision
phases while managing the operation.
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|gecilmesini nceden bildirir. [

01.04-SMS Documentation
GM1 ORO.GEN.200(a)(5) / GM1 ORA.GEN.200(a)(5)

(01.04.01)- Document Control, Revision and Configuration Management

GM1 ORO.GEN.200(a)(5) / GM1 ORA.GEN.200(a)(5)

a) Operasyon El Kitabi prosedurleri gergcevesinde dokiimani|ja) Document revision system within the framework of

revizyon sistemi. Operations Manual procedures.

b) Emniyet Midura ilgili yoneticileri koordine eder ve|b) Safety Manager co-ordinate the relevant administrators

Uyumluluk izleme Midiiriine sunmak igin belgeleri hazirlar.|and prepare the documents to submit the Compliance

Kabul ve i¢ onaydan gectikten sonra, belge Sorumlu Mudir|Monitoring Manager. After the confirmation, the document

tarafindan onaylanmali ve DGCA onayina gonderilmelidir. ||has to be approved by Accountable Manager and is sent to
DGCA approval.

c) DGCA onayl dokiiman kullanilacaktir. c) DGCA approved document will be used.

d) Uyumluluk izleme Midiirii, onaylanmis belgenin|/d) Compliance Monitoring Manager has responsible for

dagitimindan ve elektronik ortam muhafazasindan|distribution and electronic media storage of the approved

sorumludur. ilgili yéneticiler degisiklikleri kendi belgesine||document. The related administrators insert the changes

ekler. into the own document.

e) Degisiklik talebi disunuldiglinde, talebi gerekgeleriyle|e) Change request with the reasons for Compliance

Uyumluluk izleme Midiriine iletin, Monitoring Manager is notified.

f) Uyumluluk izleme Mudariniin uygun gérdiklerini Emniyet|f) Compliance Monitoring Manager considers appropriate,

Mudura degistirme kararn verir, make changes by Safety Manager.

g) SHGM tarafindan yapilan/yayinlanan ilgili mevzuat,||g) Changes, relevant legislation, circular/instructions

genelge / talimat / sirkiler veya Emniyet Muduru tarafindan|/declarations made by DGCA, planned/unplanned audit or

yapilan planli/plansiz denetleme veya dokiiman gézden||documents review made by Safety Manager may be a

gecirmesi de; yilda en az bir kez dokiimanin gézden|result of document review each year will be at least one

geciriimesine yol acabilir, time.
h) Gegici revizyon islemleri Operasyon EIl Kitabi|h) Temporary revisions procedures will be conducted within
cercevesinde gergeklestirilecektir. the framework of the Operations Manual.

(01.04.02)- Control and Revision of the Safety Management Manual

GM1 ORO.GEN.200(a)(5) / GM1 ORA.GEN.200(a)(5)

SAFHA ICERIK VE UYGULAMA SORUMLU
PHASE CONTENT AND APPLICATION RESPONSIBLE
Degisiklik talebinin||1. Degisiklik SMM de tanimlanir TUm Yoneticiler
sunulmasi 2. Degisiklik talebi Uyumluluk izleme Miidiiriine
iletilir
Present in the offer of||1. Definition of the changes in the SMM. All Administrators
changes 2. Change request form forward to Compliance
Monitoring Manager
Degisiklik degerlendirme|Taleb edilen degisiklikler; Uyumluluk izleme Mid(irti
sonucu kabul veya|1. Standart kural ve mevzuata uygunluk agisindan
reddedilir degerlendirilir

2. Sirketini diger dokimanlarina uyumluluk
degerlendirilir.

Change assessment,||3. Degisilik icin risk degerlendirmesi yapilir Compliance
approved or rejected Requested changes? Monitoring
1. Evaluation of the suitability of the standard rules|Manager
and regulations,

2. Evaluation of compliance with the other company
documents,

3. Risk assessment of the change.

SMM’e ek yapma 1. Revizyon sayfalarini manual eklemek igin hazirla |[Emniyet Madura
2. SHGM onayina hazirla
Amendments to SMM 1. Prepare the revision pages in the manual. Safety Manager
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2. Preparation for the approval of the DGCA

Kayit ve dagitim

Recording and
distribution

1. TUm personele duyur

2. Son durum revise edilmis dokimani elektronik
portal koy ve eskisini imha et

3. Degisiklik sayfalarinin giktisini al ve ilgili
yoneticilere ilet

3. Print out the revision pages and deliver to the
relevant administrators.

Uyumululuk izleme Midiiri

1. Inform to all personnel. Compliance
2. Put the current document in electronic form and|[Monitoring
remove old. Manager

(01.04.03)- Record-Keeping

GM1 ORO.GEN.200(a)(5) / GM1 ORA.GEN.200(a)(5)

SRB reports

Safety Manager

Printed documents

DOKUMAN SORUMLU KAPSAMIN SEKLI SURESI
DOCUMENT RESPONSIBLE THE SHAPE OF DURATION
THE ENCLOSURE
Emniyet hedef ve gostergeleri Sorumlu Maduri / Emniyet Midart Elelktronik 5 yil / years
Safety targets and Indicators Accountable Manager / Safety Manager ||Electronic
Tehlike tanimlamalari ve risk analizleri | Tum Ydneticiler / Emniyet Mudura Elelktronik Devamli
Hazard identification and Risk analysis
All Administrators / Safety Manager Electronic Constantly
Olay Raporlari Emniyet Mudiru Electronic / Printed|Devamli
Occurance Reports Safety Manager documents Constantly
Duzeltici ve 6nleyici tedbir kayitlari Uyumluluk izleme Midiri / Emniyet|Kagit dokiimanlar 5 yil / years
Mudurd
Corrective and preventive measures||Compliance Monitoring Manager / Safety||Printed documents
for controls Manager
Emniyet egitim kayitlari Egitim Madurd / Emniyet Madara Kagit dokiimanlar 5 yil / years
Safety training records Training Manager / Safety Manager Printed documents
EGGK raporlari Emniyet Mudaru Kagit dokimanlar 5 yil / years
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02-SAFETY RISK MANAGEMENT
AMC1 ORO.GEN.200(a)(3) / ORA.GEN.200(a)(3)

02.01-Safety Reporting and Remedial Actions

SHT-OLAY / GM1 ORO.GEN.200(a)(3) / AMC1 ORO.GEN.200(a)(3)

KAAN Havacilik, EASA AMC 20-8 de tanimlanmis tim
olaylari ve SHT-OLAY Olaylari Raporlama Talimatina uygun
olarak 72 saat icinde SHGM ye bildirecektir.

KAAN AIR, TR SHGM'ye bildirilen olaylarin veya olay
gruplarinin analizi sonucunda gercgek veya potansiyel bir
havacilik emniyet riski tespit ederse, sunlari yapacaktir:
(i) olayin TR SHGM'ye bildirim tarihinden itibaren 30
glin iginde asagidaki bilgileri TR SHGM'ye iletmelidir:
(1) gerceklestirilen risk degerlendirmesinin 6n
sonucu ve
(2) alinacak herhangi bir 6n azaltici tedbir
eylemini,
(ii) gerektiginde, risk analizinin nihai sonuglarini,
mumkun olan en kisa slrede ve prensip olarak olayin
TR SHGM'ye ilk bildirim tarihinden itibaren en ge¢ 3
ay icinde TR SHGM'ye iletecektir.

Tum sirket personeli, gozlemledigi veya tespit ettigi;
uygunsuz durum ve/veya uygunsuz tedarikgi tiriin /
hizmeti ile ilgili hususlari Emniyet ve/veya Uyumluluk izleme
Mudirtne bildirmelidir.

Bu bildirim i¢in; SMF-08 "Emniyet Raporu" formu
kullanilacaktir. Rapor kagit olarak veya e-mail ile
hazirlanabilir ve raporu dolduran istemedigi takdirde adini
rapora yazmayabilir. Forma; hangar duvarinda yer alan
Emniyet Panosundan ve https://kaanair-
depo.online/SAFETY-REPORT/ internet adresinden
erisilebilir.

Diger raporlara ek olarak, KAAN Havacilik ugus esnasinda
Volkanik Kul bulutlari ile kargilasirsa da rapor goénderecektir.

KAAN AIR reports to the TR DGCA all occurrences defined
in EASA AMC 20-8, and as required by the applicable
rules SHT-OLAY on Occurrence Reporting, legal deadline
is 72 hours.

Where KAAN AIR identifies an actual or potential aviation
safety risk as a result of its analysis of occurrences or
group of occurrences reported to TR DGCA, it shall:
(i) transmit the following information to TR DGCA
within 30 days from the date of notification of the
occurrence to TR DGCA:
(1) the preliminary result of the risk
assessment performed, and
(2) any preliminary mitigation action to be
taken,
(ii) where required, transmit the final results of the
risk analysis to TR DGCA as soon as they are
available and, in principle, no later than 3 months
from the date of the initial notification of the
occurrence to TR DGCA.

All personnel has to report, observed and detected; non-
compliance of activities in company and/or supplied
products and services from outside providers to
Safety and/or Compliance Monitoring Manager.

SMF-08 "Safety Report" will be used for this purpose.
Report may be prepared via paper or e-mail and reporter
can not be put his/her name unles desired. Form can be
accesible at Safety Board on hangar wall and at
https://kaanair-depo.online/SAFETY-REPORT/ internet
web address.

In addition to the reports, KAAN AIR should report volcanic

ash clouds encountered during flight.

(02.01.01)- Occurrence Reporting Scheme

GM1 ORO.GEN.200(a)(3)

seviyesini gelistirmek ve sorumluluktan bagimsiz olarak en iyi
bilgi raporu faydasi yaratmaktir. Bu sistemin kapsami ayni
zamanda, otoritelere rapor edilemeyen olaylari da
icermektedir.

Sistem; isletme yapisina uygun seviyede basit ve ulasilabilir,
veri glvenligi ve gizliligini saglayan, raporlarinin alindigina
dair bilgilendirme ve analiz sonuclarini paylasacak bir geri
bildirim sUrecine sahip ve inceleme, analiz, takip ve kayit
konularindaki sorumluluklari muteakip paragraflarda
tanimlanmis bir yapiya sahiptir.

Raporlama sisteminin butiin amaci, emniyet performans|The overall purpose of the reporting scheme is to make

best use of reported information to improve the level of
safety performance and not to attribute blame. The scope
of this scheme also includes occurrences not reportable
to the authorities.

System; has a structure that is simple and accessible at a
appropriate level to the company structure, ensures data
security and confidentiality, has a feedback process that

will inform and share the results of the analysis and its
responsibilities regarding inspect, analysis, follow-up and
recording are defined in the following paragraphs.
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Olay raporlama sisteminin hedefleri:

e Benzer nitelikteki 6nceki olaylar da dahil olmak Gzere,
ilgili her olay ve kazanin guvenlik etkileri yapilacak bir
degerlendirme saglamak, bdylece gerekli herhangi bir
eylem baglatilabilir;

o ilgili olay ve kaza bilgilerini yayginlagtirmak ve boylece
diger operator ve kisilerin bunlardan ders gikarmasini
saglamak.

Sistem, tim izleme fonksiyonunun temel pargasidir ve bu
normal gunlik suregler icin tamamlayici 8zellikte olup ayni
zamanda sistemi yineleme veya yerine gegmemesi niyet
edilmistir. Sistem proseddurleri basarisiz olmus goériinen ya
da, presedirin uygulamasinda hata olan bu érnekleri analiz
etmek ve tanimlamak icin bir aractir.

Butln olay raporlari, sadece bu tir ileriki bir tarihte acik hale
gelebilir raporlarin 6nemli olarak saklanmasini saglayan,
raporu génderecek kisi tarafindan raporlanabilir olarak
degerlendirilir.

KAAN AIR ‘in yaklagimi agsagida oldugu gibidir:

Olay raporlari, génilld raporlar veya diger kaynaklar
araciligiyla belirlenen her olay glvenlik dersleri gikarmak igin
firsat saglar. Tecribelerden dersler gikartmak, ancak tim
olaylarin rapor edilmesi, analizi ve sebepleri ile faktorlerinin
tanimlanmasi, analiz edilmesi (teknik, operasyonel veya
cevresel) ile mimkunddir.

Gunlik olarak, olaylar (en basit arizaya kadar) herhangi bir
surece etki edebilir. Bu olaylarin bazilari kazalar igin haberci
olarak tanimlanir. Kaza habercileri, uygun hafifletici
oOnlemeler olmadan, istenmeyen olaylar ya da kazalara neden
olabilecek olaylardir.

Emniyet Miidiirii olaylar kayit, analiz eder ve izler. Olaylar
veri tabanina kaydedilir ve bu veritabani trendi belirlemek;
kazalardan kaginmak (proaktif yaklagsim) ve mimkun
sapmay| dogrulamak igin tavsiyeleri tanimlamak igin analiz
edilirler.

Bir olay, sebebi temel olarak teknik oldugu zaman "teknik"
olarak siniflandirilir: Ornegin ugusta motor arizasi veya
baska bir cihaz arizasi.

Esas nedeni bir veya birka¢ emniyetsiz hareket oldugunda
(Bir prosediirden kasitsiz hata yada gonilli sapma) veya bir
yada daha ¢ok "emniyetsiz durum" (KAAN AIR
organizasyon eksiklikleri) veya bunlarin bir kombinasyonu
oldugunda bir olay "operasyonel" olarak siniflandirilir.

Esas nedeni meteoroloji, volkanik toz, deprem gibi
kontrol edilemeyen gevresel faktorler oldugunda bir olay
"cevresel" olarak siniflandirilir.

Olaylar bu kompanentlerden birkagindan olusabilir.
KAAN AIR da birkag olay rapor formu bulunmaktadir:
Ornegin; Ugus Operasyon Kaza/Olay Raporu EK 1,

Teknik/Bakim Olay Raporu EK 2a, TPAO Olay/Tehlike
Bildirim Formu EK 2b ve Emniyet Bildirim Formu EK 3 de

The objectives of the occurrence reporting scheme are
to:

e enable an assessment to be made of the safety
implications of each relevant incident and accident,
including previous occurrences of a similar nature,
so that any necessary action can be initiated; and
ensure that knowledge of relevant incidents and
accidents is disseminated, so that other persons and
operators may learn from them.

The scheme is an essential part of the overall monitoring
function and it is complementary to the normal day-to-day
procedures and ‘control’ systems and is not intended to
duplicate or supersede any of them. The scheme is a tool
to identify and analyse those instances where procedures
appear to have failed or where there was a failure to
apply the procedures.

All occurrence reports judged reportable by the person
submitting the report should be retained as the
significance of such reports may only become obvious at
a later date.

KAAN AIR’s approach is described as follows:

Every occurrence identified through occurrence reports,
voluntary reports or other sources provides the
opportunity to draw safety lessons. Learning from
experience is only possible if all events are reported and
analysed and their causes and factors (technical,
operational, or environmental) are determined and
analysed.

On a daily basis, occurrences (down to simple
malfunctions) may affect any process. Some of these
occurrences are defined as accident precursors. Accident
precursors are occurrences which, without appropriate
mitigation, can result in Undesirable Events or accidents.

Safety Manager is to record, analyse and monitor these
occurrences. Occurrences are recorded in a database
and the database is analysed to identify trends and
define recommendations to correct possible deviations
and avoid accidents (proactive approach).

An occurrence is classified as "technical” when its cause
is mainly technical: for instance an in-flight engine
failure or any other equipment failure.

An occurrence is classified as "operational” when it is
mainly due to one or several "unsafe acts" (unintentional
error or voluntary deviation from a procedure) or by one
or more "unsafe conditions" (deficiencies in KAAN AIR’s
organisation) or by a combination of these.

An occurrence is classified as "environmental" when it
is mainly due to uncontrollable environment factors,
such as weather, volcanic ash, earthquake, etc.

It should be recognised, however, that occurrences can
feature more than one of these components.

Several occurrence reporting forms are used in KAAN
AIR:

For example; the Flight Operations Accident/Occurrence
Report form is provided at Appendix 1,
Technic/Maintenance Occurrence Report form at
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verilmigtir.

Olaylar Emniyet Muduriine so6zli, email veya basit bir kagida
yazil olarak da rapor edilebilir.

Raporlar, raporlayanin istegine bagl olarak gizli veya agik
olarak yapilabilir.

Olaylarin raporlanmasi emniyeti gelistirmek ve guglu bir
tesvik saglama acgisindan gereklidir. Buna karsilik, KAAN
AIR, raportorleri yasadisi eylem, agir ihmal veya yonetmelik
ve uygulanabilir prosedurler icin kasith bir ihmal durumu harig
glvenlik problemlerini bildirdigi igin cezalandiriimayacaklarini
garanti eder.

Her olay raporu, analiz edilerek islenmis ve Emniyet Muduri
tarafindan dosya "Veritabani Olaylar.xIs" olarak kaydedilir.
Analiz, ugus emniyeti Gzerindeki potansiyel etkisini
degerlendirmeye odaklanmalidir. Buna ek olarak, ayni
zamanda, personelin ve Gg¢ilncl kigilerin givenligini
icermelidir. Analiz ayni zamanda malzeme, cevre ve KAAN
AIR'In itibari Gzerinde etkisini dederlendirmek igin
genisletilebilir.

Tdm raporlar hem alidiginda, hem de risk analizi galismasi
sonunda; analiz sonuglarini paylagsmak amaciyla
RAPORLAYANA GERI BILDIRIM YAPILACAKTIR. Bu geri
bildirim; GONULLU BILDIRIMCI’nin katiliminin faydasi ve
sisteme olumlu etkilerini tim personelin hissetmesini ve bu
sayede GONULLU BILDIRIMCILIK SAYISININ ARTMASINI

Appendix 2a, TPAO Incident/Hazard Report Form at
Appendix 2b, and Safety Report Form at Appendix 3.

Occurrences may also be reported verbally, by email or
on a simple sheet of paper to the Safety Manager.

Reports may be treated as confidential and/or
anonymous at the reporter’s request.

Reporting occurrences is essential for improving safety
and is strongly encouraged. In return, KAAN AIR
guarantees that the reporter(s) will not be punished for
reporting safety concerns except in the case of illegal act,
gross negligence, or a deliberate disregard for
regulations and applicable procedures. See the Section
Safety Policy and Objectives of this SMM.

Each occurrence report is analysed, processed and
recorded in the file "Database Incidents.xIs" by the Safety
Manager.

The analysis should focus on assessing the potential
impact on flight safety. In addition, it should also include
the safety of personnel and of third parties. The analysis
can also be expanded to assessing the impact on
material, the environment, and KAAN AIR’s reputation.

At the end of the risk analysis study as well as all reports
are received, FEEDBACK WOULD BE GIVEN TO THE
REPORTER for the purpose of share the results of
analysis. This feedback; VOLUNTARY REPORTER will
ensure that all staff feel the benefit of the participation
and the positive effects on the system, and on this basis

saglayacaktir. will provide the increasing number of
VOLUNTEERNESS.

02.02-Hazard Identification

AMC1 ORO.GEN.200(a)(3) / ORA.GEN.200(a)(3)

(02.02.01)- Preparation

AMC1 ORO.GEN.200(a)(3)

PLANLAMA PLANNING

Emniyet Risk Degerlendirmesi, yapilmasi gereken ilgili
aktiviteye yonelik karar verilmeden 6nce uygun sonuglar igin
zamaninda baslatiimahdir.

SISTEM TANIMI

Analiz edilecek faaliyet sistem ve slreg¢ agisindan
tanimlanmalidir.

CALISMA GRUBU

Risk degerlendirmesinin uygulanmasindan sorumlu olan kisi
KAAN AIR faaliyetlerinde galismak izere alinan uygun konu
uzmani ve personeli kapsayan 6zel ¢alisma grubu igin
ihtiyaglari belirlemelidir.

METOD VE VERI TABANI SECIMI — Kilavuz

e EHEST takimindan saglanmis yontem bilim ve veri
tabani galistir.
e Tehlike nedeni, olasiligi ve sonugclarini belirlemek igin

The Safety Risk Assessment should be initiated in time for
the results to be available before any decisions regarding
the activity concerned have to be made.

SYSTEM DESCRIPTION

The activity to be analysed should be described in terms
of systems and processes.

WORKING GROUP

The person responsible for performing the risk
assessment shall determine the need for a dedicated
working group comprised of suitable subject matter
experts and personnel involved in KAAN AIR activities.

SELECTION OF METHOD AND DATA BASIS - Guidelines

e Employ EHEST methodology and data base
provided in the EHEST Toolkit.
e The Safety Manager decides whether, and what

Emniyet Miduru olasilik ve diger metod ve kaynaklar

other methods and sources are used to determine
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kullanilacagina karar verir. hazard causes, likelihood and consequences.
e Dereceli genigleme ve veri tabanini kisisellegtirme o Progressively extend and personalise the data base.
e Emniyet Mudird ek veri kaynagi kullanilip| e The Safety Manager decides whether to use
kullanmayacagina karar verir additional data sources.
e Sirket veri tabani sunlari igerir: ¢ Company data base shall contain:
e ¢ sorusturmadan kaynaklanan bilgi o information resulting from the investigation of
e bildirilen sapmalar ve iyilestirme icin 6neriler, internal occurrences and accidents,
e normal operasyonlarin izlenmesinden toplanan o reported deviations and proposals for
deneyimler improvement,
o experience collected from the monitoring of
e Sirket veritabani benzer verileri diger operatorler ile normal operations.
degis tokus yaparak artirilabilir. e Company database may be augmented with similar.
e MUmkuln oldugunda, risk degerlendirme sireci daha data exchanged with other operators.
once yurutulen risk degerlendirmelerinden elde edilen o \Whenever possible, the process of risk assessment
deneyim Gzerine inga edilmeli. should build upon experience derived from risk
assessments carried out previously.

02.02.02-Hazard Identification
AMC1 ORO.GEN.200(a)(3)

(02.02.02.01)- Hazard Classification

AMC1 ORO.GEN.200(a)(3)

Tehlikeler asagida belirtildigi Uzere farkli kaynaklardan||Hazards could come from different sources, including:
gelebilir:
 Natural and environmental: weather, earthquake, wind
¢ Dogal ve gevresel: hava durumu,deprem, riizgar ve t0z,|and sand, sea water, rocks, cliffs, ice structures, rough
deniz suyu, kayalar, ugurum, buzlu yapilar, akarsu,|\waters, volcano lava and dusts, etc.
volkanik lav ve toz, vs. « Economic: competition, production pressure, cost
o Ekonomik: rekabet, Uretim baskisi, maliyet baskisi, vs. pressure, etc.

e Emniyetsiz sartlar: resmi olmayan dokiiman kullanimij. Unsafe conditions: use of unofficial documentation or

veya gUncel Olmayan doékimanlar, Zaylf kaynaklar. documents not up to date, poor resources.
e Glvenli olmayan eylemler: hatalar, ihlaller, ihmal,|. Unsafe acts: errors, violations, negligence, sabotage,
sabotaj, asir/kontrolstiz performans varyasyonlari. excessive/uncontrolled performance variations.

* Fizyolojik: hastaliklar, hipoksi, algisal yanilsamalar, . physiological: diseases, hypoxia, perceptual illusions,
yorgunluk, uykusuzluk, jet lag, ilag, alkol, bagimlilikifatigue, sleep deprivation, jet lag, medication, alcohol,

yapan maddeler, sindirim sorunlari, vb. intoxication, digestion troubles, etc.
e Teknoloji: tasarim veya bakim ile ilgili, tehlikeli madde,
hava kirliligi, patlamalar, vb. « Technological: design or maintenance related,

¢ Operasyonel veya gorev &zel: engeller, kablolar, sikintiliihazardous material, pollution, explosions, etc.
inis yerleri (hareketli platformlar/ kapali inig yerleri),|. Operational or mission specific: obstacles, cables,
disuk gorus sartlari (brown-out/ white-out)demanding landing sites (moving platforms/off airfield
sorunlu/sikintill masteriler (VIP), vb. sites), degraded visual cuing (brown-out and white-out),
demanding/ overbearing customers (VIPs), etc.

(02.02.02.02)- Hazard identification Sources

AMC1 ORO.GEN.200(a)(3)

Tehlikeler su soruyu sorarak farkli i¢ ve dis kaynaklardan|Hazards can be identified from different internal and
belirlenebilirler: Hangi eleman, izole edilmis mi, birlikte mi,||external sources by asking the following question: What
katkisi olabilir mi veya herhangi bir kaza veya olaya katkisi|lelements, in isolation or in combination, may have

olabilir mi? contributed or could contribute to an incident or
accident?
i¢ Kaynaklar: Internal sources:

e Emniyet degerlendirme sistemi ve operasyonlar e Safety assessment of systems and operations
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e Ucus Emniyet Raporlari o Air Safety Reports
e Gonulli raporlamalar, spontane tanimlamalar e \oluntary reports, spontaneous
o Ugus Veri izleme kayrtlari identification
e Emniyet gésterge egilimleri e Flight Data Monitoring
o Inceleme ve denetimler e Safety indicator tendencies

Dis Kaynaklar:

e Kaza ve olay raporlari

o Ureticinin teknik yayinlari (6rnegin Emniyet Biiltenleri);

e Emniyet Bilgi Bultenleri, emniyet ikazlari ve SHGM,
EASA, ICAO, Eurocontrol, FAA ve diger dlinya ¢apinda
otoritelerin yayinladigi emniyet yayinlari,

e SKYbrary ve Wikipedia gibi internet siteleri;

e Ulusal veya uluslar arasi dernekler ve EHEST ve IHST

gibi serbest girisimler, Helicopter Association

International (HAI), Royal Aeronautical Society (RAeS),

Flight Safety Foundation (FSF)'in yayinladigi emniyet

yayinlari,

Endustri tarafindan yayinlanmis givenlik yayinlari

arastirma kuruluslari ve akademi;

Profesyonel jurnaller, konferans bildirileri, emniyet

kampanyalari, helikopter emniyet gunleri;

Operatorler arasi kriterler, sektdr veya ureticiler,

diizeyinde toplanan veriler, vb.

Inspections and audits
External sources:

e Accident and incident reports;

e Technical publications from manufacturers (for
instance Safety Bulletins);

Safety Information Bulletins, safety alerts and other
safety publications from TR-DGCA, EASA, ICAOQO,
Eurocontrol, FAA and other authorities worldwide;

e Websites such as SKYbrary and Wikipedia;

e Safety publications by national or international
associations and safety initiatives such as EHEST
and IHST, the Helicopter Association International
(HAI), the Royal Aeronautical Society (RAeS), the
Flight Safety Foundation (FSF), etc.;

Safety publications by industry, research
organisations and academia;

Professional journals, conference proceedings,
safety campaigns, helicopter safety days;
Benchmarks between operators, data aggregated at
sector level or by the manufacturers, etc.

(02.02.02.03)- Hazard Consequences ldentification Sources

AMC1 ORO.GEN.200(a)(3)

Tehlikeler sonucglarindan ayirt edilirler. Ornegin bir
Cumulonimbus tesekklll, ¢evresinde (5NM den daha az)
ucan bir helikopter icin bir tehlike tegkil eder.

Bu tehlikenin sonuglari; hava aracinin tamamen kaybina
sebep olabilecek agir tirbulans, teknik hasara yol agabilecek
simsek, hava aracina veya pallere yapisal hasar verebilecek
dolu, motor stop etmesine sebep olabilecek agir yagmur,
helikopterin hacmini arttiracak, aerodinamik yapiyi bozacak,
pallerin dmrinu etkileyecek, swash-plate hareketini kisitlayan
buzlanma; vb.

Sonuglar; mekan, zaman, uzatma, doda vb. Tehlike bilgilerinin
olusturdugu temellere gore tanimlanabilir. Tehlike tanimi ayni
zamanda bitiin mimkin sonuglara sistematik bir bakis acisi
saglar.

Her tehlike igin, su soru sorulmalidir: Mimkin olan tehlike
sonuglari neler olur veya olabilir?

Belirli bir tipte ki hareket i¢in tanimlanmis olan tehlike sonucu
Uzerine, direk olarak veri kaynagindan ulasilabilmelidir
(6rnegin, rapor edilmis kazalar ve olaylar veya hazirdaki
analiz sonuglarindan)

Son donemde olay ve kazalarin olmamasi risk olmadigi
anlamina gelmez. Bu nedenle oncelikli tehlikeleri belirlemek
ve risk degerlendirmesini yapmak dnemlidir. Bunun bir etkili

Hazards are distinguished from hazard consequences.
For instance a cumulonimbus constitutes a hazard for a
helicopter flying in its vicinity (less than 5NM).

Consequences of this hazard can be: heavy turbulence
that could induce total loss of the aircraft; lightning that
could result in technical damage and/or injury; hail that
can damage the structure and the blades; heavy rain
that can result in an engine flame out; icing that
increases the helicopter mass, affects the aero-
dynamical profile, alters the rotor blades profile and may
block the cyclic swash-plate; etc.

Consequences can be described based on the hazard
information specifying the place, time, extent, nature, etc.
of the event as required. Hazard identification also
provides a systematic overview of all possible
consequences.

For each hazard, the following question should be
asked: What were or could have been the possible
hazard consequences?

Where information on the consequence of a hazard has
been identified for a specific type of activity it should be
available directly from data sources (e.g. from reported
accidents and occurrences or from results of analysis
already documented) such available information should
be considered.

It is also worth noting that the absence of past
incidents/accidents does not mean absence of risk.
It is important, therefore, to identify the underlying
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yolu da benzer niteliktekileri gruplayabilmek ve 6ncelikli
tehlikeleri belirlemektir.

Midmkidn olan sonuglarin belirlenmesinde asagidaki
maddelerin yardimi olur:

Diger risk degerlendirmeleri

Olay ve kaza raporlari

Denetleme ve uygunsuzluk raporlari

ic degerlendirmeler,

izleme sonuglari da dahil olmak lizere ucus veri izleme
bilgileri,

e Beyin firtinasi ¢calismalari,

e Tehdit degerlendirmesi

e Standart geklist (amacina uygun gerektigi sekilde revise
edilmis ve orjinal olmali)

hazards and to assess the risks. One effective way of
doing this is to group similar events to try and identify the
underlying hazards.

Aids to the identification of possible consequences
include the following:

Other risk assessments

Occurrence and accident reports
Audits/non-compliance reports

Internal reviews

Monitoring results including flight data monitoring
information;

e Brainstorming

e Threat assessments

e Standard checklists (origin should be identified if
used and the lists assessed and revised as
required to suit the purpose).

(02.02.02.04)- Hazard Identification Process

AMC1 ORO.GEN.200(a)(3)

Tehlikeler, tehlike tanimlama slreci uygulamasi olarak
tanimlanir.

Tehlike tanimlama sureci; tehlikeler konusunda veri toplama,
kayit etme, analiz, geri besleme Uretmek igin rol oynama ve
KAAN AIR in operasyonel aktivitelerine etki eden ilgili
risklerdir.

Tehlike tanimlama stireci birkag bilesenden olusur:

Hazards are identified through the application of a hazard
identification processes.

The hazard identification process is the formal means
of collecting, recording, analysing, acting on and
generating feedback about hazards and the
associated risks that affect the safety of KAAN AIR’s
operational activities.

The hazards identification process features several
components:
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Reaktif Yaklagim yasanmis kaza ve olaylarin incelenmesini
ve NEDEN olduklarini anlamayi igerir. Rapor edilmis kaza ve
olaylarin analizleri temel alinarak, asagidaki sorular
sorulmalidir :

e Hangi kaza veya olay oldu ve neden?

e Hangi sebeplerle veya bunlar mi oldu ? Hangi nedensel
faktorler ylzinden ?

e Hangi risk kontrol engelleri ¢cignendi ve hangi engeller
ise yaradi ?

Proaktif Yaklasim isletme faaliyetlerinin analiz edilerek
emniyet risklerinin etkin olarak tanimlanmasina ve
onlenmesine dayanir, ardindan bir kaza veya olaya sebebiyet
vermeden risk faktorlerini azaltmayi igerir. Bu yaklasim
asagidaki sorulari doguracaktir :

e Hangi kaza veya olay olabilirdi ve NEDEN ?

e Hangi sebeplerle bunlar olabilirdi ?

e Yeterince koruma altinda oldugumuzu hissediyor
muyuz? Yapacagimiz herhangi bir hareket, simdi bizi
bunlarin olmasindan korur mu ?

Reactive Approach consists of analysing accidents and
incidents that have occurred and trying to understand
why. Based on the analysis of reported accidents and
incidents, the following questions should be asked:

e What accidents or incidents did happen and why?

e For what reasons or did these occur? Because of
what causal factors?

e What barriers or risk controls failed and which
barriers worked?

Proactive Approach consists of analysing the conduct
of operations to identify potential hazards and assess the
associated risks and then to mitigate risks factors before
they result in an accident or incident. This approach
should trigger the following questions:

e What accidents or incidents could happen and
WHY?

e For what reasons could these occur?

e Do we feel enough protected? Any action we should
take now to prevent these from occurring?

Hazard identification also features a

Tehlike tanimlamasi ayni zamanda

Prediktif Yaklasim da ihtiva eder. Devam eden operasyonlar
sirasinda sistem performanisinin izlenerek, gelecege yonelik
potansiyel problemlerin éngériilmesine dayanir. Ornek veri
0ngorisi (gegmis 3 veya 5 yillik dénemde toplanmis verilere
dayanarak belirlenmis, gelecege yoénelik risk seviyeleri
tahmini) veya istatistiksel modelleme (daha kompleks sekilde)
yoluyla tahminlere dayali analiz icra etmeyi de igerir. Prediktif
Yaklasim; riskleri kanit (yarinin riskinin bugiinku ifadesi)
haline gelmeden tanimlama ve azaltmayi hedeflemektedir. Bu
yaklasim asagidaki sorulari soracaktir:

e Hangi kaza veya olaylar ileride olabilir ve neden ?

e Yeterince koruma altinda oldugumuzu hissediyor
muyuz? Yapacagimiz herhangi bir hareket, gelecegin
riskleri ve olaylarindan (yarinin riskinin buguinku ifadesi)
bizi korur mu?

Prediktif ve Proaktif yaklagsimlar; emniyet yonetimi igin
cok etkili yaklagimlardir, ancak tabii ki her ikisi de

Predictive Approach. It consists of conducting a
predictive analysis using for instance data extrapolation
(estimating for instance the future risk level based on the
data collected over the past 3 or 5 years) or statistical
modelling (a more complex way). A predictive approach
aims to identify and mitigate risks before they become
evident (addressing today the risks of tomorrow). This
approach poses the following question:

e What accidents or incidents could happen in the
future and why?

¢ Do we feel enough protected? Any action we should
take now to avoid such future risks and occurrences
(addressing today the risks of tomorrow)?

The predictive and proactive approaches are very
effective tools for the management of safety, they

saglam bir Reaktif yaklasim temeli lizerine insa
edilmelidir.

should build upon the basis of solid reactive
processes.
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(02.02.02.05)- Hazard, Risks and Risk Controls

AMC1 ORO.GEN.200(a)(3)

KAAN AIR EHEST tarafindan 6nerilen emniyet risk kontroli modelleme
yaklasimini kullanmaya tesvik edilmistir.

Bu yaklasimin amaci "istenmeyen olaylar" (UEs)'I tehlike ve risk, olay ve
kaza arasinda bir ara adim olarak varsaymaktir.

izolasyon veya kombine halde tehlikeler "istenmeyen olaylar" a énciiliik
eder.

istenmeyen olaylar sadece basarili bir kurtarma énleminin
uygulanmasiyla yada tamamen sans eseri olarak bir kaza senaryosunun
ivilestirildigi yerde Istenmeyen Isletme Durumu olarak adlandirilan kaza
senaryosunun gerginligini tetikleyici asamadir.

Risk kontrolli "istenmeyen olaylar" ve "istenmeyen igletme durumu” nu
korumaya yo6nelik koruyucu engel vazifesi gorir. Bir kaza igerisinde
sonuglanan "istenmeyen isletme durumu" koruyan kontroller dizeltici
bariyer olarak, olay veya kazalarin etkisini azaltan kontrollere azaltici
bariyer denir.

Bu yaklasim "emniyet topu" olarak sekil 3 de, veya "papyon" olarak sekil
4 de resmedilmistir.

KAAN AIR is encouraged to use the safety risk control modelling
approach recommended by the EHEST.

The purpose of this approach is to consider "Undesirable Events"
(UEs) as an intermediate step between hazards and risks, and
incidents and accidents.

Hazards can, in isolation or in combination, lead to UEs.

UEs trigger a stage in the escalation of an accident scenario,
called the Undesirable Operational State (UOS), where the
scenario has escalated to the point that the accident can only be
avoided through successful recovery measure(s) or by chance.
Risk Controls aimed at preventing UEs and UOS are prevention
barriers. Controls that prevent a UOS resulting in an accident are
identified as recovery barriers, while controls that mitigate the
effect of an incident or accident are called mitigation barriers.

This approach can be illustrated as the 'Safety Bowl' (figure 3) or
the '‘Bow Tie' (figure 4).

UE (Undesirable Events) are identified as points of

loss of control on the situation

UE = Any event which would result in an accident
if no efficient recovery action was taken

PREVENTION

4R\ .

Safety Model:
The accident is
considered as aloss
of control on the

situation

ACCIDENT

3 types of Risk Controls:
Prevention, Recovery, and

Mitigation

Sekil / Figure 3 — "Emniyet Topu™ Emniyet Risk Kontrol Modeli /
The ‘Safety Bowl’ Safety Risk Control Model (Source Dédale and Air France)

Emniyet Topu modeli 'kontrol kaybi' durumunda gdérilen
kazalara sezgisel bir érnektir. istenmeyen olaylar; olay veya
kazaya gidisi temsil ederken, Canak / kadeh operasyon
icerisinde guvenli 6rtuyu temsil eder. Bu model ayni zamanda
mekandaki risk kontrol yonetimini ve gerekli goéruldiginde
risk kontrolinu tanitma veya alistirma ihtiyacindaki dnemi
gOsterir.

Risk kontrol yaklagimi "Papyon" diyagraminda da gosterilir:

The Safety Bowl model is an intuitive illustration of
accidents seen as ‘loss of control’ of the situation. The
bowl represents the safe envelop within which operations
should be kept, while the position of the UEs represent
the departure into either accident or incident scenarios.
The model also illustrates the importance of monitoring
and managing the risk controls in place and the need to
introduce or adapt risk controls when necessary.

This risk control approach can also be represented in the
form of a '‘Bow Tie' diagram:
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Prevention barriers

*&‘#ﬁ

Hazard 1

Hazard 2

Hazard 3

Hazard 4 p“fér;oﬂ

Q=+ 3m<MD=T0

Hazard 5

Undesnra bl e

Undesirable

Event

Recovery barriers

/l/l_, Accident 1
Accident 2

t&
&) - &

[3e-roa—~-x |

Sekil / Figure 4 — "Papyon" Emniyet Risk Kontrol Modeli /
The ‘Bow-Tie’ Safety Risk Control Model

(02.02.02.06)- Hazard Recording

AMC1 ORO.GEN.200(a)(3)

Emniyet Muduri tehlikeleri kayit etmelidir.

Ayrica bkz: sonuglar ve belgeleme bélimu Tehlike Kayitlari
alt kismi, Risk degerlendirmesi ve Risk denetimleri

The Safety Manager shall maintain a register (or log) of
hazards.

See also the Section Conclusions and Documentation,
sub-Section Register of Hazards, Risk Assessments, and

Risk Controls.

(02.02.02.07)- Identification of Undesirable Events and of their Consequences

AMC1 ORO.GEN.200(a)(3)

operasyonunda uyarlanip guncellenebilir.

istenmeyen Olaylar Kayitlarinda, EHEST SMS araglari ile||A sample list is provided in the Register of Undesirable
desteklenmis 6rnek bir liste sunulmustur. Bu liste SMS in||[Events supplied with the EHEST SMS Toolkit. It can be
baslatiimasi i¢in kullanilabilir ve sonrasinda SMS|used to get the SMS started and then adapted and

updated through the operation of the SMS.

(02.02.02.08)- Mapping Hazards to Undesirable Events

AMC1 ORO.GEN.200(a)(3)

Ornek bir liste EHEST SMS araclari ile desteklenmis
Tehlike ve istenmeyen Olaylar Kayitlarinda saglanmigtir. Bu
liste SMS in baslatilmasi igin kullanilabilir ve sonrasinda
SMS operasyonunda uyarlanip guincellenebilir

A sample list is provided in the Register of Hazards and
Undesirable Events supplied with this EHEST SMS
Toolkit. It can be used to get the SMS started and then
adapted and updated through the operation of the SMS.

02.02.03-Risk Assessment, Description and Evaluation

AMC1 ORO.GEN.200(a)(3)

Risk iki boyutu birlestirir: Tehlike sonuglari olasihgi ve
bunlarin siddeti. Her iki boyut da degderlendiriimelidir.

Risk combines two dimensions: likelihood of hazard
consequences and their severity. Both dimensions have
to be assessed.
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(02.02.03.01)- Analysis of Likelihood

AMC1 ORO.GEN.200(a)(3)

Olasilik degerlendirmesi asagida bulunan iki yonlu slrece
baghdir.

e tehlike sonuglari muhtemel nedenleri, katkida bulunan
faktorleri ve mevcut engelleri saptamak igin analiz edilir.

e Nedenler, katkida bulunan faktorler ve engeller bundan
baska bir olayin olasihidini belirtmek icin analiz edilir.

Sonucun nedensel analizinde, insan ve organizasyon
faktorleri mimkin katkida bulunan etkiler olarak kabul edilir.
Normalde direkt neden (emniyetsiz hareketler), isyeri
faktorleri ve organizasyon faktorleri (cansikici hata veya gizli
sartlar) olarak kabul ederiz.

Olaylar zincirine etki ettigi dusunulen ve belgelenen olasilik
disurlcu faktorler ve engellerin olma etkisi, sunlari dikkate
alir:

Sertifika ihtiyaglari;

Bakim prosedirleri;

Normal ve anormal usullerin olusu;
Teknik yontemler/araglar

Egitim

Diger insani ve organizasyonel faktorler.

Ornek olmasi igin "Papyon" diagram ile desteklenmis
nedensel analiz, ilgili olasilik degerleri kurmak icin gerekli
ayrinti duzeyini saglamak igin gergeklestirilir.

Alternatif olarak, degerler, temelinde uzman yargi tahmini
veya temelinde gbzlenen veya basvuru frekanslari saglanan
sektor, islem tlrl, makinelerin tarleri, vb icin tahmin edilebilir.

Olasilik terminolojideki '¢ok diisiik, dustik, orta, yiiksek
ve ¢ok yiiksek' gibi terimleri kullanarak ifade edilebilir.

Asagida bulunan tablo bir sirketin olasiligi tanimlamak igin
kullanabilecegi bir 6rnektir:

Assessment of likelihood is based on the following two
way process:

e hazard consequences are analysed to establish
possible causes, contributing factors and existing
barriers

e causes, contributing factors and barriers are then
further analysed to determine likelihood of an
occurrence.

In the causal analysis of consequence, human and
organisational factors are considered for their possible
contributing effects. We normally consider direct causes
(‘'unsafe acts’), workplace factors and organisational
factors (‘error provoking or latent conditions’).

The effects of existing likelihood-reducing factors and
barriers (See the Section Safety Model) that influence the
chain of events are considered and documented, taking
into account the following:

certification requirements;

maintenance procedures;

existing normal and abnormal procedures;
technical measures/equipment;

training;

other human and organisational factors.

Causal analysis, supported for instance by '‘Bow Tie' type
diagrams is performed to the level of detail necessary to
establish relevant likelihood values.

Alternatively, values can be estimated on the basis of
expert judgement, or on the basis of observed or
reference frequencies provided for the sector, type of
operations, type of machine(s), etc.

Likelihood may be expressed using terminology such as
‘very low, low, medium, high and very high’.

The following table is an example of what a Company

may use for determining likelihood:
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metodlari 6rnekleri agagida oldugu gibidir:

Risk degerlendirmesi ilerledikce, yinelemeli bir islem yeni
faktorler ve engelleri belirlemek igin yardimci olabilir. Bunlar,
daha sonra analize dahil edilebilir

Hata agaci analizi,

FMECA (Ariza Modu, Etkileri ve Kritik Analizler),
Etki diyagramlari,

Papyon Diyagrami,

Beyin firtinasi galismalari.

for causal and likelihood analysis:

fault tree analysis;

influence diagrams;
bow-tie diagrams;
brainstorming.

then be included in the analysis.

KAAN AIR
RISK iHTiMA ANLAMI DEGERI
RISK MEANING ALUE
LIKELIHOOD
Cok sik olma ihtimali. KAAN AIR da olmustur (Sikligi > bir yilda 3 defa — bildirilen*). 5
SIK / .
Havacilik tarihinde sik sik olmustur.
Likely to occur many times. Has already occurred in KAAN AIR (Freq. > 3 times per year —
FREQUENT o . . o
indicative®). Has occurred frequently in the history of the aviation industry.
Ara sira olma ihtimali. KAAN AIR da olmustur (Sikligi < bir yilda 3 defa — bildirilen*). 4
ARA SIRA / _
Havacilik tarihinde sik olmamistir.
Likely to occur sometimes. Has already occurred in KAAN AIR (Freq. < 3 times per year —
OCCASIONAL |~ .~ ", : : ; SR
indicative*). Has occurred infrequently in the history of the aviation industry.
UZAK IHTIMAL Olmayacak gibi, ama belki olabilir. KAAN AIR da en az bir kez olmustur veya Havacilik 3
/ tarihinde nadiren olustur.
Unlikely to occur, but possible. Has already occurred in KAAN AIR at least once or. Has
REMOTE seldom occurred in the history of the aviation industry.
OLASI DEGIL / Olmayacak gibi. KAAN AIR da oldugu bilinmemektedir fakat Havacilik tarihinde en az bir 2
kez olmustur.
IMPROBABLE Very unllkely to occur. Not knowq tg ha.ve occurred in KAAN AIR but has already occurred
at least once in the history of the aviation industry.
PEK Olacagi neredeyse diisiiniilmez. Havacilik tarihinde hig olmamistir. 1
MUHTEMEL
DEGIL / Almost inconceivable that the event will occur. It has never occurred in the history of the
EXTREMELY |javiation industry.
IMPROBABLE
KAAN AIR in yapabilecegdi nedensel ve olasilik analiz|Below are examples of methods that KAAN AIR may use

FMECA (Failure Mode, Effects and Critical Analysis);

As the risk assessment progresses, an iterative process
may help to identify new factors and barriers. These can
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(02.02.03.02)- Analysis of Severity

AMC1 ORO.GEN.200(a)(3)

Tam tehlike sonuglarinin siddet analizi yapilir. Analizler
dogal ve cevresel etkiler gibi, kisa donem ve uzun dénem
sonuglari ele alir.

Sonuglar yasam/saglik kayip veya hasari, ¢evre, maddi
degerler/varliklar, islevleri ve itibar gibi gruplandiriimigtir.

ilgili hesaplamalar (nicel) uygulanabilidigi zamanlar
haricinde, siddet/6nem derecesi belirlenmesi normalde
aclklayici (nitel/sirall sartlar) dogaldir.Nitel analiz;
tehlikeden baslayarak onun muhtemel sonuglarina kadar
siren bir olaylar zincirini tariff etmektedir. Nicel analiz ise
sebep olunan hasarin boyutunu hesaplamak igin kullanilr.

Yogunluk/siddet ‘¢ok kiigiik, kiigiik, orta, biiyiik ve gok
bliyuk’ gibi terminolojik terimler kullanilarak ifade edilebilir.
TUm terimlerin anlami daha sonra kelimelerle ve/veya
sayllarla/ menzillerle ile ifade edilir.

Asagidaki tablo, KAAN AIR in ciddiyet derecesi belirlerken
kullanabilecegdi drnek bir tablodur:

The severity of all hazard consequences is analysed. The
analysis considers both short-term and long-term
consequences, such as effects on the natural and work
environment.

Consequences are grouped such as loss or damage of
life/health, environment, material values/assets, functions
and reputation.

The determination of severity is normally of a descriptive
(qualitative/ordinal terms) nature, except when relevant
calculations (quantitative) can or should be applied. A
qualitative analysis describes the chains of events that
could follow from the hazard and its possible
consequences. Quantitative analysis is used to calculate
the extent of damage that could be caused.

Severity can be expressed using terminology like ‘very
small, small, medium, large and very large’. The
meaning of each term is then expressed in words and/or
numbers / ranges.

Below is an example table that KAAN AIR may uses for

determining severity:
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KAAN AIR
OLAYIN : VIEANIN
CIDDIYET MALZEME DEGERLERI & |0 o 1\ 1 o a5 125530
DERECESI PERSONEL ORTAM VARLIKLAR INTIBA 1
ELAASSARATelS PERSONNEL ENVIRONMENT MATERIAL VALUES & REPUTATION ALUE
OCCURRENCE ASSETS
Ag'.r etkiler (kirlilik, Felaket boyutunda finansal||Uluslararasi
FELAKET Cok sayida élim |[2riat, vb.) kayip; Hasar > 1 M € Etki
BOYUTUNDA / Multi Igfatalities Massive effects Caytg,stro hic financial loss|/International °
CATASTROPHIC P (pollution, destruction, P \
etc.) Damage > 1 M€ impact
Siddetli finansal kayip, uzun
T Sresene e s e bt |
HAZARDOUS Fatality Effects difficult to repair . 9
term effects; impact
Damage <1 M€
Kayda deger local|Onemlifinansal kayip; « .
ONEMLI / Ciddi yaralanma |etkiler Hasar < 250 B € 82:?;‘(';;;‘;;'6 2
MAJOR Serious injuries Noteworthy local|Substantial financial Ioss;im act
effects Damage < 250 K € P
Hafif etkili finansal kayip;
ONEMSIZ / Hafif yaralanma  ||Hafif darbe Hasar <50 B € Sinirli etki 2
MINOR Light injuries Little impact Financial loss with little impact;||Limited impact
Damage <50 K€
Yizeysel yara Finansal kayip g6z ardi Cok az etkili
G 0O Z A RDIljveya yaralanma||Géz ardi edilebilir veyalledilebilir; Hasar < 10 B € veva etkisiz
EDILEBILIR / yok etkisiz Financial loss with negligible Liy ht or nol 1
NEGLIGIBLE Superficial or no||Negligible or no effects |impact; -9
S impact
injuries Damage < 10 K€

Her sonucun ciddiyet analizinde insan ve organizasyonel
faktorler, olasi katkida bulunan etkileri sebebiyle temel faktor
sayllirlar.

Varolan kurtarici/duzeltici kontrollerin etkisi ve sonucu
etkileyen engellerin kendisi veya sonug zinciri uygulanabilir
kabul edilir:

e Sertifika gereksinimleri (6r: yangin korumasi);

e Anormal ve emercensi prosedurler;

o Ikincil giivenlik énlemleri (darbeye dayaniklilik, kisisel
koruma ekipmanlari vb.);

Teknik 6nlemler/ekipman;

Egitim;

insan ve organizasyon faktérleri;

Acil durum hazirhgi.

Risk degerlendirme sureci olarak, tekrarlayan slreg¢ yeni
faktor ve engeller tanimlamaya yardim edebilir. Bunlar daha
sonra prosedire eklenerek analize dahil olurlar.

Risk seviyeleri operasyon dogasina (makine, ekipman,
prosedir ve dékiumanlar, ugus cevresi, personel
siniflandirmasi, gérev siresi vb.) bagl olarak zamanla
degisim gosterebilir. Risk degerlendirmesi ve risk tanimi gibi
kapsamli ve glincel veri, etkili ve iyi bir risk degerlendirme
gerceklestirme gorevinde yardimci olur.

Ozellikle bir degisiklik meydana geldiginde, Risk tekrar
degerlendirilebilir olmadir. Bakiniz Bélim 03.03 ‘Degisim
Yonetimi'.

In the analysis of severity of each consequence,
human and organisational factors are primarily
considered for their possible contributing effects.

The effects of existing recovery controls and barriers that
influence the consequence itself or the consequence
chain should be considered, as applicable:

o certification requirements (e.g. fire protection);

e existing abnormal and emergency procedures;

e secondary safety measures (e.g. crashworthiness,
personal protective equipment);

technical measures/equipment;

training;

human and organisational factors;

emergency preparedness.

As the risk assessment progresses it is possible that an
iterative process may help to identify new factors and
barriers. These are then added to the procedure and
included in the analysis.

Risk levels may vary over time depending on the nature
of the operation(s) (machines and equipment,
procedures and documentation, flight environment,
personnel qualification, duration of the tasks, etc.).
Comprehensive and up-to-date data such as risk
assessments and risk descriptions helps in the task of
performing good and effective risk assessments.

Risk must be re-assessed, in particular when a change
is introduced. See the Section ‘The Management of
Change’ in Chapter 03.03 of this SMM.
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(02.02.03.03)- Risk Description

AMC1 ORO.GEN.200(a)(3)

Risk tanimlamasi; risk degerlendirme ve risk azaltmanin
temelinini olusturur. Olasilik ve ciddiyet analizinin
sonuclarina dayanarak, Risk; olay olasiligi ve ilgili
ciddiyetinin kombinasyonu olarak tanimlanir.

Analiz metoduna ve risk kabul kriterlerine bagli olarak,
tanim nitel veya nicel olabilir. Detay seviyesi, olasilik ve
ciddiyet analizindeki detay seviyesine baglidir.

Risk tanimlamasi igin kullanilabilinen bir metod da, risk
olasiligi ve risk ciddiyetini baglayan bir risk matrisidir.
Bakiniz sonraki bolim.

Eger bir tehlikenin birden fazla sonuglari var ise; 0 zaman
risk, herbir sonucun olasilik ve ciddiyetinin kombinasyonu
olarak ifade edilir.

Risk tanimlamasindaki belirsizlikler tespit edilerek
belgelenmelidir. Eger analiz, degerlendirmeyi etkileyen kritik
varsayimlara veya diger sartlara dayaniyorsa; bunlar tespit
edilerek belgelenmelidir. (Gerek goéruldugu taktirde
hassasiyet analiz formunda)

RISK TANIMLAMA VE ISTENMEYEN OLAYLAR
DUZEYINDE ANALIZI

KAAN AIR temel olarak EHEST yaklagimini kullanacaktir:
tehlikeler olay ve kazalarin olustugu istenmeyen olaylara
yol agabilir. Tehlikeler birkag istenmeyen olaya katkida
bulunabilir ve genellikle herbiri ilgili risk seviyesi sahip,
birkag tehlike ile ilgilidir. Istenmeyen olay ile iliskili olsa da
risk seviyesi, riske katkida bulunan tehlike ile ilgili risk
seviyelerinin ortalamasi degildir. Bu, neden istenmeyen
olaylarin ayri risk derecelendirmesine de isaret ettigini
gOstermektedir. Bakiniz Ek-7.

Risk derecelendirmesi yapilmis istenmeyen olay, sonradan
Emniyet Vakalari igin bir girdi tegkil eder. Bkz. Ek-7.

The risk description forms the basis for risk evaluation and
mitigation. Based on the results of the likelihood and
severity analysis, the risk is described as a combination of
the likelihood of occurrence and the associated severity.

Depending on the analysis method and the risk acceptance
criteria, the description is either qualitative and/or
quantitative. The level of detail depends on the level of
detail in the likelihood and severity analysis.

One method that can be used for risk description is a risk
matrix combining risk likelihood and risk severity. See the
next Section.

If a hazard has more than one consequence, the risk may
be expressed as a combination of the likelihood and
severity for each of the consequences.

Uncertainties in the risk description are to be identified and
documented. If the analysis is based on critical
assumptions or other conditions that could affect the
assessment, these are to be identified and documented (if
necessary in the form of a sensitivity analysis).

Risk Description and Analysis at Undesirable Events level
KAAN AIR will primarily use the EHEST approach: hazards
can lead to Undesirable Events (UEs), which can
deteriorate into incidents and accidents. Hazards can
contribute to several UEs and are generally related to
several Hazards (many-to-many mapping), which all have
an associated risk level. The level of risk associated to an
UE is, however, not the average of the risk levels
associated to the hazards that contribute to the risk. This is
why UE’s are also subject to a separate risk rating. See
Appendix-7

Risk rated UEs are then used as an input to Safety Cases.
See Appendix-7.
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(02.02.03.04)- Risk Evaluation

AMC1 ORO.GEN.200(a)(3)

Risk analizinin sonucu kabul edilebilir risk kriteri ile
karsilastirilir.

Bu karsilastirma karar verme icin kullanilan bir formatta
belgelendirilir.

Analiz sonuglarini ve kabul kriterlerini birbirine baglayan,
Risk Tolerans Matrisi bunun igin bir yontemdir.

Ornek bir Risk Tolerabilite Matrisi asagida verilmistir :

The result of the risk analysis is compared to the criteria for
acceptable risk.

This comparison is documented using a format that can be
used by decision makers.

One method that can be used is a Risk Tolerability Matrix
combining the analysis results and the risk acceptance
criteria.

An example of Risk Tolerability Matrix is provided hereafter:

RiSKIN SIKLIGI / RISK SEVERITY
RISK iHTIMALI / FELAKET BOYUTUNDA | TEHLIKELi/ | ONEMLi/ | ONEMSIiZ/ ||GOZ ARDI EDILEBILIR
RISK LIKELIHOOD / HAZARDOUS| MAJOR MINOR /
CATASTROPHIC NEGLIGIBLE
(5) (4) (3) (2) (1)
SIK/ 15| 10
FREQUENT (5) 25 20 Gozden 5
ledilemez] Gegirme
Review
ARA SIRA / 4]
OCCASIONAL (4) 16 12 8 Kabul Edilebili
UZAK IHTIMAL /
REMOTE (3) 12 2 8 3
OLASI DEGIL / -
IMPROBABLE (2) 19 B g = 2
PEK MUHTEMEL
DEGIL/ -
EXTREMELY 3 = 3 2 1
IMPROBABLE (1)

Kirmizi degerler, kabul edilemez risk seviyelerini, sari

degerler tolere edilebilir risk seviyelerini ve yesil degerler

kabul edilebilir risk seviyelerini gosterir.

Her bir risk, seviyesi belirlenmesi gerekli guivenlik riskinin
toleransina gore karar vermeye yetkili otorite olan yonetimin
belirli eylem ve seviyesini kargilamaktadir.

Kabul Edilemez Risk Seviyesi: Matrisdeki kirmizi alan:
operasyona devam etmenin gok riskli oldugunu gdsterir.

Gereken Eylem: Operasyonu yasaklar/askiya alir.
Operasyon, risk seviyesi sadece tolere edilebilir veya kabul
edilebilir seviyeye dondugu zaman devam edebilir.

Risk toleransi ile ilgili karar verme yetkisine sahip yonetim
dlzeyleri:

e Risk degerlendirme dogrulamasi igin: Risk seviyesinin
belirlenmesi ve toleranslari igin yapilan varsayimlarin
dogrulanmasi Emniyet Madura tarafindan yapilir.

e Provizyon iglemleri igin: bu risk seviyesinde provizyon
icin otorite yetkisine sahip yonetim seviyesi: gegerli
degildir: operasyonlar yetkisizdir.

The red-coloured values indicate unacceptable risk levels,
the yellow-coded values are tolerable risk levels and the
green-coded values establish acceptable risk levels.

Each risk level calls for a particular action and the levels
of management who have the authority to make decisions
regarding the tolerability of safety risks need to be
specified.

Unacceptable Risk Level: the red zone in the matrix: risk
is too high to continue operating.

Action required: Prohibit/suspend the operation. Operation
may be resumed only when risk level is returned to
tolerable or acceptable.

Management levels who have the authority to make
decisions regarding risk tolerability:

e For the risk evaluation validation: The assumptions
made for the determination of the risk level and its
tolerability are to be validated by the Safety Manager.

e For the authorisation of operations: Management
level which has the authority to authorise operations
at this level of risk: not applicable: operations cannot
be authorised.
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Tolere edilebilir Risk Seviyesi: Matrisdeki sari alan:
Uygun azaltici 6nlemler alinarak, operasyon igin risk
seviyesi tolere edilebilir.

Gereken Eylem: Uygun diizeltici dnlemleri tanit.

Risk toleransi ile ilgili karar verme yetkisine sahip yonetim
dlzeyleri:

e Risk degerlendirme dogrulamasi icin: Risk seviyesinin
belirlenmesi ve toleranslari igin yapilan varsayimlarin
dogrulanmasi Emniyet Madura tarafindan yapilr.

e Provizyon Islemleri i¢in: Bu seviyede yetkili olan
yonetim: Sorumlu muddr.

Kabul edilebilir Risk Seviyesi: Matrisdeki yesil alan:
Operasyon igin risk kabul edilebilir ve tolere edilebilir.
Gereken Eylem: Gozlemle. Riskin yeterli derecede kontrol
edildigi ve herhangi bir risk iyilestirici nleme gerek yok.
ALARP konseptine uygun olmasina kargin, uygulanabildigi
ve makul oldugu taktirde risk seviyesi dusuricu onlemler
alinabilir. Buna ek olarak, degerlendirme yapmak igin
kullanilan herhangi bir varsayimin gegerli oldugundan
gOzlemleyerek emin olunuz.

Risk toleransi ile ilgili karar verme yetkisine sahip yonetim
dizeyleri:

e Risk degerlendirme dogrulamasi icin: Risk seviyesinin
belirlenmesi ve tolernslari i¢in yapilan varsayimlarin
dogrulanmasi Emniyet Middira tarafindan yapilir.

e Provizyon islemleri: Bu seviyede operasyonlarda yetkili
yonetim: uygulanmaz. Ozel bir yetkiye ihtiyag duyulmaz.
Bu seviye yetki islemleri standart operasyon kontrol
islemleri gibi degerlendirilir.

Tolerable Risk Level: the yellow zone in the matrix: the
risk level can be tolerated for the operation, providing that
appropriate mitigation measures are in place.

Action required: Introduce appropriate mitigation
measures.

Management levels who have the authority to make
decisions regarding risk tolerability:

e For the risk evaluation validation: The assumptions
made for the determination of the risk level and its
tolerability are to be validated by the Safety Manager.

e For the authorisation of operations: Management
who have the authority to authorise operations at this
level of risk: the Accountable Manager.

Acceptable Risk Level: the green zone in the matrix
below: risk is tolerable and can be accepted for the
operation.

Action required: Monitor. Risk is considered sufficiently
controlled and no additional risk mitigation measures are
required. However, in line with the ALARP concept,
actions may still be taken to further reduce the risk level if
feasible and reasonable. Additionally, any assumptions
used to make an assessment must be monitored to ensure
they remain valid.

Management levels who have the authority to make
decisions regarding risk tolerability:

e For the risk evaluation validation: The assumptions
made for the determination of the risk level and its
tolerability are to be validated by the Safety Manager.
For the authorisation of operations: Levels of
management who have the authority to authorise
operations at this level of risk: not applicable: no
special authorisation is required: the authorisation of
activities featuring ‘acceptable risks’ fall within the
regular operational control for operations.

(02.02.03.05)- Monitoring, Review and Improvement

AMC1 ORO.GEN.200(a)(3)

Risk degerlendirme streci asagidaki amaglar igin izlenir:

e Olaylardan, degisikliklerden ve trendlerden 6grenme ve
analiz etme;

Riskin kendi degisiklikleri de dahil olmak Uzere, i¢ ve
dis sartlarda meydana gelen degisiklikleri tespit etmek;
e Risk azaltici 6nlemlerin etkili kalmasini saglamak; ve

e Gelismekte olan risklerin belirlenmesi.

izleme ve gbzden gegirme; risk seviyesini sirekli azaltma
cabasi amaci ile periyodik inceleme, kontrol ve denetimler,
risk degerlendirmeleri ve risk yonetim sureci olarak
yapilabilir

The risk assessment process is monitored for the purpose
of:

analysing and learning from events, changes and
trends;

detecting changes in the internal and external
context including changes to the risk itself;

ensuring that the risk mitigation measures remain
effective; and

o identifying emerging risks.

Monitoring and review can be performed through periodic
reviews, inspections and audits, risk assessments and the
risk management process itself, with the aim to strive for a
continuous reduction in the risk level.

02.02.04-Risk Control
AMC1 ORO.GEN.200(a)(3)
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(02.02.04.01)- Identification of Risk Control (Mitigation) Measures

AMC1 ORO.GEN.200(a)(3)

Risk degerlendirme, risk azaltici 6nlemler ve bu énlemlerin
etkinligini degerlendirmek icin karar vermeyi dizenler.

Risk azaltici 6nlemler, uygulanabilir ve makul diger risk
duasuricu 6nlemlerin oldugu kabul edilemez ve tolere
edilebilir risklerle iligkili sonuglari tanimlar.

Muhtemel azaltma islemlerinin tanimi 6zellikle herhangi bir
belirsiz tespit ve yapilan kritik varsayimlar dikkate alinarak
risk tanimi ve degerlendirmesine baghdir.

Tehlikenin sonucunu eleyebilecek olan kontroller ile olasi
azaltici 6nlemler ve 6nem derecesine gore azaltici
dnlemler tanimlanmistir. Onlemler insan faktori (egitim ve
yetkinlik), ekipman ve organizasyonal faktorleri (prosediir)
ele almalidir.

KAAN AIR da, personel 6zellikle kendi kisisel ekipmanlarini
(gbzllkler, kasklar ve diger ugus malzemeleri) kabul ve
kullanimiyla ilgilendigi yerde risk kontrol 6nlemleri tanimina
katkida bulunur.

The risk evaluation forms the basis for deciding on risk
control (mitigating) measures and in assessing the
effectiveness of these measures.

Risk control measures identify the consequences
associated with both an unacceptable risk and tolerable
risk and where further risk reduction measures are feasible
and reasonable.

Identification of possible mitigation is based on the risk
description and evaluation, considering in particular any
uncertainties identified and critical assumptions made.

Controls that may eliminate the consequence of a hazard,
likelihood-reducing measures and severity-reducing
measures are identified. The measures should address the
human factors (e.g. training and competence), equipment
or organisational factors (e.g. procedures).

In KAAN AIR, the personnel contribute to the definition of
risk control measures in particular where they concern
personal equipment (goggles, helmets and other flight
equipment), by their acceptance and use.

(02.02.04.02)- Risk Control Priorities

AMC1 ORO.GEN.200(a)(3)

Risk kontrol tedbirleri agagidaki dnceliklere gore uygulanir:

1. Tehlike sonuglarini ortadan kaldir;
2. Olay olma olasilhigini azalt;
3. Ciddiyetini azalt

Risk control measures are implemented based on the
following priorities:

1. eliminate the consequences of the hazard;

2. reduce the likelihood of occurrence;

3. reduce the severity.

(02.02.04.03)- Risk Control Types

AMC1 ORO.GEN.200(a)(3)

Risk kontrol drnekleri asagida oldugu gibidir:

duvari);

sistemi)

e Pasif teknik kontrol (sistem yedekleme, glvenlik

e Aktif teknik kontroller (otomatik yangin séndirme

Examples of risk controls include:

e passive technical controls (e.g. system redundancy,
firewall);

e active technical controls (e.g. automatic fire
extinguishing system).

(02.02.04.04)- Risk Control Effect Assessment

AMC1 ORO.GEN.200(a)(3)

Kontrollerin risk azaltici etkisi sunlar ile degerlendirilir:

o Iislevsellik: Onlem, eylemi gergeklestirmek kabiliyetine
etki eder mi?

e Saglamlik: Onlem degisen sartlarda ve zaman iginde
efektif kaliyor mu?

e Yeni risklerin ortaya ¢gikmasi gibi diger muhtemel
etkiler.

The risk mitigating effect of the controls are assessed with
respect to:

e functionality: Does the measure influence the ability to
perform the activity?

e robustness: Will the measure be effective under
varying conditions and over time?

e possible other effects such as introduction of new
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Risk kontrol énlemlerini tanimlarken, 6nlem uygulamasinda
ortaya ¢ikan herhangi yeni bir risk (ikame riskler) de
tanimlanmalidir.

Risk, asagidaki tabloda oldugu sekilde dnerilen risk kontrol
etkisi de dusUnulerek tekrar degerlendirilir.

risks.

When identifying risk control measures, any new risks that
may arise from the implementation of such measures
(‘substitution risks’) should be identified.

Risk is re-assessed considering the effects of the
proposed risk control effects, as illustrated in the table
below:

Risk Sonug Seviyesi

Degerlendirilmis Risk Baslangi¢ Risk Seviyesi Risk Kontrol
Risks Assessed Initial Risk Level Risk Control Resulting Risk Level
Risk 1
Risk 2
Risk 3

degistirilir.

Onlemler ilk basta risk seviyesini kabul edilebilir veya tolere|[The measures are not necessarily sufficient to bring the
edilebilir seviyeye geri getirmek igin gerekli yeterlilik degildir:||risk level back to an acceptable or tolerable level in a first
Eger risk kabul kleransi baska bir risk azalticiya gereksinim|round: if the risk acceptance criteria require further risk
duyuyorsa, mukayese (tekrar slreci), iyilestirme surecinifreduction, the comparison (iterative process) describes the
aciklar. Boylece risk en makul seviyeye (ALARP) indirilene|joptimisation process. So new risk controls are added, or
kadar, yeni risk kontrol eklenir veya mevcut risk kontrolleri|existing risk controls are modified, until the risk is as low

as reasonably practicable (ALARP).

l

Assess therisk

Isthe risk
ALARP?

Yes

END

Add or modify
riskcontrols

Sekil / Figure 5 — Tekrarlayan Risk Azaltma Siireci / Iterative Risk Reduction Process

ALARP konsepti, teknik uygunlik, bagska emniyet risk
azaltici ve maliyeti birlestirir; emniyet riskinin ALARP olarak
gosterilmesi, baska bir risk azaltici 6nlem hem
uygulanamaz, hem de maliyetleri agiyor anlamina gelir.

The ALARP concept combines the technical feasibility of
further reducing the safety risk and the cost; demonstrating
that the safety risk is ALARP means that any further risk
reduction is either impracticable or grossly outweighed by
the cost.

(02.02.04.05)- Cost Benefit Analysis

AMC1 ORO.GEN.200(a)(3)

Kaydedilmis azaltici 6nlemler, en uygun tedbirleri
belirlemeye yardimci olan maliyet fayda analizine tabidir.
Uygun olarak kabul edilen azaltici 6nlem istenen guvenlik
faydalarini elde edebilmeli ve ekonomik olarak kabul
edilebilir olmahdir.

Ornek bir Maliyet Fayda Matrisi asagida verilmigtir:

The contemplated mitigation measures should be
subjected to a Cost Benefit Analysis, which helps
determine the most appropriate measures. The mitigation
considered appropriate should achieve the safety benefits
desired and should be economically acceptable.

An example of Cost Benefit Matrix is provided below:

FAYDA /| BENEFITS
Yiiksek Orta Diisuk
MALIYET High Average Low
/ Diisiik / Low 1 2 3
COSTS Orta / Average 2 3 [
Yiiksek / High 3 ] 5
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Basit Maliyet Fa
A Simple Costs Benefits Analy

yda Analiz Matrisi /
sis Matrix (Source: D. Huntzinger)

Uygulanan azaltici dnlemlerin maliyeti agisindan kabul
edilebilirlik kriterleri ve beklenen faydalar, bunlar Sorumlu
Mudur tarafindan onaylanir.

Acceptance criteria with regards to the costs of
implementing mitigation measures and the expected
benefits, these are to be endorsed by the Accountable
Manager.

02.02.05-Conclusion and Documentation

AMC1 ORO.GEN.200(a)(3)

Herhangi bir risk dederlendirmesi, karar vericilerin uygun
azaltici denetim karari alabilmeleri icin belgelenmeli ve net,
kesin ve gucli sonuglar igermelidir (bkz. Risk Kontrol
Tedbirlerinin Uygulanmasi bolim).

Belgeler diger belgeler igin referanslari (uygulanabildiginde)
ihtiva etmektedir ve baska isler icin herhangi bir ihtiyaci
isaret eder.

Any risk assessment should be documented and contain
unambiguous, precise and robust conclusions to enable
decision makers to arrive at appropriate control reduction
decisions (see the Section Implementation of Risk Control
Measures).

Documentation includes references to other documents
(when applicable) and points out any need for further work.

(02.02.05.01)- Scope

AMC1 ORO.GEN.200(a)(3)

Risk degerlendirme belgeleri ihtiyag duyuldugunda
asagidaki tanimlamalar icerir ve referans alir:

e Risk degerlendirmenin amaci;
e Analiz edilen ig/gérev;

operatorlerin katilimi;

Etkinlik/gorev igin igerik/cergeve;

Etkinlik/gorev den etkilenen kisinin degerlendirmesi ve
nasil oldugu;

Kullanilan veri;

Analiz yontemleri;

Tehlike(ler);

Katkida bulunan faktorler ve sonuglari;

Degerlendirme igin yapilan belirsizlikler ve varsayimlar;
Olasilik ve ciddiyeti;

Risk azaltici tedbirler;

Risk degerlendirme;

Sonuglar.

e Etkilesimde bulundugumuz personel ve diger

The risk assessment documentation includes or
references, as required, descriptions of the following:

e the purpose of the risk assessment;

o the activity/issue analysed;

involvement of personnel and other operators with
whom we interact;

context/framework for the activity/issue;

the assessment of who is affected by the
activity/issue and how;

data used;

the analysis method;

the hazard(s);

the contributing factors and consequences
uncertainties and assumptions made for the
assessment;

the likelihood and severity;

the risk mitigation measures;

the risk evaluation;

the conclusions.

(02.02.05.02)- Register of Hazards, Risk Assessments

AMC1 ORO.GEN.200(a)(3)

and Risk Controls

Emniyet Midira tehlikelerin, ilgili risk degerlendirmelerinin
ve azaltici etkenlerin kaydini tutmalidir. Bu risk kayitlari
aktivite bagina disen tehlike miktarlarini ve gegmis ile su
anda nasil ele alindiklarini gosterir.

Gelecekdeki herhangi bir risk degerlendirmesi, zaten
mevcut olan bilgilerin Gzerine gegilebilir.

Bu bilgi riskin dogasina bagh olarak, KAAN AIR de

The Safety Manager shall maintain a register (or log) of
hazards, and of the corresponding risk assessments and
mitigations. This risk register records hazards per activity
and indicates how these have been addressed in the past
and are currently being addressed.

Any future risk assessment may then draw upon the
information already available.

The information is both communicated and made available
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bulununan sorumlu yoneticilere 6zel dikkat ile hem bildirilir,
hem de uygun hale getirilir.

"Tehlikeler" ve "Tehlikeler ve istenmeyen Olaylar" (Excel
dosyalari) kayitlari risk yénetim streglerinin her
asamasinda guncellenir. Bu kayitlar ayni zamanda
sureglerin sonuglarini kaydetmek ve risk izleme, inceleme
ve iyilestirme icin bir temel olarak hizmet vermektedir.

Bu slre¢ EK-9 da detaylandiriimigtir.

to all in KAAN AIR with special attention to the managers in
charge, depending on the nature of the risks.

The register of "Hazards" and " Hazards and Undesirable
Events" (Excel files) are updated at each step of the risk
management processes. These registers also record the
results of the processes and serve as a basis for risk
monitoring, review and improvement.

This procedure is detailed in Appendix 9.

(02.02.06)- Changes that Could Invalidate the Conclusions of a Risk Assessment

AMC1 ORO.GEN.200(a)(3)

Risk Degerlendirmesinin sonuglarini gecersiz kilan
degisiklikler sunlar olabilir:

o On kosullar ve durumdaki énemli degisiklikler;

e Riskleri kapsayan yeni bilgiler (kazalar ve olaylardan
dogan tecriubeler, glvenlik baglantilarinin raporlari,
arastirma, iyi risk analiz yéntemleri, i¢c denetimler,
denetimler ve yorumlar, tehlike raporlamalari);
Degerlendirme igin kullanilan temel verilerdeki 6nemli
degisiklikler;

Degerlendirmeye etki eden, 6nemli organizasyon
degisiklikleri; ve

Bir araya geldiginde dnemli degisiklik olusturacak,
kicuk degisiklikler.

Etkilenen olayin ¢esidine bagh olarak, Emniyet Maduru riski
yeniden degerlendirmeye karar verebilir.

Changes that could invalidate the conclusion of a risk
assessment could be:

e significant changes in the preconditions and context;
e new knowledge of risks involved (experience from
accidents and occurrences, reporting of safety
concerns, research, better risk analysis methods,
internal inspections, audits and reviews, hazard
reporting);

significant changes in the underlying data used for
the assessment;

significant organisational changes that could affect
the assessment; and

several smaller changes that together might
constitute a significant change.

Depending on the type of activity affected and the nature
of the changes, the Safety Manager may decide to
reassess the risk.

(02.02.07)- Implementation of Risk Control Measures

AMC1 ORO.GEN.200(a)(3)

Risk kontroll (azaltma) énlemlerinin uygulanmasi, bu
onlemlerin niteligine bagli olarak, sorumlunun tanimlanmasi,
gerekli kaynaklar, miad ve uygulama agsamalari igeren bir
uygulama planina yol agabilir. Uygulama plani tamamlanana
veya revise edilene kadar periyodik olarak gbzden gegirilir.

Implementation of the risk control (mitigation) measures
may, depending on the nature of these measures, give rise
to an implementation plan identifying who is in charge, the
resources needed, the deadline, and the stages of
implementation. The implementation plan is periodically
reviewed until completion or revision.

02.03-Safety Risk Assessment and Mitigation
AMC1 ORO.GEN.200(a)(3) / ORA.GEN.200(a)(3)

(02.03.01)- Scope of Safety Risk Assessment

AMC1 ORO.GEN.200(a)(3)

SMS sadece havacilik emniyet risk degerlendirmesini
ele alir. Bu finansal, yasal veya ekonomik goriiniimiin risk
degerlendirme sureci igerisinde olmadigi anlamina gelmez.
Organizasyon havacilik guvenligi ve/veya is sagligi ve
guvenligini etkileyebilecek tim 6nemli etkileri 6zellikle de
sonugclari bir tehlike analizi icin katkida bulunan faktorler

The SMS only addresses the assessment of aviation
safety risks. This does not mean that financial, legal, or
economic aspects do not need to be considered in the risk
assessment process. The organisation should be able to
identify all significant influences that may impact aviation
safety and/or Health & Safety, in particular when

belirleme ve risk azaltici 6nlemler lzerinde karar verirken

determining contributing factors for the analysis of
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tanimlayabilmelidir.

consequences of a hazard, and deciding on risk mitigation
measures.

(02.03.02)- Elements that Influence the Safety Risk Assessment

AMC1 ORO.GEN.200(a)(3)

ILETISIM VE DANISMA

Organizasyonda iyi iletisim ve varsa dig bilesenler (musteri,
ortaklar veya sdzlesmedeki taraflar vb.) ilgili tim bilgilere
erigimi garanti etmede yardimci olmali ve risk degerlendirme
sonug ve Oneriler tarafindan etkilenebilecek katilimi
saglamada desteklemelidir. iletisim ve Danigsma siirecin tiim
ilgili asamalarinda gergeklestiriimelidir.

YONETMELIKLER-YONETMELIKLE AGIKLANAN RISKLER

Duzenlemeler genellikle kuralci, teknik standartlar
araciliiyla 6zel veya genel tehlikelere karsi teknoloji, egitim
veya gorev performans alanlarinda ortak givenlik risklerini
kontrol etmek igin gelistirilmigtir.Yasal mevzuatlar yeterli
olmadigi kanaati olusmadikg¢a kontroll yonetmeliklerle
saglanan bu tip tehlikeler bagka bir organizasyon risk
degerlendirmesine gerek duymazlar. Yonetmelik belirli degil,
birka¢ secenek varsa, ya da dogrudan bir risk
degerlendirmesini isaret ediyorsa, tehlike mutlaka
degderlendiriimeli ve uygun hakim tatbik edilmelidir.

Not: Endlistri standartlari ve en iyi yéntemleri

Bir sirket endiistiyel standartlara ve en iyi yéntemlere gére
standart hareket usullerini (SOP) gelistirirken kendi
faaliyetlerine uygun ve 6zel standart hareket usullerinin
(SOP) kendi risk degerlendirmesini de yapmaya devam
etmelidir.

ORGANIZASYON KAYNAKLARI

Kullanilabilir kaynaklar kapasite ve yetkinlige gore sunlarla
ilgilidir:

1. Risk degerlendirmesi sureci igin kendisi (sonraki
sayfada); ve
2. Degerlendirilecek faaliyet i¢in (hava araci, teghizat,

personel, muhasebe vs.)

Organizasyonun teghizat ve personel ile ilgili gegerli
kaynaklari normal olarak risk dederlendirmesinde kabul edilir.
Faaliyet icin operatoriin elinde dogru ekipman veya personel
bulunmayisi risk degerlendirmesinin bir sonucu olabilir.

Communication and Consultation

Good communication within the organisation and, where
relevant, with external parties (such as customers,
partners, or contractors) should help ensure access to all
relevant information, and assist in ensuring buy-in from all
those that may be affected by the risk assessment
conclusions and recommendations. Communication and
consultation should take place at all relevant stages of
the process.

Regulatory Requirements — Risks Addressed by
Regulations

Regulations are generally developed to control common
safety risks that stem from specific or general hazards
through prescriptive, technical standards in the areas of
technology, training, or task performance. Such hazards
controlled by regulations do not need to be further
addressed in the organisation’s risk assessment unless
evidence exists that the regulatory provision is not
sufficient. If the regulation is not specific, has several
options, or directly calls for a risk assessment, the hazard
obviously should be assessed, and the appropriate
provision implemented.

Note on Industry Standards and Best Practices

When a Company develops Standard Operating
Procedures (SOPs) based on industry standard/best
practice it should still perform its own risk assessment to
ensure that the SOPs are appropriate and customised to
its own activities.

ORGANISATION'S RESOURCES

Available resources are relevant with respect to both
capacity and competence:

1. for the risk assessment process itself (see next
page); and

2. for the activity being assessed, (aircraft, equipment,
personnel, finances, etc.).

The organisation’s current resources in terms of
equipment and personnel are normally considered in the
risk assessment. One outcome of a risk assessment may
be that the operator does not possess the right

equipment or personnel for the activity.

(02.03.03)- Risk Acceptance Criteria and the ALARP Concept

AMC1 ORO.GEN.200(a)(3)

||Risk kabul kriterleri Emniyet Politikasi ve Emniyet||Risk acceptance criteria are established on the basis of aH
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Performans Hedefleri temellerinde belirlenmistir. Ayrica
emniyet risklerinin kabuledilebilirligi i¢cin yonetim
sorumluluklar emniyet yénetim sisteminin (EYS) bir pargasi
olarak tanimlanmistir.

Emniyet risk kabul kriterleri agagidakilere hitap eder:

Uglnca taraflar,

yolcular ve igletme personeli,
ugus ekipleri,

dogal gevre ve

kurumsal memnuniyet

KAAN AIR Miimkiin Olan En Duigiik Seviyede (ALARP)
risk kabul kriterlerini kullanir. ALARP kriterleri 6zellikle sabit
bir risk seviye hedefine bagli degildir ancak emniyet
risklerini izin verilen maksimum yénerge ve standartlar
altina indirmek veya aksi halde riskin beklenmedigi
durumlarda yuratulen sistematik ve belgelenmig bir surectir.
ALARP, maksimum izin verilebilir risk seviyesinin altinda
kaldigi her zaman emniyet riski en diguk seviyede makul
ve uygulanabilir olarak yonetilir.

Safety Policy and Safety Performance Objectives.
Furthermore, management responsibility for the
acceptability of safety risks is defined as part of the SMS.

Safety risk acceptance criteria address the following:

third parties;

passengers and operational personnel;
crew members;

the natural environment; and

the corporate well-being.

KAAN AIR employs the ‘As Low As Reasonably
Practicable’ (ALARP) risk acceptance criterion. This
ALARP criterion is not exclusively based on fixed risk level
targets but is a systematic and documented process to
reduce safety risks below the maximum allowed by
regulations or standards or when the risk is otherwise
considered unacceptable. ALARP means that the safety
risk is being managed to as low a level as reasonably
practicable whilst at all times staying below the maximum
allowed risk.
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03-SAFETY ASSURANCE
AMC1 ORO.GEN.200(a)(6) / ORA.GEN.200(a)(3)

03.01-Safety Performance Monitoring and Measurement
Revizyon No: 9  Revizyon Tarihi: 25.03.2021
AMC1 ORO.GEN.200(a)(3) / ORA.GEN.200(a)(3)

Emniyet performansinin izlenmesi, bir organizasyonda tipik|Safety performance monitoring is conducted through the
olarak mevcut olan gesitli kaynaklardan emniyet verilerinin|collection of safety data and safety information from a
ve emniyet bilgilerinin toplanmasi yoluyla gergeklestirilir.|variety of sources typically available to an organization.
Bilgiye dayali karar vermeyi desteklemek icin veri|Data availability to support informed decision-making is one
kullanilabilirligi, SMS'nin en dnemli yonlerinden biridir.|of the most important aspects of the SMS. Using this data
Emniyet performansinin izlenmesi ve 6lcimu igin buffor safety performance monitoring and measurement are
verilerin kullanilmasi, emniyet riskine karar vermek igin|lessential activities that generate the information necessary
gerekli bilgileri Greten temel faaliyetlerdir. for safety risk decision-making.

Emniyet performansinin izlenmesi ve dl¢limesi bazi temel|Safety performance monitoring and measurement will be
ilkeler gozetilerek yapilacaktir. Elde edilen emniyet|conducted observing some basic principles. The safety
performansi, organizayonel davranisin bir gostergesidir ve|performance achieved is an indication of organizational

ayni zamanda SMS'nin etkililiginin bir élgisidir. Bunun
tanimlanmasi gerekir:

a) Oncelikle kurulusun operasyonel baglamina 6zgi
emniyet endiseleriyle ilgili stratejik basarilari veya istenen
sonuglari yansitmak igin olusturulacak Emniyet Hedefleri;

b) Emniyet hedefleriyle ilgili taktik parametreler olan ve bu
nedenle veri toplama igin referans olan SPI'lar (Emniyet
Performans Gostergeleri); ve

c) Emniyet hedeflerine ulagsilmasina ydnelik ilerlemeyi
izlemek icin kullanilan taktik parametreler olan SPT'ler
(Emniyet Performans Hedefleri).

behaviour and is also a measure of the effectiveness of the
SMS. This requires to be defined:

a) Safety Objectives, which will be established first to
reflect the strategic achievements or desired outcomes
related to safety concerns specific to the organization’s
operational context;

b) SPIs (Safety Performance Indicators), which are
tactical parameters related to the safety objectives and
therefore are the reference for data collection; and

c) SPTs (Safety Performance Targets), which are also
tactical parameters used to monitor progress towards the
achievement of the safety objectives.

Asagidaki faaliyetler, emniyet performansini izlemek ve
olgmek icin kaynaklar saglayabilir:

a) Emniyet Calismalari, emniyet sorunlari hakkinda daha
derin bir anlayis kazanmak veya emniyet performansindaki
bir egilimi daha iyi anlamak igin yapilan analizlerdir.

b) Emniyet Verileri Analizi, daha fazla arastirmayi
gerektirebilecek genel sorunlari veya egilimleri ortaya
cikarmak igin emniyet raporlama verilerini kullanir.

c) Emniyet Anketleri, belirli bir operasyonla ilgili
prosedurleri veya suregleri inceler. Emniyet anketleri,
kontrol listelerinin, anketlerin ve gayri resmi gizli
gorismelerin kullanimini igerebilir. Emniyet anketleri
genellikle nitel bilgi saglar. Bu, dizeltici eylemin gerekip
gerekmedigini belirlemek igin veri toplama yoluyla
dogrulama gerektirebilir. Yine de anketler, ucuz ve degerli
bir emniyet bilgisi kaynagi saglayabilir.

d) Emniyet Denetimleri, SMS'in ve destekleyici sistemlerin
batidnligund degerlendirmeye odaklanir. Emniyet
denetimleri, belirlenmis emniyet riski kontrollerinin etkinligini
degerlendirmek veya emniyet diizenlemelerine uygunlugu

The following activities can provide sources to monitor and
measure safety performance:

a) Safety Studies are analyses to gain a deeper
understanding of safety issues or better understand a trend
in safety performance.

b) Safety Data Analysis uses the safety reporting data to
uncover common issues or trends that might warrant further
investigation.

c) Safety Surveys examine procedures or processes
related to a specific operation. Safety surveys may involve
the use of checklists, questionnaires, and informal
confidential interviews. Safety surveys generally provide
qualitative information. This may require validation via data
collection to determine if corrective action is required.
Nonetheless, surveys may provide an inexpensive and
valuable source of safety information.

d) Safety Audits focus on assessing the integrity of SMS
and supporting systems. Safety audits can also be used to
evaluate the effectiveness of installed safety risk controls

or to monitor compliance with safety regulations. Ensuring
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izlemek igin de kullanilabilir. Bagimsizlik ve tarafsizlik
saglamak, emniyet denetimleri igin bir zorluktur. Politikalar,
proseddurler, roller, iletisim protokolleri gibi koruyucu
tedbirler ile harici kuruluslar veya i¢ denetimler devreye
sokularak bagimsizlik ve nesnellik elde edilebilir.

e) Emniyet Sorusturmalarindan Elde Edilen Bulgular ve
Oneriler, toplanan diger emniyet verilerine karsi analiz
edilebilecek faydali emniyet bilgileri saglayabilir.

f) Operasyonel Veri Toplama Sistemleri, radar bilgileri
gibi Ugus Veri izleme Sistemleri, olaylarin ve operasyonel
performansin faydali verilerini saglayabilir.

independence and objectivity is a challenge for safety
audits. Independence and objectivity can be achieved by
engaging external entities or internal audits with protections
in place - policies, procedures, roles, communication
protocols.

e) Findings and Recommendations from Safety|
Investigations can provide useful safety information that
can be analysed against other collected safety data.

f) Operational Data Collection Systems such as Flight
Data Monitoring system, radar information can provide
useful data of events and operational performance.

Emniyet performansinin dogrulanmasi ve emniyet riski
kontrollerinin etkinliginin dogrulanmasi, i¢ denetimlerin bir
kombinasyonunun kullanilmasini ve SPIl'larin tesis
edilmesini ve izlenmesini gerektirir. Emniyet riski
kontrollerinin etkinliginin degerlendirilmesi 6nemlidir, ¢inki
bunlarin uygulanmasi her zaman amaclanan sonuglari
saglamaz. Bu, dodru emniyet riski kontroliinin segilip
secilmediginin belirlenmesine yardimci olacaktir ve farkli
bir emniyet riski kontrol stratejisinin uygulanmasiyla
sonuclanabilir.

ic Denetim

SMS'in etkinligini degerlendirmek ve potansiyel iyilestirme
alanlarini belirlemek igin i¢ denetimler gergeklestirilir. Cogu
havacilik emniyet mevzuati, olusturulmus genel emniyet
riski kontrolleridir. i¢ denetim yoluyla diizenlemelere
uygunlugun saglanmasi, emniyet givencesinin temel bir|
yonuddar.

Herhangi bir emniyet riski kontrolinun etkin bir sekilde
uygulanmasini ve izlenmesini saglamak da gereklidir.
Uygunsuzluklar ve diger sorunlar tespit edildiginde
nedenleri ve katkida bulunan faktorler arastirilacak ve
analiz edilecektir. i¢c denetimin ana odagi, emniyet riski
kontrollerini saglayan politikalar, stregler ve proseduirlerdir.

To verify the safety performance and validate the
effectiveness of safety risk controls requires the use of a
combination of internal audits and the establishment and
monitoring of SPIs. Assessing the effectiveness of the
safety risk controls is important as their application does
not always achieve the results intended. This will help
identify whether the right safety risk control was selected
and may result in the application of a different safety risk
control strategy.

Internal Audit

Internal audits are performed to assess the effectiveness of
the SMS and identify areas for potential improvement. Most
aviation safety regulations are generic safety risk controls
that have been established. Ensuring compliance with the
regulations through the internal audit is a principle aspect
of safety assurance.

It is also necessary to ensure that any safety risk controls
are effectively implemented and monitored. The causes
and contributing factors will be investigated and analysed
where non-conformances and other issues are identified.
The main focus of the internal audit is on the policies,
processes and procedures that provide the safety risk
controls.

Internal audits are most effective when conducted by

ic denetimler, denetlenen islevlerden bagimsiz olan
kisiler veya departmanlar tarafindan yapildiginda en
etkilidir. Bu tir denetimler, sorumlu ydnetici ve Ust
yOnetime asagidakilerin durumu hakkinda geri bildirim
saglayacaktir:

a) dizenlemelere uygunluk;

b) politikalara, sureglere ve prosedirlere uygunluk;
c) emniyet riski kontrollerinin etkinligi;

d) dizeltici faaliyetlerin etkinligi; ve

e) SMS'nin etkinligi.

Bazi kurulusglar, bir i¢ denetimin uygun bagimsizligini
saglayamaz, bu tur durumlarda sirket, dis denetgileri
(6rnegdin, baska bir kurulustan bagimsiz denetgiler veya
denetciler) gorevlendirmeyi dusunebilir.

ic denetimlerin planlanmasi, siireglerin emniyet kritikligini,
onceki denetim ve degerlendirmelerin sonuglarini (tim
kaynaklardan) ve uygulanan emniyet riski kontrollerini

persons or departments independent of the functions
being audited. Such audits will provide the accountable
manager and senior management with feedback on the
status of:

a) compliance with regulations;

b) compliance with policies, processes and procedures;
c) the effectiveness of safety risk controls;

d) the effectiveness of corrective actions; and

e) the effectiveness of the SMS.

Some organizations cannot ensure appropriate
independence of an internal audit, in such cases, company
may consider engaging external auditors (e.g., independent
auditors or auditors from another organization).

Planning of internal audits will take into account the safety
criticality of the processes, the results of previous audits

and assessments (from all sources), and the implemented

SAFETY MANAGEMENT MANUAL (SMM)

56 of 83




A
X )
KAAN AIR

dikkate alacaktir. i¢ denetimler, diizenlemelere ve
politikalara, streglere ve proseduirlere uyumsuzlugu
belirleyecektir. Ayrica sistem eksiklikleri, emniyet riski
kontrollerinin etkin olmamasi ve iyilestirme firsatlarini
da tanimlayacaklardir.

Uyumluluk ve etkililigin degerlendirilmesi, emniyet
performansina ulagsmak igin gok énemlidir. i denetim siireci
hem uygunlugu hem de etkinligi belirlemek igin kullanilabilir.
Her bir surecin veya prosedlrtn uygunlugunu ve etkinligini
degerlendirmek icin asagidaki sorular sorulabilir:

a) Uygunlugun belirlenmesi
1) Gerekli stire¢ veya prosedir mevcut mu?
2) Sireg veya prosedir belgelenmis mi (girdiler,
faaliyetler, araylzler ve giktilar tanimlanmis)?
3) Surecg veya prosedur gereksinimleri (kriterleri)
karsiliyor mu?
4) islem veya prosediir kullaniliyor mu?
5) Etkilenen tim personel sureci veya proseduru
tutarl bir sekilde izliyor mu?
6) Tanimlanan ciktilar Uretiliyor mu?
7) Bir sUre¢ veya prosedur degisikligi belgelendi ve
uygulandi mi?

b) Etkinligin degerlendiriimesi
1) Kullanicilar sureci veya prosedurt anliyor mu?
2) Surecin veya proseduriin amacina tutarli bir sekilde
ulasihyor mu?
3) Sirecin veya prosedirin sonuglari "misterinin”
istedigi sey midir?
4) Siureg veya prosedur dizenli olarak gézden
gegiriliyor mu?
5) Proses veya prosedirde degisiklik oldugunda
emniyet riski degerlendirmesi yapiliyor mu?
6) Surec veya prosedur iyilestirmeleri beklenen
faydalarla sonuglandi mi?

Buna ek olarak, i¢ denetimler 6nceden tespit edilen
uygunsuzluklarin kapatilmasindaki ilerlemeyi
izleyecektir. Bunlar, kok neden analizi ve diizeltici ve

safety risk controls. Internal audits will identify non-
compliance with regulations and policies, processes and
procedures. They will also identify; system deficiencies,
lack of effectiveness of safety risk controls and
opportunities for improvement.

Assessing for compliance and effectiveness are both
essential to achieving safety performance. The internal
audit process can be used to determine both compliance
and effectiveness. The following questions can be asked to
assess compliance and effectiveness of each process or|
procedure:

a) Determining compliance
1) Does the required process or procedure exist?
2) Is the process or procedure documented (inputs,
activities, interfaces and outputs defined)?
3) Does the process or procedure meet requirements
(criteria)?
4) Is the process or procedure being used?
5) Are all affected personnel following the process or
procedure consistently?
6) Are the defined outputs being produced?
7) Has a process or procedure change been
documented and implemented?

b) Assessing effectiveness
1) Do users understand the process or procedure?
2) Is the purpose of the process or procedure being
achieved consistently?
3) Are the results of the process or procedure what
the "customer" asked for?
4) Is the process or procedure regularly reviewed?
5) Is a safety risk assessment conducted when there
are changes to the process or procedure?
6) Have process or procedure improvements resulted
in the expected benefits?

In addition, internal audits will monitor progress in closing
previously identified non-compliances. These will have
been addressed through root cause analSPIs and the

onleyici eylem planlarinin gelistiriimesi ve uygulanmasi
yoluyla ele alinacaktir. Herhangi bir uyumsuzluk igin neden
(ler) ve katkida bulunan faktorlerin analizinden elde edilen
sonugclar, sirketin  Emniyet Riski Yonetimi (SRM)
sureglerini besleyecektir.

ic denetim siirecinin sonugclari, SRM ve emniyet giivence
fonksiyonlarinin gesitli girdilerinden biri haline gelir. i¢
denetimler, sirket yonetimine, organizasyon igindeki uyum
seviyesi, emniyet riski kontrollerinin ne kadar etkili oldugu
ve dizeltici veya Onleyici faaliyetin gerekli oldugu yerler|
hakkinda bilgi verir.

SHGM, dizenlemelere uyum durumu ve SMS ve sektor|
dernekleri veya sirket tarafindan organizasyonlarini ve
sureglerini denetlemek icin secilen diger Gglincu sahislarin
etkinligi hakkinda ek geri bildirim saglayabilir. Bu tdr ikinci
ve Uguncu taraf denetimlerinin sonuglari, emniyet
glvencesi fonksiyonunun girdileridir ve sirkete i¢ denetim
sureclerinin etkililigine dair gostergeler ve SMS'lerini

development and implementation of corrective and
preventive action plans. The results from analSPIs of
cause(s) and contributing factors for any non-compliance
will feed into the company Safety Risk Management
(SRM) processes.

The results of the internal audit process become one of the
various inputs to the SRM and safety assurance functions.
Internal audits inform company management of the level of
compliance within the organization, the degree to which
safety risk controls are effective and where corrective or|
preventive action is required.

TR DGCA may provide additional feedback on the status of
compliance with regulations, and the effectiveness of the
SMS and industry associations or other third parties
selected by company to audit their organization and
processes. Results of such second- and third-party audits
are inputs to the safety assurance function, providing
company with indications of the effectiveness of their|

iyilestirme firsatlari saglar.

internal audit processes and opportunities to improve their|
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(03.01.01)- SPIs and Safety Objectives Correlation
Revizyon No: 9  Revizyon Tarihi: 25.03.2021
AMC1 ORO.GEN.200(a)(3)

Emniyet Hedefleriyle ilgili SPI'lerin segilmesiflt is important to select SPIs that relate to Safety
onemlidir Objectives

lyi tanimlanmis ve belirlenmis SPI'lere sahip olmak,[Having SPIs that are well defined and aligned will make it
SPT'lerin tanimlanmasini kolaylastiracak ve bu dajeasier to identify SPTs, which will show the progress being
emniyet hedeflerine ulasma yolunda kaydedilen ilerlemeyijmade towards the attainment of safety objectives. This allows
gOsterecektir. Bu, kurulusun planlanan emniyetjthe organization to assign resources for greatest safety effect
performansina ulasmak igin tam olarak neyin gereklijby knowing precisely what is required, and when and how to
oldugunu ve ne zaman ve nasil hareket edecegini bilerek|act to achieve the planned safety performance. For example,
en blyuk emniyet etkisi i¢in kaynaklari tahsis etmesine|a company has a safety objective of "reduce the number of]
olanak tanir. Ornegin, bir sirketin "l¢ yil iginde pistten[runway excursions by 50 per cent in three years" and an
cikma sayisini yuzde 50 azaltmak" gibi bir emniyet hedefijassociated, well-aligned SPI of "number of runway excursions
ve bununla iligkili, iyi ayarlanmis bir SPI "tumj|per million departures across all aerodromes". If the number|
havaalanlarinda bir milyon kalkis basina pistten ¢ikmajof excursions drops initially when monitoring commences, but
sayisi" na sahiptir. izleme bagladiginda pistten gikmalstarts to climb again after twelve months, company could
sayisi baslangigta diserse, ancak on iki ay sonra tekrar|choose to reallocate resources away from an area where,
yikselmeye baslarsa, sirket kaynaklari SPI'lere gore|according to the SPIs, the safety objective is being easily
emniyet hedefine kolayca ulasilabilen ve pistten ¢gikmaninjjachieved and towards the reduction of runway excursions to
azaltilmasina yOnelik bir alandan uzaga yeniden tahsis|alleviate the undesirable trend.

etmeyi secebilir.

Emniyet hedefleri, kisa, Ust dlizey emniyet basarilari veya|Safety objectives are brief, high-level statements of safety
basariimasi istenen sonuglardir. Kurulusun faaliyetlerine|achievements or desired outcomes to be accomplished. They
yon verirler ve bu nedenle Ust diizey emniyet taahhldunu|provide direction to organisation’s activities and will therefore
belirleyen emniyet politikasiyla uyumlu olurlar. align with the safety policy that sets out the high-level safety
commitment.

Emniyet Hedeflerinin Giincellenmesi Update Of Safety Objectives

Emniyet performans yonetiminde "ayarla ve unut" arzu
edilmez. Emniyet performansi yonetimi dinamik ve her|
sirketin igleyisinin merkezinde olup, asagidaki esaslar|
dahilinde, gozden gegirilecek ve glncellenecektir:

a) Emniyeti Gézden Gegirme Kurulu tarafindan
olusturulan ve Uzerinde mutabik kalinan periyodik
dongulye uygun olarak rutin olarak;

b) emniyet analizlerinden gelen girdilere dayali olarak; ve
c) operasyondaki, en buyuk risklerdeki veya ortamdaki
blylk degisikliklere yanit olarak.

Safety performance management is not intended to be "set
and forget". Safety performance management is dynamic
and central to the functioning of every company, and will be
reviewed and updated:

a) routinely, in accordance with the periodic cycle established
and agreed upon by Safety Review Board;

b) based on inputs from safety analyses; and

c) in response to major changes in the operation, top risks, or
environment.

Emniyet MUdurd emniyet performans 6lgimd igin proses
kurulmasini ve uygulanmasini saglayacaktir.

SPO lar Emniyet Miidiirii tarafindan zaman iginde
izlenecek ve Emniyet Gozden Gegirme Kurulu
tarafindan gozden gegirilecektir.

SPI lar biitiin ilgili brans midiirleri tarafindan yilin
her gceyreginde gozden gecirilir ve Emniyet
Mudiiriine e- mail ya da yazili olarak bilgilendirilir.
SPI lar, ayrica degisiklik uygulanmasini miiteakiben
de gozden gegirilir. SMM in boliim 03.03 daki
‘Degisiklik Yonetimi’ ne bakiniz.

The Safety Manager will ensure that the process for safety
performance measurement is established and implemented.

SPO’s are monitored over time by the Safety Manager
and reviewed by the Safety Review Board.

SPIs are reviewed by the all concerning branch
managers every quarter in a year and informed to
Safety Manager via e-mail or paper. SPIs are also
reviewed following the implementation of a change.
See Chapter 03.03 ‘The Management of Change’ of this
SMM.
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Yillik olarak bir rapor hazirlanarak Emniyet G6zden
Gegirme Kurulu ve Sorumlu Miidiire sunulur.

A report is provided annually to the Safety Review,
Board and the Accountable Manager.

(03.01.02)- Safety Performance Indicators (SPIs), Safety Performance Targets (SPTs) and Alert Level /
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SPI'lerin genis bir gosterge yelpazesini kapsamasi halinde,
sirket emniyet performansinin daha eksiksiz ve daha
gercekgi bir resmi elde edilecektir. Bu sunlari igerecektir:

a) dislk olasilikli / yiksek 6nem dereceli olaylar (6rnegin,
kazalar ve ciddi olaylar);

b) ylksek olasilikli / digiik 6nem dereceli olaylar (6rnegin,
sorunsuz operasyonel olaylar, uyumsuzluk raporlari,
sapmalar vb.); ve

c) sureg performansi (6rnegdin, egitim, sistem iyilestirmeleri
ve rapor isleme).

A more complete and more realistic picture of company,
safety performance will be achieved if SPIs encompass a
wide spectrum of indicators. This will include:

a) low probability/high severity events (e.g., accidents and
serious incidents);

b) high probability/low severity events (e.g., uneventful
operational events, non-conformance reports, deviations
etc.); and

c) process performance (e.g., training, system
improvements and report processing).

SPI'lar operasyonel emniyet performansini ve SMS'nin||[SPIs are used to measure operational safety performance
performansini 6lgmek icin kullanilir. SPI'lar, emniyet|and the performance of SMS. SPIs rely on the monitoring of]
raporlama sistemi dahil olmak Uzere c¢esitli kaynaklardan||data and information from various sources including the
gelen veri ve bilgilerin izlenmesine glivenir. Her bir sirkete|safety reporting system. They will be specific to the
ayri 6zel olacaklar ve halihazirda olusturulmus emniyet|individual company and be linked to the safety objectives
hedefleriyle baglantili olacaklardir. already established.

SPI'leri belirlerken KAAN AIR sunlari dikkate alacaktir: When establishing SPIs KAAN AIR will consider:

a) Dogru seyleri 6lgmek: Kurulusun emniyet hedeflerine
ulasma yolunda oldugunu gdsterecek en iyi SPI'leri
belirleyin. Ayrica karsilasilan en blyuk emniyet
sorunlarinin ve emniyet risklerinin neler oldugunu diistinin

a) Measuring the right things: Determine the best SPIs
that will show the organization is on track to achieving its
safety objectives. Also consider what are the biggest safety
issues and safety risks faced and identify SPIs which will

ve bunlarin etkili kontrollinli gosterecek SPI'leri belirleyin. |show effective control of these.

b) Verilerin mevcudiyeti: Kurulusun 6lgmek istedigi seyle|b) Availability of data: |s there data available which aligns
uyumlu veriler var mi? Yoksa, ek veri toplama kaynaklari||with what the organization wants to measure? If there isn't,
olusturmaya ihtiyag duyulabilir. Sinirli miktarda veriye sahip|there may be a need to establish additional data collection
kiiclik kuruluslar icin, veri kiimelerinin havuzlanmasi daljsources. For small organizations with limited amounts of
egilimleri belirlemeye yardimci olabilir. Bu, birden fazla|data, the pooling of data sets may also help to identify
kurulugtan gelen emniyet verilerini toplayabilen havacilik|trends. This may be supported by aviation associations
dernekleri tarafindan desteklenebilir. who can collate safety data from multiple organizations.

c) Verilerin giivenilirligi: Veriler, 6znelliginden dolayi veya|c) Reliability of the data: Data may be unreliable either
eksik oldugu igin glivenilmez olabilir. because of its subjectivity or because it is incomplete.

d) Ortak Havacilik Endiistrisi SPI'leri: Kuruluslar|
arasinda karsilastirmalar yapilabilmesi i¢cin benzer|
kuruluslarla ortak SPI'ler Gzerinde anlagsmak faydal olabilir.
Duzenleyici kurum veya endulstri dernekleri bunlari
etkinlestirebilir.

d) Common Aviation industry SPIs: It may be useful to
agree on common SPIs with similar organizations so that]
comparisons can be made between organizations. The
regulator or industry associations may enable these.

Once SPIs have been established company will consider
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SP!I'lar olusturulduktan sonra, sirket, Emniyet Performans|Whether it appropriate to identify Safety Performance
Hedeflerini (SPT'ler) ve Alarm Diizeylerini belirlemenin|[Targets (SPTs) and Alert Levels. SPTs are useful in
uygun olup olmadigini degerlendirecektir. SPT'ler, emniyetdriving safety improvements but, implemented poorly, they
iyilestirmelerini saglamada yararlidir, ancak kétifhave been known to lead to undesirable behaviours — that
uygulandiklarinda, istenmeyen davranislara yol agtiklarifis, individuals and departments becoming too focused on
bilinmektedir - yani, bireyler ve departmanlar hedefe|achieving the target and perhaps losing sight of what the
ulasmaya fazla odaklanir ve belki de hedefin basarmak|target was intended to achieve — rather than an

istedigi seyi, organizasyonel emniyet performansinda bir
gelisme gibi, gézden kagirir. Bu tir durumlarda SPl'yi
trendler icin izlemek daha uygun olabilir.

SPl'lerin geligtiriimesi, emniyet hedefleriyle baglantili
olacak ve mevcut veya elde edilebilen verilerin analizine

improvement in organizational safety performance. In such
cases it may be more appropriate to monitor the SPI for|
trends.

The development of SPIs will be linked to the safety
objectives and be based on the analSPIs of data that is

dayanacaktir. izleme ve 6lgiim siireci, segilen emniyet
performansi gostergelerinin, ilgili SPT'lerin ve emniyet
tetikleyicilerinin kullaniimasini icerir.

KAAN AIR, emniyet performansindaki  anormal
degisiklikleri belirlemek icin belirlenen SPl'lerin ve
SPT'lerin performansini izleyecektir. Kurulus ve ilgili
havacilik sektéru i¢cin mevcut kaynaklar dikkate
alindiginda, SPT'ler gercgekgi, baglama 6zgu ve ulasilabilir
olacaktir.

Oncelikle, emniyet performansinin izlenmesi ve dlgiimi,
emniyet riski kontrollerinin etkinligini dogrulamak igin bir|
arag saglar. Ek olarak, SMS sireclerinin ve faaliyetlerinin
butinlugu ve etkililigine iliskin bir dl¢i saglarlar.

SHGM, takip edilmesi gereken SPI'lerin ve SPT'lerin kabulu
icin belirli siireglere sahip olabilir. Bu nedenle, SPI'lerin ve
SPT'lerin gelistiriimesi sirasinda KAAN AIR, SHGM'ye veya
yayinlanmis ilgili dokiiman/ bilgilere bagvuracaktir.

available or obtainable. The monitoring and measurement|
process involves the use of selected safety performance
indicators, corresponding SPTs and safety triggers.

KAAN AIR will monitor the performance of established SPIs
and SPTs to identify abnormal changes in safety
performance. SPTs will be realistic, context specific and
achievable when considering the resources available to the
organization and the associated aviation sector.

Primarily, safety performance monitoring and measurement
provides a means to verify the effectiveness of safety risk
controls. In addition, they provide a measure of the integrity
and effectiveness of SMS processes and activities.

TR DGCA may have specific processes for the acceptance
of SPIs and SPTs that will need to be followed. Therefore,
during development of SPIs and SPTs, KAAN AIR will
consult with TR DGCA or any related information been
published.

Nitel ve Nicel Gostergeler SPI'lar

Ust yénetimin kurulusun emniyet hedefine ulasma
olasiliginin olup olmadigini bilmesine yardimci olmak igin
kullanilir; nitel veya nicel olabilirler.

Nicel Gostergeler, niteliginden ¢ok nicelige gore dlgiimle
ilgilidir, Nitel Gostergeler ise tanimlayicidir ve kaliteye
gOre Olguldr.

Sayilmalari ve karsilastiriilmalari daha kolay oldugu igin
NICEL gostergeler nitel géstergelere gore tercih edilir.

Gosterge segimi, nicel olarak o6lgulebilen guvenilir verilerin
mevcudiyetine baglidir. Gerekli kanitlarin karsilastirilabilir,
genellestirilebilir veriler (nicel) veya emniyet durumunun
aciklayici bir goriintiisi (nitel) seklinde mi olmasi gerekir?
Her Niteliksel veya niceliksel segenek, farkl tirden SPI'leri
icerir ve dikkatli bir SPI se¢im slrecini gerektirir.
Yaklasimlarin bir kombinasyonu birgok durumda yararhdir|

Qualitative and Quantitative Indicators

SPls are used to help senior management know whether or|
not the organization is likely to achieve its safety
objective; they can be qualitative or quantitative.

Quantitative Indicators relate to measuring by the
quantity, rather than its quality, whereas Qualitative
Indicators are descriptive and measure by quality.

QUANTITATIVE indicators are preferred over,
qualitative indicators because they are more easily
counted and compared.

The choice of indicator depends on the availability of
reliable data that can be measured quantitatively. Does the
necessary evidence have to be in the form of comparable,
generalizable data (quantitative), or a descriptive image of]
the safety situation (qualitative)? Each option, qualitative or
quantitative, involves different kinds of SPIs, and requires a
thoughtful SPI selection process. A combination of

ve tek bir yaklagsimin benimsenmesinden dogabilecek

approaches is useful in many situations and can solve

birgok sorunu ¢ozebilir. Bir tlke igin nitel gostergeye birjmany of the problems which may arise from adopting a

ornek, sirketlerin SMS'inin belirli bir sektordeki|single approach. An example of a qualitative indicator for a

olgunlugu veya emniyet kiiltiiriiniin degerlendirilmesifcountry could be the maturity of companies’ SMS in a

olabilir. particular sector, or for the assessment of the safety
culture.
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Nicel gostergeler bir sayi (x ihlal) veya bir oran (n||Quantitative indicators can be expressed as a number (x
hareket basina x ihlal) olarak ifade edilebilir. Bazi|incursions) or as a rate (x incursions per n
durumlarda sayisal bir ifade yeterli olacaktir. Bununlajmovements). In some cases, a numerical expression will
birlikte, sadece rakam kullanmak, faaliyet seviyesinin|be sufficient. However, just using numbers may create a
dalgalanmasi durumunda gergek emniyet durumu hakkinda||distorted impression of the actual safety situation if the
carpik bir izlenim yaratabilir. Ornegin; Hava trafik kontrolii|level of activity fluctuates. For example; if air traffic control
Temmuz'da (g, AJustos'ta ise alti irtifa diislisii kaydederse,|records three altitude busts in July and six in August, there
emniyet performansindaki 6nemli bozulma konusundalmay be great concern about the significant deterioration in
blylk endise olabilir. Ancak Agustos, Temmuz ayindakisafety performance. But August may have seen double the
hareketleri iki katina ¢gikarmis olabilir, yani hareket baginajmovements of July meaning the altitude busts per
irtifa dlistisU veya oran artmamis, azalmistir. Bu, inceleme|[movement, or the rate, has decreased, not increased. This
dlzeyini degistirebilir veya degistirmeyebilir, ancak veriye|[may or may not change the level of scrutiny, but it does
dayali emniyetle ilgili karar verme igin hayati 6neme sahip|provide another valuable piece of information that may be
olabilecek baska bir degerli bilgi saglar. vital to data-driven safety decision-making.

Bu nedenle, uygun oldugunda, SPI'ler, faaliyet diizeyinden|For this reason, where appropriate, SPIs will be reflected in
bagimsiz olarak performans dlzeyini 6lgmek icin gorecelifterms of a relative rate to measure the performance level
bir oran cinsinden yansitilacaktir. Bu, normallestiriimis birregardless of the level of activity. This provides a
performans 6lglsi saglar; aktivitenin artip azalmayacagi.|normalized measure of performance; whether the activity
Baska bir 6rnek olarak, bir SPI, pist ihlallerinin sayisinijincreases or decreases. As another example, an SPI could
Olgebilir. Ancak izlenen donemde daha az kalkis olsaydi,|measure the number of runway incursions. But if there
sonug yaniltici olabilir. Daha dogru ve dederli bir|were fewer departures in the monitored period, the result
performans oOlclisli, hareket sayisina gore pist ihlallerininlcould be misleading. A more accurate and valuable
sayisidir, 6rnegin 1000 hareket basina x ihlal. performance measure would be the number of runway
incursions relative to the number of movements, e.g., x
incursions per 1000 movements.
Geride kalan ve Oncii Géstergeler Lagging and Leading Indicators
The two most common categories used to classify their
SPlIs are lagging and leading;

SPl'leri siniflandirmak igin kullanilan en yaygin iki kategori
geride kalan ve dncu kategorilerdir;

Lagging SPIs measure events that have already
occurred. They are also referred to as "outcome-based

Geride Kalan SPI'lar, halihazirda meydana gelen
olaylari 6lger. Bunlar ayni zamanda "sonuca dayali

SPl'ler" olarak da adlandirilirlar ve normalde (ancak her|
zaman degil) kurulusun kaginmayi amacladigi olumsuz
sonuglardir.

Oncii SPI'ler, giivenligi iyilestirmek veya siirdiirmek

SPIs" and are normally (but not always) the negative
outcomes the organization is aiming to avoid.

Leading SPIs measure processes and inputs being

icin uygulanan siiregleri ve girdileri dlger. Bunlar, belirliimplemented to improve or maintain safety. These are
bir sonuca yol agma veya bu sonuca katkida bulunmalfalso known as "activity or process SPIs" as they monitor
potansiyeline sahip kosullari izledikleri ve Olgtiikleri igin[land measure conditions that have the potential to lead to
"faaliyet veya siireg SPI'leri" olarak da bilinir. or contribute to a specific outcome.

Geride Kalan SPI'ler, kurulusun gegmisinde neler|Lagging SPIs help the organization understand what has
oldugunu anlamasina yardimci olur ve uzun vadeli trend|happened in the past and are useful for long-term
belirleme igin faydahdir. Yiiksek diizeyli bir gdsterge olarak|trending. They can be used as a high-level indicator or as
veya "ucak tipine gore kaza tiirleri" veya "bdlgeye gorellan indication of specific occurrence types or locations, such
belirli olay tirleri" gibi belirli olay tirleri veya konumlarininjfas "types of accidents per aircraft type" or "specific incident
bir géstergesi olarak kullanilabilirler. Geride kalan SPI'ler|types by region". Because lagging SPIs measure safety
emniyet sonuglarini 6lgtiigl icin, azaltici emniyet|joutcomes, they can measure the effectiveness of
tedbirlerinin etkinligini dlgebilirler. Sistemin genel|safety mitigations. They are effective at validating the
emniyet performansinin dogrulanmasinda etkilidirler.Joverall safety performance of the system. For
Ornegin, "ramp isaretlerinin yeniden tasarlanmasininlexample, monitoring the "number of ramp collisions per
ardindan araglar arasindaki hareket sayisi basina ramptallnumber of movements between vehicles following a
carpismalarinin sayisinin" izlenmesi, yeni isaretlerin|redesign of ramp markings" provides a measure of the
etkinliginin bir 6l¢lisini saglar (baska higbir seyin|effectiveness of the new markings (assuming nothing else
de@ismedigini varsayarsak). Carpismalardaki azalma, ramp|has changed). The reduction in collisions validates an
sisteminin genel emniyet performansinda bir iyilesmeyilimprovement in the overall safety performance of the ramp
dogrular; s6z konusu degisiklige atfedilebilir. system; which may be attributable to the change in
question.

Geride kalan SPI'lerdeki egilimler, ele alinacak sistemde|Trends in lagging SPIs can be analysed to determine
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mevcut olan kosullari belirlemek igin analiz edilebilir.|[conditions existing in the system that will be addressed.
Onceki érnegi kullanarak, hareket sayisi bagina rampl||Using the previous example, an increasing trend in ramp
carpismalarindaki artan bir egilim, bir azaltici emniyet|collisions per number of movements may have been what
tedbiri olarak standart alti ramp isaretlerinin|led to the identification of sub-standard ramp markings as a
tanimlanmasina yol agmis olabilir. mitigation.

Geride kalan SPI'lar iki tire ayrilir: Lagging SPIs are divided into two types:

a) Diisiik olasilik / yiiksek 6nem derecesi: Kazalar veya
ciddi olaylar gibi sonuglar. Yiksek 6nem derecesine sahip
sonuclarin daguk sikligi, verilerin bir araya getirilmesinin
(endUstri segmenti diizeyinde veya bdlgesel dlizeyde) daha
anlamli analizlerle sonuglanabilece@i anlamina gelir. Bu tir|
geriden gelen SPI'nin bir 6érnegi, "kus ¢carpmasindan
kaynaklanan ugak ve / veya motor hasari" olabilir.

a) Low probability/high severity: outcomes such as
accidents or serious incidents. The low frequency of high
severity outcomes means that aggregation of data (at
industry segment level or regional level) may result in more
meaningful analyses. An example of this type of lagging SPI
would be "aircraft and/or engine damage due to bird strike".

b) Yiiksek olasilik / diigiik 6nem derecesi: Ciddi bir kaza

b) High probability/low severity: outcomes that did not

veya olayda zorunlu olarak kendini géstermeyen sonuglar,|[necessarily manifest themselves in a serious accident or
bunlar bazen éncii géstergeler olarak da adlandirilir.[incident, these are sometimes also referred to as precursor,
Yiiksek olasilikli / diisiik nem dereceli sonuglara yénelik|[indicators. SPIs for high probability/low severity outcomes
SPl'ler, 6ncelikle belirli emniyet sorunlarini izlemek velare primarily used to monitor specific safety issues and
mevcut emniyet riski azaltici tedbir etkinligini lgmek igin[measure the effectiveness of existing safety risk
kullanilir. Bu tir 6ncii SPI'nin bir érnegi, gercek kusg||mitigations. An example of this type of precursor SPI would
carpmalarinin miktarindan ziyade kus aktivitesi seviyesinifbe "bird radar detections", which indicates the level of bird

gOsteren "kus radari tespitleri" olabilir.

Havacilik gavenligi dnlemleri, gegmiste "dlisuk olasilik /
yiksek 6nem" sonuglarini yansitan SPl'lere yonelik
onyargili olmustur. Kazalarin ve ciddi olaylarin ylksek|
profilli olaylar olmasi ve sayilmasi kolay olmasi nedeniyle
bu anlasilabilir bir durumdur. Bununla birlikte, bir emniyet
performansi yénetimi perspektifinden, emniyet
performansinin guvenilir bir gostergesi olarak kazalara ve
ciddi olaylara asiri givenmenin dezavantajlari vardir.

activity rather than the amount of actual bird strikes.

Aviation safety measures have historically been biased
towards SPIs that reflect "low probability/high severity"
outcomes. This is understandable in that accidents and
serious incidents are high profile events and are easy to
count. However, from a safety performance management
perspective, there are drawbacks in an overreliance on
accidents and serious incidents as a reliable indicator of|
safety performance. For instance, accidents and serious

Ornegin, kazalar ve ciddi olaylar seyrektir (bir yildafincidents are infrequent (there may be only one accident
yalnizca bir kaza olabilir veya hig olmayabilir), bu dafin a year, or none) making it difficult to perform statistical
egilimleri belirlemek igin istatistiksel analiz yapmayianalSPls to identify trends. This does not necessarily
zorlastirir. Bu, sistemin giivenli oldugu anlamina gelmez.|indicate that the system is safe. A consequence of a

Bu tur verilere givenmenin bir sonucu, bir kurulusun veya
sistemin emniyet performansinin, aslinda tehlikeli bir|
sekilde bir kazaya yakin oldugu durumlarda, etkili olduguna
dair potansiyel yanlis bir giiven duygusudur.

Oncl gbstergeler, giivenligi iyilestirmek veya sirdiirmek
icin uygulanan sureclere ve girdilere odaklanan énlemlerdir.
Bunlar, belirli bir sonuca donisme veya bu sonuca katkida
bulunma potansiyeline sahip kosullari izledikleri ve
Olctukleri icin "faaliyet veya sure¢ SPI'leri" olarak da bilinir.

Proaktif emniyet performansi yonetimi igin organizasyon
yeteneklerinin gelistiriimesine yon veren éncu SPI'lerin
ornekleri, "emniyet egitimini zamaninda basariyla
tamamlayan personel yuzdesi" veya "kus korkutma
faaliyetlerinin sikligi" gibi seyleri igerir.

reliance on this sort of data is a potential false sense of|
confidence that an organization’s or system’s safety
performance is effective, when it may in fact be perilously
close to an accident.

Leading indicators are measures that focus on processes

and inputs that are being implemented to improve or|
maintain safety. These are also known as "activity or
process SPIs" as they monitor and measure conditions that
have the potential to become or to contribute to a specific
outcome.

Examples of leading SPIs driving the development of
organizational capabilities for proactive safety performance
management include such things as "percentage of staff
who have successfully completed safety training on time" or
"frequency of bird scaring activities".
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Oncii SPI'ler ayrica isletmeyi, isletim ortamindakifLeading SPIs may also inform the organization about how
degisiklikler de dahil olmak lzere, faaliyetlerinin degisimle|their operation copes with change, including changes in its
nasil basa ¢ikti§i konusunda bilgilendirebilir. Odak noktasi,|[operating environment. The focus will be either on
degisikligin bir sonucu olarak zayifliklari ve emniyet|anticipating weaknesses and vulnerabilities as a result of]
aciklarini tahmin etmek veya bir degisiklikten sonralthe change or monitoring the performance after a change.
performansi izlemek olacaktir. islemlerdeki bir degisikligiAn example of an SPI to monitor a change in operations
izlemek igin bir SPI érnegi, "X prosediiriinii uygulayan|would be "percentage of sites that have implemented
taraflarin ylzdesi" olabilir. procedure X".

Emniyet performansinin daha dogru ve kullanisli bir
gOstergesi igin, geriden kalan SPI'ler, hem "dusuk olasilik /
yliksek dnem dlzeyi" olaylari hem de "ylUksek olasilik /
disik onem dizeyi" olaylari, 6nci SPI'ler ile
birlestirilecektir.

SPI'lar1 Segme ve Tanimlama

SPI'lar, kuruma emniyet performansinin bir gériinimunu
saglayan parametrelerdir:

e daha 6nce nerede oldugu;
e simdi nerede oldugu; ve
e emniyetle ilgili olarak nereye gittigi.

Bu resim, kurulusun veriye dayali emniyet kararlarinin
alindigi saglam ve savunulabilir bir temel gérevi gorir. Bu
kararlar, sirayla, kurulusun emniyet performansini olumlu
yonde etkiler. SPI'lerin belirlenmesi bu nedenle gergekgi,
ilgili ve basitlikleri veya karmasikliklari ne olursa olsun
emniyet hedefleriyle baglantili olacaktir.

Muhtemelen SPI'lerin ilk secimi, elde edilmesi kolay ve /

For a more accurate and useful indication of safety
performance, lagging SPls, measuring both "low
probability/high severity" events and "high probability/low
severity" events will be combined with leading SPlIs.

Selecting and Defining SPIs

SPIs are the parameters that provide the organization with
a view of its safety performance:

e where it has been;
e where it is now; and
e where it is headed, in relation to safety.

This picture acts as a solid and defensible foundation upon
which the organization’s data-driven safety decisions are
made. These decisions, in turn, positively affect the
organization’s safety performance. The identification of]
SPIls will therefore be realistic, relevant, and linked to
safety objectives, regardless of their simplicity or|
complexity.

It is likely the initial selection of SPIs will be limited to the

veya uygun olan olaylari veya siiregleri temsil eden|monitoring and measurement of parameters representing
parametrelerin izlenmesi ve dlciilmesiyle sinirli olacaktir|events or processes that are easy and/or convenient to
(kolayca elde edilebilen emniyet verileri). ideal olarak,|capture (safety data that may be readily available). Ideally,
SPI'ler ulasilmasi kolay olanlardan ziyade emniyet|SPIs will focus on parameters that are important

performansinin 6nemli géstergeleri olan
parametrelere odaklanacaktir.

SPl'lar s6yle olacaktir:

a) belirtmeyi amagladiklari emniyet hedefi ile ilgili olarak;

b) mevcut verilere ve guvenilir 6lcime dayali olarak
secilmis veya gelistiriimis;

c) uygun sekilde spesifik ve Olgulebilir; ve

d) Kurulusun olanaklarini ve kisitlamalarini dikkate alarak
gercekgi.

Emniyet performansinin acik bir gésterimini saglamak icin
genellikle bir SPI kombinasyonu gereklidir. Geride kalan ve
dncl SPI'ler arasinda net bir baglanti olacaktir. ideal
olarak Geride Kalan SPI'ler, Oncii SPI'ler
belirlenmeden 6nce tanimlanacaktir. Daha ciddi bir olay
veya duruma (geride kalan SPI) bagli bir énci SPI
tanimlamak, ikisi arasinda net bir korelasyon olmasini
saglar. Geride kalan ve 6ncu tim SPl'ler esit derecede
gecerli ve degerlidir.

SPl'leri Tanimlama

indicators of safety performance, rather than on those
that are easy to attain.

SPIs will be:

a) related to the safety objective they aim to indicate;

b) selected or developed based on available data and
reliable measurement;

c) appropriately specific and quantifiable; and

d) realistic, by taking into account the possibilities and
constraints of the organization.

A combination of SPIs is usually required to provide a clear
indication of safety performance. There will be a clear link
between lagging and leading SPIs. Ideally Lagging SPIs
will be defined before determining Leading SPlIs.
Defining a precursor SPI linked to a more serious event or
condition (the lagging SPI) ensures there is a clear
correlation between the two. All of the SPIs, lagging and
leading, are equally valid and valuable.

Defining SPIs
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Her bir SPI'nin igerigi sunlari icerecektir:

a) SPI'nin ne dlgttgundn bir agiklamasi;

b) SPI'nin amaci (neyi yénetmesi ve kimi bilgilendirmesi
amaclanmaktadir);

c) Olgii birimleri ve hesaplanmasina ydnelik her tirli
gereklilik;

d) SPI'nin toplanmasi, dogrulanmasi, izlenmesi,
raporlanmasi ve buna gore hareket edilmesinden kim
sorumludur (bunlar kurulusun farkli bélimlerinden
personel olabilir);

e) verilerin nerede veya nasil toplanacagi; ve

f) SPI verilerinin raporlama, toplama, izleme ve analiz
edilme sikligi.

SPI'lar ve Emniyet Raporlamasi

Operasyonel uygulamalardaki degisiklikler, etkileri
potansiyel bildirimciler tarafindan tamamen kabul edilinceye
kadar eksik-raporlamaya yol acabilir. Bu, "raporlama
onyargisi” olarak bilinir. Emniyet bilgilerinin ve ilgili

The contents of each SPI will include:

a) a description of what the SPI measures;

b) the purpose of the SPI (what it is intended to manage
and who it is intended to inform);

c) the units of measurement and any requirements for its
calculation;

d) who is responsible for collecting, validating,
monitoring, reporting and acting on the SPI (these may be
staff from different parts of the organization);

e) where or how the data will be collected; and

f) the frequency of reporting, collecting, monitoring and
analSPIs of the SPI data.

SPIs and Safety Reporting

Changes in operational practices may lead to under-
reporting until their impact is fully accepted by potential
reporters. This is known as "reporting bias". Changes in
the provisions related to the protection of safety information
and related sources could also lead to over-reporting. In

kaynaklarin korunmasina iliskin hiktimlerdeki degisiklikler

de asiri-raporlamaya neden olabilir. Her iki durumda dallpoth cases, reporting bias may distort the intent and
raporlama &ényargisi, SPI igin kullanilan verilerin amacinif@accuracy of the data used for the SPI. Employed
ve dogrulugunu bozabilir. Sagduyulu bir sekildeljudiciously, safety reporting may still provide valuable data

kullanildiginda, emniyet raporlamasi emniyet
performansinin yénetimi i¢in yine de degerli veriler
saglayabilir.

Emniyet Performansi Hedeflerini (SPT'ler) Belirleme

Emniyet performans hedefleri (SPT'ler), kisa vadeli ve orta

for the management of safety performance.

Setting Safety Performance Targets (SPTs)

Safety performance targets (SPTs) define short-term and

vadeli emniyet performansi yonetimi istenen basarilari
tanimlar. Kurulusun emniyet hedeflerine ulagsma
yolunda olduguna dair gliiven saglayan ve emniyet
performansi yonetimi faaliyetlerinin etkinligini dogrulamak
icin olcllebilir bir yol saglayan "kilometre taglari" olarak
hareket ederler. SPT belirleme, mevcut emniyet riski
seviyesi, emniyet riski toleransinin yani sira belirli
havacilik sektérinin emniyetine iligskin beklentiler gibi
faktorleri dikkate alacaktir. SPT'lerin belirlenmesi, ilgili
havacilik sektdru icin gercekci olarak nelerin

medium-term safety performance management desired
achievements. They act as "milestones" that provide
confidence that the organization is on track to achieving
its safety objectives and provide a measurable way of]
verifying the effectiveness of safety performance
management activities. SPT setting will take into
consideration factors such as the prevailing level of safety
risk, safety risk tolerability, as well as expectations
regarding the safety of the particular aviation sector. The
setting of SPTs will be determined after considering what is

basarilabilecegi ve gegmis trend verilerinin mevcut oldugu
belirli SPI'nin yakin zamandaki performansi dikkate
alindiktan sonra yapilacaktir.

Birlikte ¢calisan emniyet hedefleri, SPI'ler ve SPT'lerin
kombinasyonu AKILLI ise, kurulusun emniyet
performansini daha etkili bir sekilde géstermesine olanak
tanir.

Emniyet performansi yonetiminin hedeflerine ulasmak igin,
Ozellikle SPT'lerin belirlenmesi igin birden fazla yaklasim
vardir. Bir yaklasim, siraya konmus SPl'ler ile genel yiuksek|
seviyeli emniyet hedefleri olusturmayi ve ardindan temel bir|

realistically achievable for the associated aviation sector
and recent performance of the particular SPI, where
historical trend data is available.

If the combination of safety objectives, SPIs and SPTs
working together are SMART, it allows the organization to
more effectively demonstrate its safety performance.

There are multiple approaches to achieving the goals of]
safety performance management, especially, setting SPTs.
One approach involves establishing general high level
safety objectives with aligned SPIs and then identifying

emniyet performansi olusturulduktan sonra makul

reasonable levels of improvements after a baseline safety

iyilestirme seviyelerini belirlemeyi igerir. Bu iyilestirme|jperformance has been established. These levels of
seviyeleri, belirli hedeflere (6rnegin, yizde dusls) veyalimprovements may be based on specific targets (e.g.,
pozitif bir egilimin gerceklestiriimesine dayanabilir. Emniyet|percentage decrease) or the achievement of a positive
hedefleri AKILLI oldugunda kullanilabilecek diger bir|trend. Another approach which can be used when the
yaklagim, emniyet hedeflerinin emniyet hedeflerine ulagmak|safety objectives are SMART is to have the safety targets
icin kilometre taslari olarak hareket etmesini saglamaktir.|[act as milestones to achieving the safety objectives. Either
Bu yaklagimlardan herhangi biri gegerlidir ve bir kurulugun||of these approaches are valid and there may be others that
kendi emniyet performanslarini gdstermede etkili buldugul|fan organization finds effective at demonstrating their safety
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baskalari da olabilir. Spesifik kosullara uygun olarak farklijperformance. Different approaches can be used in
yaklasimlar kombinasyon halinde kullanilabilir. combination as appropriate to the specific circumstances.

Ust Diizey Emniyet Hedefleriyle Performans Hedefleri|Setting Performance Targets with High-Level Safety
Belirleme Objectives

Performans Hedefleri, st yonetimin Ust diizey emniyet|Performance Targets are established with senior
hedefleri Gizerinde anlagmasiyla belirlenir. Kurulus dahal|management agreeing on high-level safety objectives. The
sonra, lzerinde mutabik kalinan emniyet hedeflerine|organization then identifies appropriate SPIs that will show
yonelik emniyet performansinin gelisimini gosterecek|improvement of safety performance towards the agreed
uygun SPl'leri belirler. SPI'ler, mevcut veri kaynaklari||safety objectives. The SPIs will be measured using existing
kullanilarak élgiilecektir ancak ek verilerin toplanmasini dal|data sources but may also require the collection of]
gerektirebilir. Organizasyon daha sonra  SPl'lerijadditional data. The organization then starts gathering,
toplamaya, analiz etmeye ve sunmaya baslar.|analysing and presenting the SPIs. Trends will start to
Kurulugun emniyet performansina ve emniyet hedeflerine|lemerge, which will provide an overview of the
dogru mu yoksa onlardan mi uzaklastigina dair genel bir|organization’s safety performance and whether it is steering
bakis saglayacak egilimler ortaya gikmaya baglayacaktir.|towards or away from its safety objectives. At this point the
Bu noktada kurulus, her SPI igin makul ve ulasilabilir|organization can identify reasonable and achievable SPTs
SPT'ler belirleyebilir. for each SPI.

AKILLI Emniyet Hedefleri ile Performans Hedefi|Setting Performance Targets with SMART Safety|

Belirleme

Emniyet hedeflerinin iletiimesi zor olabilir ve ulasiimasi zor
gOrunebilir; bunlari daha kiigiik somut emniyet hedeflerine
bdlerek, bunlari gergeklestirme surecinin yonetiimesi daha
kolaydir. Bu sekilde hedefler, strateji ve ginluk
operasyonlar arasinda ¢ok dnemli bir baglanti olusturur.
Kuruluslar, emniyet performansini yénlendiren temel
alanlari belirleyecek ve bunlari 6lgmek igin bir yol
olusturacaktir. Bir kurulus, temel emniyet performansini
olusturarak mevcut performans seviyesinin ne oldugu
konusunda bir fikre sahip oldugunda, sirketteki herkese
neyi basarmayi amagladiklari konusunda net bir fikir
vermek igin SPT'leri olusturmaya baslayabilirler. Kurulus,
performans hedeflerinin belirlenmesini desteklemek igin
kiyaslamayi da kullanabilir. Bu, topluluktaki digerlerinin ne
durumda olduguna dair bir fikir edinmek igin
performanslarini zaten dlgmekte olan benzer kuruluslardan
alinan performans bilgilerinin kullaniimasini icerir.

Objectives

Safety objectives can be difficult to communicate and may
seem challenging to achieve; by breaking them down into
smaller concrete safety targets, the process of delivering
them is easier to manage. In this way, targets form a crucial
link between strategy and day-to-day operations.
Organizations will identify the key areas that drive the
safety performance and establish a way to measure them.
Once an organization has an idea what their current level
of performance is by establishing the baseline safety
performance, they can start setting SPTs to give everyone
in company a clear sense of what they will be aiming to
achieve. The organization may also use benchmarking to
support setting performance targets. This involves using
performance information from similar organizations that
have already been measuring their performance to get a
sense of how others in the community are doing.

Alarm / Hedef Segimi

Emniyet Géstergeleri, emniyet performansinin taktiksel
izleme ve Olgum araclaridir. Bir emniyet programinin ilk
gelistirilmesi ve uygulanmasi sirasinda, emniyet
performansi seviyesi normal olarak yuksek ¢iktil
sonuglarla (kaza ve ciddi olay oranlari gibi) ve yluksek
seviyeli sistem degerlendirme sonugclariyla ilgili emniyet
gostergeleri ile temsil edilir. Emniyet programi
olgunlastikga, emniyet performansi seviyesi, daha disik
sonuclu sistem sonuglarini veya sapma olaylarini temsil
eden gostergelerle tamamlanabilir. Emniyet performansi
goOstergeleri genellikle teknik, kalite veya guvenilirlik kontrol

Alert / Target Choosing

Safety Indicators are tactical monitoring and measurement
tools of the safety performance. During the initial
development and implementation of a safety program, the
level of safety performance is normally represented by
safety indicators related to high- consequence outcomes
(such as accident and serious incident rates) and high-level
system assessment outcomes. As the safety program
matures, the level of safety performance can be
complemented by indicators representing lower-

consequence system outcomes or deviation events. Safety
performance indicators are generally monitored using basic

sistemlerinde yaygin olarak kullanilan alarm / hedef|quantitative data trending tools that generate graphs or
seviyelerini iceren grafikler veya cizelgeler olusturan temel|charts that incorporate alert / target levels commonly used
nicel veri egilim araglari kullanilarak izlenir. in technical, quality or reliability control systems.

Hedefler, uzun vadeli emniyet performansi hedeflerini|Targets define long-term safety performance objectives.
tanimlar. Sayisal terimlerle ifade edilirler ve somut,|They are expressed in numerical terms and must be
Olgllebilir, kabul edilebilir, gtivenilir ve ilgili olmalidir.|concrete, measurable, acceptable, reliable and relevant.
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Hedeflere asamali olarak veya uzun bir siire boyunca
ulasilacaksa, hedeflerin ayrica kilometre taslarina sahip
tamamlanma tarihlerini icermesi gerekir. Hedefler, bir|
emniyet programinin etkililigini saglamanin ve géstermenin
Olculebilir bir yolunu sagdlar.

Hedef belirleme, uygulanabilir emniyet riski seviyesi,

Targets also need to contain completion dates with
milestones if the target is to be achieved in phases or over
an extended period of time. Targets provide a measurable
way of ensuring and demonstrating the effectiveness of a
safety program.

Target setting will take into consideration factors such as

havacilik sistemindeki iyilestirmelerle ilgili maliyetler ve|the applicable level of safety risk, the costs and benefits
faydalar ile havacilik endistrisinin emniyetine iliskin|frelated to improvements to the aviation system, as well as
beklentiler gibi faktérleri dikkate alacaktir. istenilen|lexpectations regarding the safety of aviation industry. The
iyilestirme hedeflerinin belirlenmesi, ilgili havacilik sektori|setting of desired improvement targets will be determined
icin gercekci olarak nelerin basarilabileceillafter considering what is realistically achievable for the
degerlendirildikten sonra belirlenecektir. Gegmis trend|associated aviation sector. It will take into consideration
verilerinin mevcut oldugu bu belirli emniyet géstergesinin|recent historical performance of that particular safety

son gegmis performansini dikkate alacaktir.

Tanimlanmis her bir emniyet performansi goéstergesi (SPI)
icin, belirli bir izleme periyodu sirasinda kabul edilemez
performans esigini (anormal meydana gelme orani)
olcen karsilik gelen bir Alarm Seviyesi tanimlanir. Tutarli
egilim belirleme veya kiyaslama analizlerini kolaylastirmak
icin alarm seviyelerini belirlemek icin nesnel veriye dayali
kriterlerin kullaniimasi ¢cok dnemlidir.

Bir Alarm Seviyesi Ayari, emniyet gostergesi tablosunun
kabul edilebilir olanlarini, kabul edilemez performans

indicator, where historical trend data are available.

A corresponding Alert Level is identified for each safety
performance indicator (SPI), quantifying the unacceptable
performance threshold (abnormal occurrence rate)
during a specified monitoring period. The use of objective
data-based criteria for setting alert levels is essential to
facilitate consistent trending or benchmarking analyses.

An Alert Level Setting separates the acceptable from the

unacceptable performance regions of a safety indicator

bélgelerinden ayirir ve belirli bir emniyet géstergesi ile|chart and is the primary trigger (caution/alarm bell) for
ilgili diizeltici eylem igin birincil tetikleyicidir (uyari / alarm|[remedial action related to a particular safety indicator. A
zili). Bir alarm seviyesinin ihlali, alarmin nedenine iliskin|breach of an alert level warrants follow-up investigation as
takip arastirmasini ve gerekli oldugu durumlarda bununito the cause of the alert and consequent corrective or
sonucunda diizeltici veya hafifletici eylemleri garantijmitigating actions where necessary. Follow-up actions
eder. Takip eylemleri, gecerli oldugu sekilde temelfinvolve coordination with affected units to identify root
nedenleri, tehlikeleri ve ilgili riskleri belirlemek igin etkilenen|jcauses, hazards and associated risks as applicable.
birimlerle koordinasyonu igerir.

Genel emniyet oOlgutleri uygulamalarinda oldugu gibi,|As in generic safety metrics practices, the use of the
popllasyon standart sapmasinin (STD SAPMA) kullanimi,|[population standard deviation (STDEVP) provides a basic
alarm kriterlerinin belirlenmesi igin temel bir objektif yontem|jobjective method for setting alert criteria. This method
saglar. Bu yontem, belirli bir emniyet gostergesinin énceki|derives the standard deviation (SD) value based on the
gecmis veri noktalarina dayali olarak standart sapmalpreceding historical data points of a given safety
(SD) degerini turetir. Bu SD degeri arti gegmis veri setinin|findicator. This SD value plus the average (mean) value of]
ortalama (ortalama) degeri, bir sonraki izleme dénemi igin|the historical data set forms the basic alert value for the
temel alarm degerini olusturur. SD ilkesi (temel bir MS|next monitoring period. The SD principle (a basic MS Excel
Excel iglevi), volatilitesi (veri noktasi dalgalanmalari) dahilfunction) sets the alert level criteria based on actual
olmak Uzere verilen gostergenin (veri seti) gercek gegcmig|historical performance of the given indicator (data set),

performansina dayali olarak alarm seviyesi kriterlerini
belirler. Daha degisken bir gecmis veri seti, sonraki izleme
donemi igin daha yuksek (daha comert) alarm seviyesi
degerlerine neden olacaktir.

Emniyet gostergeleri genellikle her sektor icin kaza ve ciddi
olay oranlari gibi yiiksek sonuglu emniyef
gOstergelerinden olusur. Bu tir verilerin normalde mutlak|

including its volatility (data point fluctuations). A more
volatile historical data set will result in higher (more
generous) alert level values for the next monitoring period.

Safety indicators generally consist of high-consequence
safety indicators such as accident and serious incident]

rates for each sector. It is important that such data will

olay sayilari yerine oran cinsinden ifade edilmesi|normally be expressed in terms of rate instead of absolute
onemlidir. Ardindan, olgun bir emniyet programifincident numbers. Subsequently at a mature safety
asamasinda, paketi tamamlamak i¢in daha dlslk sonugclu|program stage, lower-consequence safety indicators may
emniyet gostergeleri gelistirilebilir. (Disik sonug|then be developed to supplement package. (Lower-
goOstergeleri bazen - proaktif / 6ngoriicli; gostergeler olarak|consequence indicators are sometimes termed — proactive /|
adlandirilir.) predictive; indicators.)

Emniyet Gostergeleri, Hedefler ve Alarm Ayarlari|Once Safety Indicators, Targets and Alert Settings has
tanimlandiktan sonra, her emniyet gostergesinin|fbeen defined, it is then possible to compile a summary of]
performans sonuglarinin bir 6zetini diizenli olarak derlemek|the performance outcomes of each safety indicator on a
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mUmkindir. Her gosterge icin hedef ve uyari seviyesi daha|regular basis. The target and alert level for each indicator
sonra ilgili performans (basari) durumlari igin kontrol|may then be checked for their respective performance
edilebilir. Eksiksiz emniyet gostergeleri paketinin genell|(achievement) status. A consolidated summary of the
hedef / alarm performansi sonucunun birlestiriimis bir 6zetiloverall target / alert performance outcome of the complete
daha sonra o belirli yil veya izleme dénemi i¢in derlenebilir.||safety indicators package may then be compiled for that
istenirse, ulasilan her hedef igin niceliksel bir deger|particular year or monitoring period. If desired, a
atanabilir? ve her bir uyari seviyesi ihlal edilmedi mi?||quantitative value may be assigned for each -target
(olumlu noktalar). Bu, daha sonra emniyet performansininachieved? and each -alert level not breached? (positive
sayisal veya ylzde 6lgimini saglayabilir. Belirli bir yilpoints). This may then provide a numerical or percentage
veya izleme doénemi igin emniyet performansi, 6nceki veyalmeasurement of safety performance. Safety performance
gelecekteki performansla kargilastirilabilir. for a given year or monitoring period may be compared with
previous or future performance.

Emniyet gostergelerinin zaman iginde etkili ve uygun|To ensure that safety indicators remain effective and
kalmasini saglamak igin, mevcut gostergeler, hedefler veyallappropriate over time, they need to be reviewed
alarmlarda herhangi bir degisiklik veya ekleme gerekip|jperiodically to determine if any modifications or additions
gerekmedigini belirlemek i¢in periyodik olarak gozden|to existing indicators, targets or alerts are needed. This
gecirilmeleri gerekir. Bu periyodik gbzden gegirme ve|periodic review and any resulting changes may be
bunun sonucunda ortaya ¢ikan degisiklikler, uygun oldugujaddressed at the safety programme coordination platform
yerlerde emniyet programi koordinasyon platformu|level where appropriate.

seviyesinde ele alinabilir.
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Alarm / Hedef Ayari Alert/Target Setting

a) Alarm seviyesi ayari: a) Alert level setting:

Yeni bir izleme donemi (cari yil) igcin alarm seviyesi,
Onceki donemin (6nceki yil) performansina, yani veri
puan ortalamasina ve standart sapmaya dayanir. Ug
alarm satiri ortalama + 1 SD, ortalama + 2 SD ve
ortalama + 3 SD'dir.

b) Alarm seviyesi tetikleyicisi:

Mevcut izleme donemi (cari yil) igin asagidaki
kosullardan herhangi biri karsilanirsa bir alarm (anormal /
kabul edilemez egilim) gosterilir:

e herhangi bir 1 (tek) nokta 3 SD ¢izgisinin
tizerindedir,

o 2 ardisik nokta 2 SD ¢izgisinin lizerindedir,

e 3 ardisik nokta 1 SD gizgisinin lizerindedir.

The alert level for a new monitoring period (current year) is
based on the preceding period’s performance (preceding
year), namely its data points average and standard deviation.
The three alert lines are average + 1 SD, average + 2 SD
and average + 3 SD.

b) Alert level trigger:

An alert (abnormal/unacceptable trend) is indicated if any of]
the conditions below are met for the current monitoring period
(current year):

e any 1 (single) point is above the 3 SD line,
e 2 consecutive points are above the 2 SD line,
e 3 consecutive points are above the 1 SD line.
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Bir alarm tetiklendiginde (potansiyel yuksek risk veya
kontrol disi durum), anormal olay oraninin kaynagini ve
temel nedenini belirlemek icin daha fazla analiz ve kabul
edilemez olani ele almak icin gerekli herhangi bir eylem
gibi uygun takip eylemi beklenir.

c) Hedef seviye belirleme (planl iyilestirme):

Hedef seviye ayari, alarm seviyesi ayarindan daha az
yapilandiriimig olabilir; 6rnegin, yeni (mevcut yil) izleme
doneminin ortalama oranini, onceki donemin ortalama
degerinden % 5 daha diisiik veya daha yiiksek (daha
iyi) olacak sekilde hedefleyin.

d) Hedefe ulagma:

Cari yilin sonunda, cari yil igin ortalama oran, bir 6nceki
yilin ortalama oranindan en az % 5 daha az veya daha
fazla ise, % 5'lik bir iyilestirme olarak belirlenen hedefe
ulasildigi kabul edilir.

e) Alarm ve hedef seviyeleri - gegerlilik siiresi:

When an alert is triggered (potential high risk or out-of-control
situation), appropriate follow-up action is expected, such
as further analSPIs to determine the source and root cause
of the abnormal incident rate and any necessary action to
address the unacceptable trend.

c) Target level setting (planned improvement):

The target level setting may be less structured than the alert
level setting, e.g., target the new (current year) monitoring
period’s average rate to be say 5% lower or higher (better)
than the preceding period’s average value.

d) Target achievement:

At the end of the current year, if the average rate for the
current year is at least 5% less or more than the preceding
year’s average rate, then the set target of 5% improvement is

deemed to have been achieved.

e) Alert and target levels — validity period:

Alarm ve hedef seviyeleri, her yeni izleme dénemi igin,
oOnceki esdeger donemin ortalama oranina ve

Alert and target levels will be reviewed / reset for each new
monitoring period, based on the equivalent preceding

gegcirilecek / sifirlanacaktir.

uygulanabilir oldugu sekilde SD'ye gore gdézdenj|period’s average rate and SD, as applicable.

(03.01.03)- Monitoring the Performance of SPIs including Remedial Action (Whenever Unacceptable or

Abnormal Trends are Triggered)
Revizyon No: 9  Revizyon Tarihi: 25.03.2021
AMC1 ORO.GEN.200(a)(3)

Bir emniyet performansi yonetim yapisi kurmanin
tartismasiz en 6nemli sonucu, bilgilerin kurulusun karar|
vericilerine sunulmasidir, bdylece mevcut, glvenilir
emniyet verilerine ve emniyet bilgilerine dayali kararlar|
alabilirler. Amag, her zaman Emniyet Politikasina ve
Emniyet Hedeflerine uygun kararlar almak olacaktir.

Emniyet performansi yonetimi ile ilgili olarak, veriye dayall
karar verme, izlenen ve olgllen SPI'lerin veya diger
raporlarin ve emniyet verileri ve emniyet bilgilerinin
analizlerinin sonuglarina dayali olarak etkili, iyi
bilgilendirilmig kararlar vermekle ilgilidir. Baglam saglayan
bilgilerle birlikte gegerli ve ilgili emniyet verilerinin
kullaniimasi, kurumu emniyet amag ve hedefleriyle uyumlu
kararlar almada destekler.

Baglamsal bilgiler, diger paydas onceliklerini, verilerdeki
bilinen eksiklikleri ve kararla iliskili artilari, eksileri,
firsatlari, sinirlamalari ve riskleri degerlendirmek igin diger
tamamlayici verileri de icerebilir. Bilginin kolayca erisilebilir|
ve yorumlanmasi kolay olmasi, karar verme surecinde
onyargl, etki ve insan hatasini azaltmaya yardimci olur.

Arguably the most important outcome of establishing a
safety performance management structure is the
presentation of information to the organization’s
decision makers so they can make decisions based on
current, reliable safety data and safety information. The
aim will always be to make decisions in accordance
with the Safety Policy and towards the Safety
Objectives.

In relation to safety performance management, data-driven
decision-making is about making effective, well-informed
decisions based on the results of monitored and measured
SPIs, or other reports and analysis of safety data and
safety information. Using valid and relevant safety data
combined with information that provides context supports
the organization in making decisions that align with its
safety objectives and targets.

Contextual information may also include other stakeholder
priorities, known deficiencies in the data, and other
complementary data to evaluate the pros, cons,
opportunities, limitations and risks associated with the
decision. Having the information readily available and easy
to interpret helps to mitigate bias, influence and human
error in the decision-making process.

Veriye dayali karar verme, ayni zamanda, emniyet

Data-driven decision-making also supports the evaluation
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hedeflerinde herhangi bir yeniden belirlemeyi desteklemek
icin gecmiste alinan kararlarin degerlendirilmesini de
destekler.

of decisions made in the past to support any realignment|
with the safety objectives.

(03.02)- Safety-related (Internal) Investigations and Remedial Actions
Revizyon No: 9 Revizyon Tarihi: 25.03.2021
AMC1 ORO.GEN.200(a)(3)

Emniyet incelemesi Safety Investigation

Etkili emniyet yonetimi, emniyet olaylarini ve emniyet|Effective safety management depends on quality
tehlikelerini analiz etmek igin kalite arastirmalarina ve|investigations to analyse safety occurrences and safety
calisma ortaminda guvenligi iyilestirmek igin bulgular ve|lhazards, and report findings and recommendations to

tavsiyeleri raporlamaya baghdir.

Kaza ve olay incelemeleri ile sirket emniyet incelemeleri
arasinda acik bir ayrim vardir. Kazalarin ve ciddi olaylarin
incelenmesi / sorusturulmasi hikimetlerin
sorumlulugundadir. Bu tur bilgiler, kazalardan ve olaylardan
cikarilan dersleri yaymak igin gereklidir.

Sirket emniyet incelemeleri, tehlike tanimlama ve risk

degerlendirme slreglerini desteklemek igcin SMS'in bir|

improve safety in the operating environment.

There is a clear distinction between accident and incident
investigations and company safety investigations.
Investigation of accidents and serious incidents are the
responsibility of the governments. This type of information
is essential to disseminate lessons learned from accidents
and incidents.

Company safety investigations are conducted as part of its
SMS to support hazard identification and risk assessment|

parcasi olarak yurutalur. Degerli bir tehlike tanimlamaljprocesses. There are many safety occurrences that fall
kaynagi saglayabilecek veya risk kontrollerindekiljoutside that could provide a valuable source of hazard
zayifliklari belirleyebilecek, ortaya ¢ikan birgcok emniyet|identification or identify weaknesses in risk controls. These
olayi vardir. Bu sorunlar, sirket tarafindan yurutilen bir|problems might be revealed and remedied by a safety
emniyet incelemesiyle ortaya ¢ikarilabilir ve ¢ozulebilir. investigation led by company.

Emniyet incelemesinin birincil amaci, ne oldugunu anlamak||The primary objective of the safety investigation is to
ve emniyet eksikliklerini ortadan kaldirarak veyajunderstand what happened, and how to prevent similar|
hafifleterek gelecekte benzer durumlarin meydanalsituations from occurring in the future by eliminating or
gelmesinin nasil engellenecegidir. Bu, olayin dikkatli ve|mitigating safety deficiencies. This is achieved through
metodik olarak incelenmesi ve 6grenilen derslerin|careful and methodical examination of the event and by
gelecekteki tekrarlarin olasiligini ve / veya sonuglariniljapplying the lessons learned to reduce the probability
azaltmak icin uygulanmasiyla elde edilir. Emniyet|jand/or consequence of future recurrences. Safety

incelemeleri, SMS'in ayrilmaz bir parcasidir.

Emniyet olaylari ve tehlikelere iliskin sirket incelemeleri,
havacilikta genel risk yonetimi slirecinin énemli bir
faaliyetidir. Bir emniyet incelemesi yuratmenin faydalari
sunlari icerir:

a) Meydana gelen olaya yol agan olusumlari daha iyi
anlamak;

b) katkida bulunan insani, teknik ve organizasyonel
faktorleri belirlemek;

c) tehlikelerin belirlenmesi ve risk dederlendirmelerinin
yapilmasi;

d) kabul edilemez riskleri azaltmak veya ortadan kaldirmak
icin tavsiyelerde bulunmak; ve

e) havacilik toplulugunun uygun Gyeleriyle paylasilacak
ogrenilen dersleri belirlemek.

inceleme Tetikleyicileri
Bir sirket emniyet sorusturmasi, genellikle emniyet

raporlama sistemi araciligiyla sunulan bir bildirim (rapor) ile
tetiklenir.

investigations are an integral part of SMS.

Company investigations of safety occurrences and hazards
are an essential activity of the overall risk management
process in aviation. The benefits of conducting a safety
investigation include:

a) gaining a better understanding of the events leading up
to the occurrence;

b) identifying contributing human, technical and
organizational factors;

c) identifying hazards and conducting risk assessments;

d) making recommendations to reduce or eliminate
unacceptable risks; and

e) identifying lessons learned that will be shared with the
appropriate members of the aviation community.

Investigation Triggers
A company safety investigation is usually triggered by a

notification (report) submitted through the safety reporting
system.
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Tum olaylar veya tehlikeler incelenmez veya|Not all occurrences or hazards can or will be investigated;
incelenmeyecektir; bir inceleme yuritme karari ve derinligi,|the decision to conduct an investigation and its depth will
olayin veya tehlikenin gergek veya potansiyel sonuglarinaldepend on the actual or potential consequences of the
bagli olacaktir. Yiksek risk potansiyeline sahip oldugulfoccurrence or hazard. Occurrences and hazards
dusunulen olaylar ve tehlikelerin incelenmesi daha olasidir|considered to have a high-risk potential are more likely to
ve daha dusuk risk potansiyeline sahip olanlara gére daha|be investigated and will be investigated in greater depth
derinlemesine incelenecektir. KAAN AIR, tanimlanmis|than those with lower risk potential. KAAN AIR will use a
tetikleme noktalari ile yapilandirilmis bir karar verme|structured decision-making approach with defined trigger
yaklasimi kullanacaktir. Bunlar, emniyet incelemesi|points. These will guide the safety investigation decisions:

kararlarina yol g6sterecektir: neyin arastirilacagi ve
sorusturmanin kapsami. Bu sunlari igerebilir:

a) sonucun ciddiyeti veya potansiyel ciddiyeti;

b) bir inceleme yliritmek igin dizenleyici veya
organizasyonel gereklilikler;

c) elde edilecek emniyet degeri;

d) emniyet 6nlemi alinmasi igin firsat;

e) inceleme yapmama ile iligkili riskler;

f) hedeflenen emniyet programlarina katki;

g) belirlenen egilimler;

h) egitime faydasi; ve

i) kaynaklarin kullanilabilirligi.

inceleme Personeli Atama

Bir inceleme baslatilacaksa, ilk eylem bir inceleme
personeli atamak veya kaynaklarin mevcut oldugu yerlerde,
gerekli becerilere ve uzmanliga sahip bir inceleme ekibi
olacaktir. Ekibin boyutu ve Gyelerinin uzmanlik profili,
incelenen olayin niteligine ve ciddiyetine baghdir. Inceleme
ekibi diger uzmanlarin yardimina ihtiya¢c duyabilir.
Genellikle, operasyonlar ve emniyet ofisi uzmanlarinin
destegiyle dahili bir inceleme yurutmek Gzere tek bir kisi
gOrevlendirilir.

Emniyet inceleme personeli ideal olarak, meydana gelme
veya tanimlanan tehlike ile iligkili alandan organizasyonel

what to investigate and the scope of the investigation. This
could include:

a) the severity or potential severity of the outcome

b) regulatory or organizational requirements to carry out an
investigation;

c) safety value to be gained;

d) opportunity for safety action to be taken;

e) risks associated with not investigating;

f) contribution to targeted safety programmes;

g) identified trends;

h) training benefit; and

i) resources availability.

Assigning an Investigator

If an investigation is to commence, the first action will be to
appoint an investigator or where the resources are
available, an investigation team with the required skills and
expertise. The size of the team and the expertise profile of]
its members depend on the nature and severity of the
occurrence being investigated. The investigating team may
require the assistance of other specialists. Often, a single
person is assigned to carry out an internal investigation,
with support from operations and safety office experts.

Safety investigators are ideally organizationally
independent from the area associated with the occurrence

olarak bagimsizdir. incelemeci (ler) sirket emniyet|or identified hazard. Better results will be obtained if the
incelemelerinde bilgili (egitimli) ve yetenekli (deneyimli) isellinvestigator(s) are knowledgeable (trained) and skilled
daha iyi sonuglar elde edilecektir. incelemeciler ideal olarak|(experienced) in company safety investigations. The
rolleri i¢in bilgi, beceri ve butinluk, nesnellik, mantiksalllinvestigators would ideally be chosen for the role because
disinme, pragmatizm ve yanal disiinme vb. karakter|of their knowledge, skills and character traits, which will
Ozelliklerinden dolayi segilecektir. include; integrity, objectivity, logical thinking, pragmatism,
and lateral thinking.

inceleme Siireci Investigation Process

inceleme, ne oldugunu ve neden oldugunu belirleyecektir|The investigation will identify what happened and why it
ve bu, incelemenin bir pargasi olarak kok neden analizinin|happened, and this may require root cause analSPlIs to
uygulanmasini gerektirebilir. ideal olarak, olaya dahil olan|jbe applied as part of the investigation. Ideally, the people
kisiler olaydan sonra mimkuin olan en kisa sliredelinvolved in the event will be interviewed as soon as
miilakata alinacaktir. Inceleme sunlari icerecektir: possible after the event. The investigation will include:

a) ilgili kisilerin eylemleri de dahil olmak Gzere énemli
olaylarin zaman gizelgelerini olusturmak;

b) faaliyetlerle ilgili herhangi bir politika ve prosediiriin
gozden gecirilmesi;

c) olayla ilgili olarak alinan
gecirilmesi;

d) olayin meydana gelmesini 6nleyecek olan yirurlikte
olan risk kontrollerinin belirlenmesi; ve

e) onceki veya benzer olaylar igcin emniyet verilerinin
gozden gecirilmesi.

a) establishing timelines of key events, including the
actions of the people involved;

b) review of any policies and procedures related to the
activities;

c) review of any decisions made related to the event;

d) identifying any risk controls that were in place that will
have prevented the event occurring; and

e) reviewing safety data for any previous or similar,
events.

kararlarin gozden

SAFETY MANAGEMENT MANUAL (SMM)
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Emniyet incelemesi, suglama veya cezaya degil,
tanimlanan tehlikelere ve emniyet risklerine ve iyilestirme
firsatlarina odaklanacaktir. incelemenin yiriitilme sekli ve
en onemlisi, raporun nasil yazilacagi, olasi emniyet
etkisini, kurulusun gelecekteki emniyet kiltirini ve
gelecekteki emniyet girisimlerinin etkililigini etkileyecektir.

inceleme, emniyet eksikliklerini ortadan kaldiran veya
azaltan acgikga tanimlanmis bulgular ve dnerilerle
sonuglanacaktir.

The safety investigation will focus on the identified hazards
and safety risks and opportunities for improvement, not on
blame or punishment. The way the investigation is
conducted, and most importantly, how the report is written,
will influence the likely safety impact, the future safety
culture of the organization, and the effectiveness of future
safety initiatives.

The investigation will conclude with clearly defined
findings and recommendations that eliminate or mitigate
safety deficiencies.

(03.03)- Management Of Change

AMC1 ORO.GEN.200(a)(3) / ORA.GEN.200(a)(3)

KAAN HAVACILIK degisimden kaynaklanan riskleri
yonetecektir. Degisimin yonetimi, emniyet Uzerinde olumsuz
etki yaratacak harici ve dahili degisimlerin tanimlanmasi
icin dokimante edilmis bir sirectir. Mevcut tehlike
tanimlanma, risk degerlendirme ve azaltma usullerini
kullanir.

Degisimler, emniyet sorululuklarina istinaden kurumsal
degisimleri ihtiva eder.

Detayli olmayan ve dikkate alinmasi gereken érnekler
asagida sunulmustur:

Yeni talimatlar,

Yoénetimsel yeniden yapilanma,

Tasinma,

Devretme,

Birlesmeler,

Pazar yapisinda degisim, yeni pazarlarin gelistiriimesi,
vb.,

Ekonomik ve finansal baskida degisim,
Yeni operasyonlar ve/veya gorevler,

Yeni havaaraci tipi veya benzeri,

Yeni bakim usulleri, malzeme veya aletler,
ise alinmis yeni personel,

Yeni egitim saglayici.

Degisimlerin, degisik sekillerde olumlu ya da olumsuz
emniyet etkileri olabilir. Emniyet zerinde olumsuz etki
yaratacak herhangi bir degisim, KAAN HAVACILIK’In mevcut
tehlike tanimlanma, risk degerlendirme ve azaltma suregleri
Uzerinden tanimlanacak ve ydnetilecektir.

Degisim Yonetim Formu Ek-6'da sunulmustur.

"Tehlike" ve "Tehlikeler ve Arzu Edilmeyen Olaylar"in
kayitlar (Excel dosyalari), analiz edilecek herbir dahili ve
harici degisim icin giincellenecektir.

Farkli degisimler, 6zellikle beraber meydana gelmislerse
veya birbirleriyle iligkilendirilmigse, ortak bir Emniyet Etki
Degerlendirme’sinde gruplanabilir.

KAAN HAVACILIK'In degisim etki degerlendirme usulleri
asagida oldugu gibidir:

e Degisim(ler)in yapisini ve kapsamini belirle,
e Asagida yer alan konulari kapsayacak sekilde birincil

KAAN AIR shall manage safety risks related to a change.
The management of change is a documented process to
identify external and internal change that may have an
adverse effect on safety. It makes use of existing hazard
identification, risk assessment and mitigation processes.

Changes include organisational changes with regard to
safety responsibilities.

The following is a non-exhaustive list of examples of
changes that should be considered:

New regulations,

Managerial reorganisation,

Relocation,

Outsourcing,

Mergers,

Change of market structure, development of new
markets, etc.,

Change in economic and financial pressure,

New operations and/or missions,

New aircraft type or variant,

New maintenance procedures, equipment or tools,
Hiring new personnel,

New training provider,

Changes may have various positive or negative safety
impacts. Any change that may have an adverse effect on
safety shall be identified and managed through KAAN AIR’s
existing processes for hazard identification, risk
assessment and mitigation.

A Change Management Form is provided in Appendix-6.

The register of "Hazards" and " Hazards and Undesirable
Events" (Excel files) are to be updated for each internal or
external change to be analysed.

Different changes can be grouped in a common Safety
Impact Assessment, especially if they are introduced
together or if they are inter-related.

KAAN AIR’s change impact assessment procedure is
described as follows:

¢ |dentify the nature and scope of the change(s).
e Perform an initial Impact Assessment study covering:
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Etki Degerlendirmesi uygula:

o KAAN HAVACILIK isleme usulleri (isletme El
kitabi, Standart isletme Usulleri),

o Calisma organizasyonu (personel, takimlarin
olusturulmasi, takvim, ilave egitim, vb.)

o Temel yapi taglar (yer degistirme, park bélimleri,
vd.),

o Malzeme veya hava araci bakimi.

e Risk Degerlendirme Analizi uygula (bkz. Risk
Yonetim):

o Teklif edilen degisimin uygulanmasi ile ilgili
tehlikeleri ve muhtemel sonuglarini belirle,

o Mevcut risk kontrollerini belirle ve uygun
oldugunda ilave azaltma tedbirlerini agikla.

e Degisimin uygulanmasinda ve ihtiya¢ duyulan azaltma
tedbirlerinde yardimci olacak kilit personeli belirle ve
degisim ydnetim surecine dahil et.

e Bir uygulama plani belirle,

o ilgili finansal maliyetleri degerlendir,

e Personele teklif edilen degisimi duyur ve desteklerini
saglamak Uzere onlari projeye dahil et,

e Planda yer aldigi sekilde faaliyetleri uygula,

¢ Yayinlanmis Emniyet Performans izleme ve Olgiim
sureci Uzerinden bttn etklerini kontrol et.

o KAAN AIR’s operational procedures (Operations
Manual, Standart Operations Procedures),

o Work organisation (staffing, composition of the
teams, scheduling, additional training, etc.),

o Infrastructure (relocation, parking base, etc.),

o Maintenance of equipment or the aircraft.

e Perform a Safety Risk Analysis (See the Risk
Management section):

o |dentify hazards related to implementing the
proposed change and their possible
consequences,

o |ldentify existing risk controls and define, as
appropriate, additional mitigation measures.

¢ |dentify key personnel who will assist in implementing
the change and the mitigation measures required and
involve them in the change management process.

e Define an implementation plan.

e Assess related financial costs.

e Communicate the proposed change to the staff and
involve them in the project in an effort to garner their
support.

e Implement the actions as defined in the plan.

e Check the overall effects through the established
Safety Performance Monitoring and Measurement
process.

(03.04)- Continuous Improvement of the SMS

AMC1 ORO.GEN.200(a)(3) / ORA.GEN.200(a)(3)

KAAN HAVACILIK, sirekli olarak EYS ve emniyet
performansini gelistirecektir.

Emniyet Performansinin Geligtirilmesi

Emniyet Mdiri; Sorumlu Midire, emniyet performansi ile
ilgili olarak yillik bir rapor (risk seviyeleri, olay ve kaza
sekilleri, vb.) sunacaktir.

Bu rapor, dnceki yillarda ulasilan seviyeler ile ilgili olark bir
mukayese ihtiva edecektir ve bir 6nceki paragrafta agiklanan
ile birlestirilebilir.

Asagidaki ustller cergevesinde emniyet performansi sirekli
olarak gelistirilecektir:

e Tesis, malzeme, dokimantasyon ve usullerin, emniyet
denetimleri ve arastirmalarina istinaden proaktif ve
reaktif olarak degerlendirilmesi,

e Her bir bireyin emniyet sorumlulugunu yerine
getirmedeki performansini proaktif olarak
degerlendirme; ve

e Riskin kontrol ve azaltilmasinda kullanilan sistemin
verimliligini dogrulamak icin reaktif degerlendirme.

EYS’nin Gelistirilmesi

EYS'nin gelistirilmesi asagidaki usuller ¢ergevesinde

KAAN AIR shall continuously seek to improve its SMS and
safety performance.

Improvement of Safety Performance

The Safety Manager shall provide a report on safety
performance (risk levels, incident and accident figures,
etc.) annually to the Accountable Manager.

The report should include a comparison with the levels
achieved in previous years. This report can be merged
with the one mentioned in the previous paragraph.

Continuous improvement of safety performance should be
achieved through:

e proactive and reactive evaluations of facilities,
equipment, documentation and procedures through
safety audits and surveys;

e proactive evaluation of each individuals
performance to verify the fulfilment of their safety
responsibilities; and

e a reactive evaluation in order to verify the
effectiveness of the system for control and mitigation
of risk.

Improvement of the SMS

Continuous improvement of the SMS is achieved through:
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saglanir: e Assessment of how the SMS is functioning;

e |[dentification and analysis of possible
issues/challenges associated with the running of the
SMS;

e Implementing changes aimed at improving the SMS;

e Monitoring and reviewing the effects of any changes.

e EYS’nin galisma seklinin degerlendirilmesi;

e EYS’nin galismasina yénelik muhtemel sorun/karsi
koymalarin tanimlanmasi ve analiz edilmesi.

EYS’nin gelisimi icin hedeflenen degdisimleri uygulamaya

sokmak,
e Her turld degisimin etkilerinin izlenmesi ve gozden|Continuous improvement can also be achieved when the
gegirilmesi. SMS is functioning well, performance of the SMS can

.. S . . always be improved.
EYS normal olarak ¢alisirken siirekli gelisim saglanabilir ve
EYS performansi her zaman gelistirilebilir. Measures that can improve the SMS include:

EYS’nin gelisimi icin gerekli olan tedbirler sunlari ihtiva eder: Leaner procedures;

Improved safety reviews, studies and audits;
Improved reporting and analysis tools;

Improved hazards identification and risk assessment
processes and improved awareness of risks in KAAN
AR;

Improved relations with the subcontractors, suppliers
and customers regarding safety;

Improved communication processes, including
feedback from the personnel.

e Tutumlu olma usulleri;

e Gelistirilmis emniyet gézden gegirme, ¢alisma ve
denetimleri;

o Gelistirilmis raporlama ve analiz geregleri;

e Gelistiriimis tehlike tanimlama ve risk degerlendirme

surecleri ve KAAN HAVACILIK biunyesinde gelistiriimis

risk farkindahgi;

Emniyete yonelik alt yikleniciler, tedarikgiler ve

musteriler ile gelistirilmis iligkiler;

Personelden gelen geri bildirimleri de ihtiva eden

T . Continuous improvement of the SMS may target any
gelistiriimis iletisim suregleri.

component of the SMS, in other words any subject
addressed in this SMM which has the objective of

EYS’nin daimi gelisimi EYS blinyesinde herhangi bir unsuru;|[ > . ;
increasing the effectiveness of the system over time.

diger bir deyigle sistemin zaman icerisinde verimliligini
arttirmay1 amaglayan EYEK’de yer alan herhangi bir konuyu

hedefleyebilir. The Safety Manager performs a review of the SMS (how

effectively goals and objectives were met) and he/she
provides a report on the SMS (how effectively the SMS
works, the stage of implementation, results of audits and
review of actions, any issues/challenges and proposals
for improvement) annually to the Accountable Manager.

Emniyet Midurid EYS’nin genel bir dederlendirmesini
(hedeflere ulasmada verimlilik) yapar ve Sorumlu Midure
yillik olarak rapor (EYS calisma verimliligi, uygulamanin
seviyesi, denetimlerin sonuglari ve faaliyetlerin gézden

gecirilmesi, gelisim igin teklifler) sunar.

(03.05)- SMS Audit

GM4 ORO.GEN.200(a)(6) / ORA.GEN.200(a)(6)

Emniyet denetimleri yénetim sisteminin butinligine
odaklanir ve periyodik olarak emniyet risk kontrollerinin
durumunu degerlendirir.

KAAN AIR, SMS ve guvenlik performansinin etkinligini
gelistirmek veya artirmak icin bir gaba icinde uygun
dizeltici eylemler yoluyla tim denetleme bulgularini giderir.
Denetlemeden baska diizeltici islemler form modeli Ek-5'de
bulunmaktadir.

ic Denetlemeler

Emniyet Midirl i¢ emniyet denetimlerinden sorumludur
ancak baska bir dahili veya harici denetgi tarafindan
desteklenebilir.

Disg Denetlemeler

SMS, SHGM tarafindan denetlenir ve Sorumlu Yoéneticisi
tarafindan onaylanan bir musteri tarafindan denetime tabi
olabilir.

Safety audits focus on the integrity of the management
system and periodically assess the status of safety risk
controls.

KAAN AIR addresses all audit findings through appropriate
corrective actions in an effort to restore and/or improve the
effectiveness of the SMS and safety performance. A Model
of a Corrective Action Form further to an audit is provided
in Appendix-5.

Internal Audits

The Safety Manager shall have responsibility for the
internal Safety Audits but he/she is assisted by another
internal or external auditor.

External Audits

The SMS is audited by TR DGCA and may also be subject
to audit by a customer where approved by the Accountable
Manager.
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04-SAFETY PROMOTION
AMC1 ORO.GEN.200(a)(4) / AMC1 ORA.GEN.200(a)(5)

(04.00)- Safety Promotion

AMC1 ORO.GEN.200(a)(4) / AMC1 ORA.GEN.200(a)(5)

Emniyet Tesvigi, bir isletme dahilinde bitlin personelin
gunlik faaliyetleri esnasinda emniyet konusunda Kilit
personel olduklarinin farkinda olmalarini saglamak igin
emniyet kultirinun yukseltiimesini hedefleyen bir siregtir.

KAAN HAVACILIK Emniyet Yénetim Sisteminde yoneticiler
onemli aktdrlerdir. Butln faaliyetlerinde emniyete olan
bagliliklarini gdsterirler ve dikkat ederler. Emniyet
seviyesinin yukseltiimesinde etkili rol alirlar ve 6érneklemeyle
liderlik yaparlar.

Emniyet konusunda egitim ve etkili iletisim, emniyet
tesviginde iki 6nemli suregtir.

Safety Promotion is a process aimed at promoting a culture
of safety by ensuring that all personnel in an organisation
are aware that, at their level and in their day-to-day activity,
they are key players in safety and that everyone, therefore,
contributes to an effective SMS.

Managers are important actors of KAAN AIR’s Safety
Management System. In all the activities they manage,
they demonstrate commitment to safety and take care of
safety aspects. They lead by example and have an
essential role to play for safety promotion.

Training and effective communication on safety are two
important processes supporting safety promotion.

(04.01)- Training and Education

AMC1 ORO.GEN.200(a)(4) / ORA.GEN.200(a)(4)

parcasidir.

Emniyet egitimleri KAAN Havacilik Egitim programinin bir|Safety training is an integral part of KAAN AIR’s training

programme.

kayitlari saklanir.

teknik konulari intiva eder.

faktorlerini dikkate alir ( 6r. usuller).

kendi bagina egitim, sinif ortami egitimi ihtiva edebilir.

Ornek sinav Ek-9 da yer almaktadir.

Butin personel uygun oldugu sekilde kendi emniyet
sorumluluklari icin emniyet egitimi alir ve gerekli butin egitim

Batun personel kendi yeterliliklerini muhafaza etmek igin
egitim alir. Bu egitim, yUrirlikteki uygulamalara ve kurallara
gelecek her turli degisim, isletme usulleri ve emniyet ile ilgili

Egitim ve yeterlilik gelisimi tanimlanmis risklerin azaltiimasi
kapsaminda gerekli oldugundan, egitim ve emniyet risk
yonetimi arasinda bir baglanti mevcuttur. Diger risk kontrol
tipleri, egitimde ele alinacagi Gzere, malzeme ve isletme

Emniyet egitim programi, herhangi bir gérsel Gzerinden
(gazeteler, ugus emniyet dergileri, Power Point sunusu, vb.)

isletme personeline verilen egitimin etkinligini gézden gegiren
bir degerlendirme sinavi, egitim sonunda uygulanacaktir.

All personnel receive safety training as appropriate for
their safety responsibilities and adequate records of all
safety training provided are to be kept.

All personnel receive training to maintain their
competences. This includes notification of any changes to
applicable regulations and rules, Company procedures,
and safety-relevant technical matters.

There is a link between training and safety risk
management as training and competence development is
one of the means through which identified risks can be
reduced. Other types of risk controls concern equipment
or organisational factors (e.g. procedures), which in turn
can also be addressed in training.

The safety training programme may consist of self-study
via a media (newsletters, flight safety magazines, power
point, etc.), class-room training.

An assessment questionarre that reviews the
effectiveness of training will be done to personnel at the
end of training. Sample questionarre is at Appendix-9

sayfadadir:

Sirkete yeni katilan personel i¢cin ve tazelemelerde
kullanilabilecek érnek bir EYS egitimi tablosu muteakip

The following page table is an example of SMS training
that can be conducted for new staff members (induction
training) and provided as recurrent training:
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Personel Gorevine Gore Egitim Konulari ve Tazeleme Periyotlari /
Subject of Trainings on Duty of Personnel and Recurrent Periods

NO Egitimin Konusu Kim igin Baslangic / Tazeleme
Subjects of Training For Who Initial / Recurrent
isletmenin emniyet politikasi, amaglar ve hedefler;
Organizational safety policies, goals and objectives;
isletmedeki emniyetle ilgili gbrevler ve sorumluluklar;
2 ||Organizational safety roles and responsibilities related to
safety;
3 Temel emniyet risk yénetim prebsipleri;
Basic safety risk management principles;
4 Emniyet raporlama sistemleri;
Safety reporting systems; Tdm Calisanlar ise ilk giriste
Emniyet yonetim destedi (dederlendirme ve denetim
5 programlari dahil) All Employee Once at employement
Safety management support (including evaluation and audit
programmes);
Emniyet bilgilendirmelerinin iletiimesi igin iletisim hatlari
6 |[Lines of communication for dissemination of safety
information;
Egitimin etkinligini 6lgen dogrulama sireci
7 |Validation process that measures the effectiveness of
training;
- Belgelenmis ilk tanitim ve tazeleme egitim ihtiyaglari,
- Ulusal ve sirketsel emniyet gerekliliklerine uygunluk,
- Emniyet performans hedeflerini olusturma ve uyari seviyeleri Blyuk Degisiklik
icin materyaller, meydana geldiginde
- SMS ve igletmenin is stratejisinin batand ile iligkisini anlama. ||Sorumlu Madlr ve Birim veya
YoOneticileri enge¢ Yilda Bir
- Documented initial indoctrination and recurrent training
8 requirements,
- Compliance with national and organizational safety|Accountable Manager and| When Major Change
requirements, Unit Managers Occurs
- Material on establishing safety performance targets and or
alert levels, Once in a Year latest.
- Understanding of the SMS and its relationship to the
organization’s overall business strategy.

(04.02)- Safety Communication

AMC1 ORO.GEN.200(a)(4)

KAAN HAVACILIK asagidaki usuller Gizerinden emniyet ile ilgili
hususlar kapsaminda etkili bir iletisim sistemi tesis edecektir:

e Personelin SMS farkindaliginin artirilmasini saglayan,

o Emniyeti artirmak i¢in uygulanan énlem ve faaliyetlerin
gerekgelerini aciklayan,

e Toplanti, bilten, duyuru, vb. araclar ile kritik emniyet
bilgilerinin paylasiimasini saglayan.

iletisim ayni zamanda, herkesin tehlike ve olugumlari rapor
etmesinin taahhidind ve rapor edenlere geri beslemelerin
gonderilmesini kuvvetlendirir.

Emniyet konularinda iletisime girmek ve bilgi, faaliyet ve

KAAN AIR shall establish an effective communication
system regarding safety related matters that:

e Increases the SMS awareness of the staff,

e Explain the reasons for the measures and activities
implemented to increase safety,

e Enables the sharing of critical safety information with
tools; such as meeting, bulletin, announcement, etc.

Communication also reinforces the commitment of
everyone to report hazards and occurrences and provides
feedback to the reporters (an essential condition for
sustained reporting).

Regular meetings are organised with the personnel to
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usulleri tartismak Uzere dizenli toplantilar tertiplenir.

Etkinin maksimuma ¢ikariimasi, butin personelin katiimasi
icin iletisim basit seviyede muhafaza edilir.

iletisim herkese aciktir. Tartismay tesvik eder, KAAN
HAVACILIK Emniyet Kultirini gelistirir ve EYS’nin
calistiriimasinda ogrenilenlerden ders gikarilmasini saglar.

Farkl iletisim metodlari kullanilabilir:

Emniyet toplantilari,

Emniyet brifingleri

E-mail, posta, 6neri kutulari,

Orijinal Malzeme Ureticilerinden, otoritelerden,
Helikopter Derneklerinden ve milli ve uluslararasi
Emniyet Girisimlerinden tedarik edilen emniyet bilgisi,

e Emniyet posterleri,

o Gazeteler, isletme negriyati,

¢ KAAN HAVACILIK dahilinde ve diginda ugus emniyet,
kaza ve olay raporlari,

Periyodik emniyet calismalari, denetim raporlari,
arastirma raporlari ve emniyet incelemeleri,

Isletme forum(lari) veya profesyonel iletisim aglari
(Linkedin, Facebook, Twitter, vb.),

e Yayinlara ve gazete/dergilere Uyelik.

iletisim iki yonli bir siirectir; toplantilar, emailler ve diger
etkilesimli metodlar personelden geri bilidirimi saglar ve
tartisma ortami yaratir.

communicate safety matters and discuss information,
actions and procedures.

Communication is kept simple and appropriate to
maximise effect, involve all personnel, and reinforce
personal and team commitment to safety.
Communication is open. It encourages discussion,
develops KAAN AIR’s Safety Culture and makes the most
of the lessons learned from running the SMS.

Different communication means can be used:

Safety meetings,

Safety briefings,

E-mail, postal mail, suggestion boxes,

Safety information from the OEMSs, the authorities,
Helicopter Associations and from national and
international Safety Initiatives,

e Safety campaigns, safety posters,

e Newsletters, Company journal,

e Flight safety digests, digest of accidents and
incidents, from within and outside KAAN AIR,

Digest of safety studies, audit reports, survey
reports, and safety reviews,

Company forum(s) or professional networks (e.g.
LinkedIn, Facebook, Twitter, etc.),

e Subscription to publications and journals,

Communication is a two way process, meetings, e-mails
and other interactive methods allow for the provision of
feedback from the personnel and can generate
discussion.
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05-EMERGENCY RESPONSE PLAN (ERP)
AMC1 ORO.GEN.200(a)(3)

(05.01)- Emergency Response Plan (ERP)

AMC1 ORO.GEN.200(a)(3)

Emniyet Muddrd; normal usullerden, Emercensi
prosedirlere ve sonrasinda tekrar normal usullere dénus
icin duizenli ve verimli bir gegisi saglamak igin bir Acil Durum
Eylem Planini (ADEP) hazirlar, koordine eder ve surdurur.

KAAN AIR Acil Durum Eylem Plani htips://kaanair-
depo.online/MANUALS/OPERATIONS/ internet adresinde
ayri bir dokiiman olarak yayimlanmistir.

The Safety Manager prepares, co-ordinates and maintains
an Emergency Response Plan (ERP) that should ensure
orderly and efficient transition from normal to emergency
operations, and the subsequent return to normal
operations.

KAAN AIR Emergency Response Plan is being issued
in a separate document at https://kaanair-
depo.online/MANUALS/OPERATIONS/ internet address.
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06-FDM - FLIGHT DATA MONITORING PROGRAMME
ORO.AOC.130/ SPA.HOFO.145

(06.00)- FDM - Flight Data Monitoring - General
ORO.AOC.130 /AMC1 ORO.AOC.130 / SPA.HOFO.145

N/A for now, will be used in the future needs.
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07-APPENDIXES
ORO.GEN.200

(07.01)- Appendixes List

ORO.GEN.200

Asagida listesi bulunan ekler El Kitabi Portalinin Appendix boéliminde yer almaktadir:
Appendix that in the below list can be found at Appendix section of electronic portal :

EK NO EK ADI
APPIS- (I)V bix APPENDIX NAME

1 Ugus Olay Raporu / Flight Occurrence Report

2a Bakim Olay Raporu / Maintenance Occurrence Report

2b TPAO Olay Bildirimi / Incident-Hazard TPAO

3 Emniyet - Tehlike Bildirim Formu (Degerlendirme) / Safety - Hazard Report (Evaluation)

4 Olay Bildirim ve Diizeltici Islem Takip / Occurrence Follow-up Action Form

5 Denetleme Sonrasi Diizeltici islem Formu érnegi / Example of Corrective Action Form further
to Audit

6 Degisiklik Yonetimi Formu érnegdi / Example of Change Management Form

7 Emniyet Veritabaninin isletilmesi Prosediirii / Procedure for Running the Safety Database

8 Emniyet Performans Goéstergeleri (EPG) ve Hedefler / Safety Performance Indicators (SPI)
and Objectives

9 Emniyet Degerlendirme Sinavi / Safety Assessment Questinarre

10 Emniyet Y6netim Sistemi Uygulama Plani / Safety Management System Implementation Plan

1" Emniyet Hedef, Performans ve Trend Formu / Safety Objectives, Performance Indicators
Trend Form

12 Emniyet Risk Degerlendirme Formu / Risk Assessment Form

13 Emniyet Gézden Gegirme Kurul Raporu / SRB Report

14 Tatbikat Raporu / Practice Report
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Safety Management Manual (SMM)

EK / Appendix 1 = Ugus Olay Raporu / Flight Occurrence Report

Form B

Report NO : .............. Date: ..... YR
ACCIDENT / OCCURRENCE REPORT — OPERATION

Operator

Type of Operation

Date of Accident / Occurrence

Time of Accident / Occurrence (UTC)

Accident / Occurrence Location

Physical Characteristics of Accident Region
A/C Registration

A/C Type, S/N

Flight Number

The last departure point and next point that the

Adad il ]

Phase of Flight

APRON-Parking place no.
TWY-letter / no

SID / STAR
RWY-no

Flying Time

(If the accident / occurrence happened after the
departure)

Last ATC sector contacted by aircraft
(GND/TWR/APP/En-route)

Preliminary damage status of A/C

Flight team provided and / or latest Meteorology
report / information received by Flight team

- METAR, TAF, SPECI, SNOWTAM etc.
- AWOS/ATIS, VOLMET BROADCAST

Name and Surname of Captain Age License No

Name and Surname of Co-pilot Age License No

Name and Surname, License No of Cabin Crew

EYEK / SMM Rev-11, 24.07.2025 Appendix Page 2 of 33
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Safety Management Manual (SMM)
EK / Appendix 1 — Flight Occurrence Report (Cont’d)
Other Information
Person and Passenger No Fatalities and wounded Damage to the 3 rd. Parties
Dangerous Goods

' Passenger and Cargo A/C Cargo A/C

S
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29 Ltd Qty [ o
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= s = =
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o [a o] [ ]
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o © [@)] (=)] © (=)] © [a ¥
2| &3 S| 2| 8| 9| £| £§ £ &| 2| &| K| &

Explanation of Accident / Occurrence

Probable Causes :

Remarks / Recommendations :

Filling the Form
Name and Surname
Company
Occupation

Signature

EYEK / SMM Rev-11, 24.07.2025 Appendix Page 3 of 33
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Safety Management Manual (SMM)

EK / Appendix 2a- Bakim Olay Raporu / Maintenance Occurrence Report

Appendix-2/B
Occurrence Report — Technical

1. REFERENCE:

1.1 Name of Reporting Organization 1.2 Country 1.3 Approval Reference
1.4 Name of the Reporter 1.5 E-mail Address 1.6 Telephone Number
1.7 Internal Reference Number 1.8 Publication Number 1.9 Date of Report

Date of Initial Report
1.10 Report Type: It will be filled, if follow up selected 1.11 Report Status
(Reporting Organization’s)

O Initial O Follow Up O Open O Close

1.12 Informed Parties;
O Country of Registration O Design Approval Owner O Company(s) O Authority O CAMO

Names of design approval holders (if relevant)

2. SUMMARY OF OCCURRENCE:

2.1 Occurrence Title: 2.2 Date of Occurrend

2.4 Place:

2.3 ATA Chapter:

2.5 Phase of determmation:
O Design O Holding O Climb O Approach O Descend
O Scheduled Maint. O Taxi O En-route O Landing O Maneuvre

O Un-scheduled Maint. O Take-off

O Unknown O Other, Please specify:

2.6 Cause (can choose more than one )

O Design O Modification O Unapproved Tools O Undetermined
O Manufacture O Fatigue O Human Factor O Other, specify
O Maintenance O Corrosion O Operation

3. Attachments to the Occurrence:

31 34

32 35

33 36

Page 1/3
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Safety Management Manual (SMM)

EK / Appendix 2a — Maintenance Occurrence Report (Cont’d)

4. AIRCRAFT INFORMATION (if relevant)

4.1 Aircraft manufacturer and Type/Model: 4.2 Aircraft S/N:

4.3 Operator/Owner: 4.4 Aircraft Registration:

4.5 Aircraft using details:

Aircraft flight total (hour) Aircraft total cycle
- | |
5 ENGINE INFORMATION (if relevant)
5.1 Engine Model and Type Certificate Owner: 15.2 Engine S/N :
O Turbine: | | ‘
O Piston |

5.3 Engine occurrence (specify details in 8.1)

OOut of scope - defect O Shut-down O Other 5.4 Engine / aircraft position
O Fire O LOTC/LOPC O Unknown
5.5 Engine Usage details:
Engine total time (hour) Engine total cycle
TSN ‘ | | ‘
TSO | |

6. PROPELLER INFORMATION (if relevant)

6.1 Propeller man ufacturer: 6.2 Propeller S/N:

6.3 Propeller model and Type certificate owner 6.4 Propeller aircraft position:

6.5 Propeller Usage details:
Engine total time (hour) Propeller total cycle

| | |

TSO ‘ |

7.COMPONENT INFORMATION (if relevant)

7.1 Component Manufacturer: 7.2 Part Number 7.3 Serial Number
Name | |
Country
7.4 Part Catalog (IPC) name 7.5 (E)TSO Reference: 7.6 Date of Manufacture:

7.7 Component Usage details:
Component total (hour) Component total cycle

| | |

TSO ‘ |

Page2/3
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Safety Management Manual (SMM)
EK / Appendix 2a — Maintenance Occurrence Report (Cont’d)
8. DETAILS
8.1 History

8.2 Explanation of Occurrence Investigation:

8.3 Rigk Analyses

8.4 Corrective Actions

8.5 Conclusion

Page 3/3
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Emniyet Yénetim Sistemi El Kitabi (EYEK)

Safety Management Manual (SMM)

EK / Appendix 2b — TPAO Olay Bildirim Formu / Incident-Hazard Report TPAO

-
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INCIDENT / HAZARD REPORT to TPAO

A. CONDITIONS

AIRCRAFT TYPE TAIL DATE FROM TO LOCATION
LANDING AREA CONDITION LIGHTNING FLIGHT CONDITION WEATHER CONDITION FLIGHT PHASE

B. DESCRIPTION
C. WHY DID HAZARD OR INCIDENT OCCUR ?
D. YOUR RECOMMENDATION (S): For prevention or Improvement ?
Name Phone Number
Company Name Country Date
E. MAINTENANCE ORGANIZATION - Review / Recommendations

Dir.Maintenance Date

Chief Pilot Date
F. FLIGHT OPERATIONS - Review / Recommendations
G. MANAGEMENT - Actions / Conclusions

YES NO

1. Accepted. Isolated case with no further action required:
2. Short Term action to be implemented:
3. Long Term action to be implemented:
H. TPAO Actions
1. Date & Time Received: File #
2. Distributed to Affiliates as appropriate: Date
3. Compiled into summary: Date
4. Follow-up to originator completed: Date

FORM 10-4
TPAO - AOG

EYEK / SMM Rev-11, 24.07.2025

Appendix Page 7of 33




Ao

P
KAAN AIR

Emniyet - Tehlike Bildirim Formu /

Date/ Tarih: Report No / Rapor No: (Filled by SMM/EM Dolduracak)
XX.XX.202x 202x-x
Non-Compliance of Activity Non-compliance of supplied Product /
Uygunsuz Durum X Service
Uygunsuz Uriin / Hizmet

Description of Reporting Issue / Bildirilen Konu Agiklamasi :

EFB applications failure or erroneous data delivered.

CAUSE OF Report IF KNOWN / Bildirimin SEBEBI — EGER BILINIYORSA :

(What do you think on this situation occurs? / Bu olayin neden ortaya ¢iktigini diigiinliyorsunuz?)

If desired / Eger istenirse Safety Manager / Emniyet Mudiri

Reported By / Rapor Eden:

Name&Surname / Adi-Soyadi: Name & Surname Adi-Soyadi

Kadir ERDOGAN

Sign / imza Sign / Imza:

SMF-08 / REV-5 / 26.04.2022
Sayfa / Page 1 of 2



o

pX)
KAAN AIR
Emniyet — Tehlike Bildirim Formu (Degerlendirme) / )
Concerning SAFETY ? YES X NO ] |
EMNIYETLE Ilgili mi ? EVET HAYIR Ilgili Form Emniyet Miidiirt tarafindan degerlendirilmek tizere asagida belirtilen Ilgili Md.lige gonderilmistir
P s e s . RESPONSIBLE UNIT RISK EVALUATION /
e e e iLGILi BIRIM RiSK DEGERLENDIRME SAFHASI
Comp.Mon./Qua Mng. Flight Ops.Mng. X Ground Ops.Mng. o _ RISKIN SIKLIGI / RISK SEVERITY
RISK IHTIMALI / iKELI & iLEBILil
FELAKET BOYUTUNDA /|  TEHLIKELI/ - ) - ) GOZ ARDI EDILEBILIR /
RISK LIKELIHOOD CAASTRODHC DR ONEMIEIS/ )MAJOR ONEMSIZ( IZI\;IINOR el R
Safety Mng. Training Mng. Security Mng. (o) (&) (1)
15 10
ATO Head of Training CAMO Mng. Admin Chief (5) SIK/FREQUENT Kabul_edilemez Gozden_Gegirme 5
Unacceptable Review
EFB Administrator X Maintenance Mng. Heliport Mng. 4
(4)ARA SIRA / OCCASIONAL 8 Kabul_Edilebili
Acceptable
Please complete the risk evaluation and return this form to Safety Mng. until : (3) UZAK iHTiMAL / REMOTE ‘ EI
Liitfen risk degerlendirmesini tamamlayip,miat tarihine kadar formu Emniyet Xx [/ xx [ 202x (2) OLASI DECIL / IMPROBABLE L] g 2 B
Miidriine teslim ediniz: (1) PEK MUHTEMEL DEGIL/ 5 4 3 2 i
EXTREMELY IMPROBABLE

Total Risk Nr./ Root Cause 5 New Total Risk
Toplam Risk Kok Neden / Trigger / Preventive Action / Existing Controls / Hazard Outcome / Mitigations / Barrier / _g:;le ga'/te/ ,gc‘tlonk/Dats/ Nr./
No. Tetikleyici Onleyici Islem Mevcut Kontroller Tehlikenin Sonucu Azaltici Tedbirler Onlem WELE] S YeniToplam
Tarihi Tarihi Risk No
Red/Kirmizi 1. 1. Navigation information will Non readily access to Resetting a stuck or 20.06.2022 02.06.2022 Red/Kirmizi
still be available from the navigation chart information faulty APP.
Class 3 EFB and as well as the (the assumption is there is no
FMS and ATC. paper copy of terminal charts
Electrically 2. 2. on board)
malfunction
Yellow/Sar 3. 3. Yellow/Sar
4. 4.
Green/Yesil 5. 5. Green/Yesil
6. 6. 1x2=2
X ACCEPTABLE RISK / KABUL EDILEBILIR RiSK RESPONSIBLE UNIT MANAGER / SORUMLU BiRiM YONETiCisi S. Emrah CANBAZGIL
o I WILL START ABOVE MITIGATION MEASURES / YUKARIDAKI AZALTICI ONLEMLERI BASLATACAGIM POSITION / GOREVI : EFB Administrator SIGNATURE / iMZA B
DATE / TARIH 1 00xx.202x

(Emniyet Yoneticisine dederlendirme igin teslim ediniz) (Hand in to Safety Manager for evaluation)

FINAL EVALUATION by SAFETY MANAGER /EMNIYET YONETiCiSi SON DEGERLENDIRME SAFHASI

CLOSE / ACCEPTED

OPEN / ACIK P X
KAPALI / KABUL EDILMISTIR

Sent to SAG / SRB X Should be Reviewed / NO

SAG / SRB ye Aktariimali Gozden Gegirme Sireci Uygulanmali

. R Info to REPORTER / YES HERRN

Safety Manager / Emniyet Miidiirii

Name & Surname / Adi-Soyad) - RAPORLAYAN'A Geri Bildirim : NO RN

Sign / Imza :

Date / Tarih :

SMF-08 / REV-5 / 26.04.2022
Sayfa / Page 2 of 2
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EK / Appendix 4 - Olay Bildirim ve Diizeltici Islem Takip /
Occurrence Follow-up Action Form

OCCURRENCE FOLLOW-UP FORM
Flight Occurrence Report No.: Maintenance Occurrence Report | Voluntary Occurrence Report
No.: No.:

1. PRELIMINARY ANALYSIS
Performed by: Date:

The occurrence (Reminder of the facts):

Reasons why the occurrence occurred - Safety barriers that failed or where inoperative:

Reasons why it did not result in an accident - Safety barriers that were operative:

Classification based on the Safety Risk Matrix

ACCEPTABLE TOLERABLE

2. ADDITIONAL ANALYSIS BY THE SAFETY REVIEW BOARD or SAFETY ACTION GROUP (If the
risk is not Acceptable)

Validated by: Date:

EYEK / SMM Rev-11, 24.07.2025 Appendix Page 10of 33



(A
X
KAAN AIR

Emniyet Yénetim Sistemi El Kitabi (EYEK)
Safety Management Manual (SMM)

EK / Appendix 4 — Occurrence Follow-up Action Form (Cont’d)

3. CORRECTIVE ACTIONS

Action No. ACTION

Manager

Started

Closed Comment

4. CLOSING THE EVENT

Feedback transmitted to the personnel concerned on:

MANAGER:

SIGNATURE:

DATE:

EYEK / SMM Rev-11, 24.07.2025

Appendix Page 11of 33
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EK / Appendix 5 - Denetleme Sonrasi Diizeltici islem Formu 6rnegi /
Example of Corrective Action Form further to Audit
EXAMPLE OF CORRECTIVE ACTION FORM FURTHER TO AUDIT
CORRECTIVE ACTIOMN FORM On schedule
Created on: Late
Revision of: _ Critical
Action . . . .
Action Manager in Charge | Deadline Running Closed Comments
Number

Note: The form can also be used for preventive actions by replacing the term ‘corrective’ by ‘preventive’.

EYEK / SMM Rev-11, 24.07.2025
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EK / Appendix 6 — Degisiklik Yonetimi Formu ornegi / Example of Change Management Form
EXAMPLE OF CHANGE MANAGEMENT FORM
Change Assessed Type of Change
Temporary
REF: Project Leader Permanent o
From to
Affected Hazards or New Hazards and Undesirable Events
Refi dded Signat f Safety M
hazards elerences adde identification Registers updated on: 'gnature ot Satety Wanager
Closed on: Dat d Signat
Summary of Actions to be Carried Out Manager Started on osed on: Bate .an 'gnature
of Manager in Charge
End of Process Statement - Summary of actions carried out Project Leader Date and Signature

EYEK / SMM Rev-11, 24.07.2025 Appendix Page 13of 33
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EK / Appendix 7 — Emniyet Veritabaninin Isletilmesi Prosediirii / Procedure for Running the Safety Database

KAAN HAVACILIK Emniyet Veritabani, Emniyet Olaylarinin ve karsilik gelen
tehlikelerin, ilgili risk seviyelerinin ve emniyet risk kontrollerinin kayitlarini
tutmak Uzere EYS dahilinde kullanilan bir gerectir.

Bu usll, emniyet veritabaninda yer alan butin emniyet bilgisinin dahil
edilmesinde kullanilacak farkli adimlari detaylandirir.

Emniyet veri olusumlarinin miktari zenginlestiginde, veritabani kullanimi faydali
olur. Bir veritabani ayni zamanda farkli veri tipleri arasinda iligki kurmaya da
yardimei olur. Ornegin, her bir Emniyet Olay/Olusumu, baska Olusum ve/veya
Emniyet Calismalan ile baglantili olabilecek birka¢ Tehlikeyi isaret edebilir.
Ayrica her Tehlike kendi Risk seviyesine sahiptir ve bir veya birkag Emniyet
Kontrol/Savunmal/Azaltma tarafindan ele alinir.

Veritabani bes dosyadan olusur:

- “Emniyet Veritabani.xls”- Bu dosya, raporlama sistemi Gzerinden rapor
edilen Emniyet Olay/Olusumlarini ihtiva eder. Iki galisma tablosu bulunur:

e Ucus Olaylari
e Bakim Olaylari

Emniyet Madura butiin Ugus ve Bakim Olaylarinin ilgili galisma kitaplarina
girisini yapar. Her Olusum, meydana gelmis veya gelebilecek, bir veya
daha fazla  Arzu Edilmeyen Olay(lar) aciga  cikarrr.
Her bir Arzu Edilmeyen Olayin farkh bir kayit satirina girisi yapilr.

Arzu Edilmeyen Olaylar 6énceden tanimlanmis Arzu Edilmeyen Olaylar
icerisinden segilebilir veya “Arzu Edilmeyen Olay Listesi.xls” icerisinde

EYEK / SMM Rev-11, 24.07.2025

KAAN AIR’s Safety Database is the tool used within the SMS to keep track of
Safety Events and the corresponding hazards, associated risk levels, and
safety risk controls.

This procedure details the different steps for integrating all safety information in
the safety database.

Using a database helps when the number of safety data occurrences becomes
substantial. A database can also help to structure the relationship between
different types of data. For instance, each Safety Event/Occurrence can point
to several Hazards which in turn can be linked to other Occurrences and/or to
Safety Studies. Furthermore, every Hazard has its own Risk level and is
addressed by one or many Safety Controls/Defences/Mitigations.

The database is composed of five files:

- “Safety Database.xls” — This file logs the Safety Events/Occurrences
reported through the event reporting system. Two worksheets are

provided:
o Flight Occurrences
° Maintenance Occurrences

The Safety Manager inserts all the Flight and Maintenance Occurrences
in the corresponding worksheets. Every Occurrence can reveal one or
more Undesirable Events, which did happen or could have happened.

Every Undesirable Event is inserted in a different record (line).

Undesirable Events can be chosen from the list of already defined

Appendix Page 14of 33
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yeni bir giris yaplilir. Undesirable Events or be inserted as new entry in the “Undesirable

“Diizeltici Iglemler” galisma kitabinda, Arzu Edilmeyen Olaylarin
olusumunu veya tekrar olusumunu engellemek igin gerekli dizeltci butin
islemlerin Emniyet Mudaru tarafindan girisi yapllir.

“Arzu Edilmeyen Olaylar.xls” — “Arzu Edilmeyen Olay.xls” galisma
kitabinda girisi bulunan her Arzu Edilmeyen Olay, ayni zamanda “Arzu
Edilmeyen Olay” dosyasinda da bulunur. lhtiya¢ duyuldugunda yeni bir giris
yaratilir ve arkasindan yeni bir galisma kitabi olusturulur ve Olay referans
numarasi ile adlandirihr. Her ¢alisma kitabi, 6zel bir Arzu Edilmeyen Olaya
calismak icin kullanilir.

Arzu Edilmeyen Olay Tehlikeler i¢in gdsterilir, drnedin yalniz basina veya
birlesik olarak, olayin kazaya doénisimine sebep olacak faktorler.
Tehlikeler mevcut “Tehlike Listesi.xls” dosyasindan segilir veya uygun
oldugunda yeni girigler yaratilir. Her Tehlike risk dederlendiriimesine tabi
tutulur, sonug Risk Seviyesi alaninda isaretlenir.

Emniyet Kontrolleri/Azaltmalari daha sonra “Kabul Edilemez Risk’i
“Katlanilabilir Risk’e veya “Kabul Edilebilir Risk”e donlstirmeyi veya
“Katlanilabilir Risk”i uygun kontrol altinda tutmayi hedefler. Yonetim
tarafindan onaylandiginda azaltmalar Diizeltici islemler olarak kayit altina
alinir.

Emniyet Kontrolleri/Azaltimlari analizi ayni zamanda Emniyet Tavsiyeleri
olarak sonuglanabilir. Emniyet Tavsiyeleri, Dizeltici islemleri olarak
sonuclanabilecek emniyet gelistirmeleri icin tavsiye niteligindedir. Arzu
Edilmeyen Olaylar genellikle, ilgili risk seviyesine sahip birka¢ Tehlike ile
iliskilidir. AO ile iligkili risk seviyesi beraberinde getirdigi tehlikeler ile iligkili

Appendix

Event List.xls”.

In the “Corrective Actions” worksheet, the Safety Manager inserts all
the corrective actions deemed necessary to prevent the Undesirable
Event from occurring or re-occurring.

“Undesirable Events.xls” — Every Undesirable Event logged in the
“Undesirable Event.xls” worksheet is also logged in the “Undesirable
Events” file. A new entry is created as required and a new worksheet is
then created and named with the Event reference number. Each
worksheet is used to study one particular Undesirable Event.

The Undesirable Event is screened for Hazards, i.e. factors that, alone
or in combination, could contribute to the escalation of the event into an
accident. Hazards are selected from the existing file “Hazard List.xls” or
new entries are created when appropriate. Each Hazard is risk assessed,
the result being marked in the Risk Level field.

Safety Controls/Mitigations are then examined with the objective to
bring ‘Unacceptable Risk’ down to ‘Tolerable Risk’ or ‘Acceptable Risk’
or to keep ‘Tolerable Risk’ under appropriate control. Mitigations are
recorded as Corrective Actions when approved by the Management.

The analysis of Safety Controls/Mitigations can also result in Safety
Recommendations. Safety Recommendations are suggestions for
safety improvements that could result in Corrective Actions. Undesirable
Events are generally related to several Hazards (many-to-many
mapping) which all have an associated risk level. The level of risk
associated to an UE is however not the average of the risk levels

Page 150f 33
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risk seviyesinin ortalamasi degildir. Bu sebeple AO’lar ayri risk
orantilamasina tabi tutulurlar.

- “Emniyet Calismalari.xls” — Bu dosya bitiin Emniyet Galigmalarini ve
Emniyet Glvence programi dahilinde tespit edilen sorunlari kapsar.

Emniyet Calismalar tipleri asagidaki gibidir:

e Emniyet Hususlari (EH)

¢ Denetimler (DE)

¢ Degisiklik Yonetimi (DY)

e Emniyet Arastirmalari (ARASTR)
e Ucus Veri izleme (UVi)

Her Emniyet Calismasinin, “Risk Analiz.xIs” ¢alisma kitabinda kendi referans
numarasi ile giris yapilir. Yeni bir calisma kitabi yaratilir ve karsilik gelen
referans numarasi ile adlandirilir. Her bir konu analiz edilir ve tehlike ve
controller tanimlanir. Tehlike ve Kontroller mevcut listeler igerisinden segilir
veya yeni girig olarak ilave edilir.

- “Tehlike Listesi.xls” — Bu dosya, Olay ve Emniyet Calismalarinin analizi
Uzerinden veya baska kaynaklardan tanimlanmis tehlikeleri ihtiva eder.
Belli tehlikeler farkli olay ve kazalara goétirebilir. Dolayisiyla dogru
tanimlama, risk degerlendirmesi ve Tehlikelerin azaltiimasi emniyet icin
gereklidir. Bitin tehlikelere bir referans numarasi atanir ve “Arzu
Edilmeyen Olay Listesi.xls”’nde ayri bir ¢calisma kitabinda kaydedilir.

Emniyet Yonetim Sistemi El Kitabi (EYEK)
Safety Management Manual (SMM)

associated to the hazards that contribute to it. That is why UE’s are also
subject to a separate risk rating.

“Safety Studies.xls” — This file logs all the Safety Studies and the
issues that have been discovered by the Safety Assurance programme.

Safety Studies are of the following types:

o Safety Cases (SC)

. Audits (AU)

o Management of Changes (MOC)
o Safety Surveys (SURV)

o Flight Data Monitoring (FDM)

Each Safety Study is inserted in the “Risk Analysis.xls” worksheet with
its own reference number. A new worksheet is created and named with
the corresponding reference number. Each subject is analysed and
hazards and controls are identified. Hazards and Controls can be
selected from the existing lists or added as new entries.

“Hazard List.xls” — This file contains all the hazards identified through
the analysis of Occurrences and of Safety Studies (see above) or through
any other source. Certain hazards can contribute to different incidents
and accidents. Correct identification, risk assessment and mitigation of
Hazards is therefore essential for safety. All hazards are assigned a
reference number and are recorded on a dedicated worksheet in the
“Undesirable Event List.xlIs” file for the reported Occurrences or in the
“Safety Studies.xlIs” file for the Safety Studies.

EYEK / SMM Rev-11, 24.07.2025 Appendix Page 160f 33
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- “Takip.xls” — Bu dosya, Olusumun, Emniyet Caligsmasinin analizi sonrasi | - “Follow-up.xIs” — This file contains a list of follow-up actions taken after
yapilan iglemlerin takip listesini ihtiva eder ve Emniyet Kontrol/Azaltma completing the analysis of an Occurrence or of a Safety Study and
veya Emniyet Tavsiyelerini yayinlar. issuing Safety Controls/Mitigations or Safety Recommendations.

General Principle — The system described above is fully integrated. Whatever
the source of information (reports, occurrences, studies, etc) whenever new
hazards are identified they are logged into the “Hazard List.xIs”, analysed and
further processed.

Genel Kural — Yukarida anlatilan sistem tamamen bitinlesiktir. Bilginin
kaynagi ne olursa olsun (raporlar, olusumlar, ¢alismalar, vb.), yeni tehlikeler
tanimlandiginda, “Tehlike Listesi.xIs” igerisinde girisi yapilir, analiz edillir ve
isleme tabi tutulur.

EYEK / SMM Rev-11, 24.07.2025 Appendix Page 17of 33
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EK / Appendix 8 = Emniyet Performans Gostergeleri (EPG) ve Hedefler / Safety Performance Indicators (SPI)and Objectives

Yil 20XX Performans / Year 20XX Performance
Hedefler /| 1 | 2 | 3| 4 | 5 | 6 | 7] 8] 9|10 11] 12
Konu / Item -
Objectives |  Ceyrek / Qtr 1 Ceyrek / Qtr 2 Ceyrek / Qtr 3 Ceyrek / Qtr 4
1. Yar / Half 2. Yar / Half
Seviye 1 / Emniyetin Uygulanmasi: Uyumluluk
Level 1 of SMS implementation: Compliance

Sayilabilir
Gostergeler

Yapilan emniyet gozden gecirme adedi,
number of safety reviews performed,

EYS dahilinde egitim alan personel sayisi,
number of staff who received training in SMS,

Planlanan denetimlere karsilik icra edilen dahili
denetimlerin sayisi,

number of internal audits performed versus
number of audits planned,

bir yilda personel basina gondlli emniyet

Quantitative

. raporlarinin sayisi,

indicators
number of voluntary safety reports per staff
member per year,
bir yilda musteriler tarafindan yapilan emniyet
raporlarinin sayisi,
number of safety reports raised by customers per
year.

Kalite emniyet politikasinda personel geri bildirimleri,

Gostergeleri

Qualitative
indicators

feedback received from staff on the safety policy,

dahili olusum raporlama veya tehlike tanimi
alaninda uygulanan yeni ustlllerde personel geri
bildirimleri

EYEK / SMM Rev-11, 24.07.2025
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Yil 20XX Performans / Year 20XX Performance

Hedefier /| 1 | 2 | 3 | 4| 5| 6 | 7] 8] 9 10]11]12
Konu / Item o
Objectives |  Ceyrek / Qtr 1 Ceyrek / Qtr 2 Ceyrek / Qtr 3 Ceyrek / Qtr 4
1. Yari / Half 2. Yari / Half
feedback received from staff or on new
procedures implemented in the area of internal
occurrence reporting or hazard identification,
Seviye 2 / Emniyetin Uygulanmasi: Geligim
Level 2 of SMS implementation: Improvement

Kurumsal degisimleri risk
analizlerinin sayisi,
number of risk assessments performed following

organisational changes,

takiben yapilan

tehlike tanimlamasina konu olan standart isletme
usullerinin orani

percentage of standard operating procedures
that have been subject to hazard identification,

dahili denetim sonrasi islem maddelerinin
tamamlanmasi igin gecen ortalama zaman
average lead time for completing corrective
actions following internal audit,

emniyet gelisimi icin tavsiyelerin sayisi
number of suggestions for safety improvements,

emniyet brifinglerinin verimliligi ve tekrarlama
sikhigi
frequency and effectiveness of safety briefings,

llave prosediirel kontrollerin sayisi
number of additional procedural
implemented.

controls

EYEK / SMM Rev-11, 24.07.2025
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Y1l 20XX Performans / Year 20XX Performance

Hedefier /| 1 | 2 | 3 | 4| 5| 6 | 7] 8] 9 10]11]12
Konu / Item o
Objectives |  Ceyrek / Qtr 1 Ceyrek / Qtr 2 Ceyrek / Qtr 3 Ceyrek / Qtr 4
1. Yar / Half 2. Yar / Half
Seviye 3 / Emniyetin Uygulanmasi: Ogrenme
Level 3 of SMS implementation: Learning

Sayisal
Gostergeler

Quantitative
indicators

yuksek risk olusumlarinin sayisi (amber ve
kirmizi kodlu)

number of high risk occurrences (coded amber
and red)

risk oranlarinin ortalama degeri (belli bir periyot
icerisinde, or. 1 yil)
mean value of risk ratings (over a reference
period, e.g. 1 year)

risk oranlarinin
icerisinde, or. 1 yil)
sum of risk ratings (over a reference period, e.g.
1 year)

toplami  (belli bir periyot

risk kontrollerinin guivenirliligi ( 0-5 araliginda belli
bir periyot icerisinde, 6r. 1 yil)
solidity of risk controls (defences) (rated from O to

5; over a reference period, e.g. 1 year)

EYEK / SMM Rev-11, 24.07.2025
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EK / Appendix 9 -= Emniyet Degerlendirme Sinavi /
Safety Assessment Questionarre

Name & Surname:

Date :

1. What is a HAZARD?
A condition, object, activity or event with the potential of causing;

................................ to personnel, ...........c..eceeeeeen.. . to equipment or structures,
loss of material, or reduction of the ability to perform a prescribed function.

2. Two most important base documents are safety managements system?

3. Which one is a part of Safety Policy?

a. Ensure the safety is a primary responsibility of employees,

b. Supporting voluntary participation of employees, measure and develop strategies to
increase safety,

C. Comply with and, wherever possible, exceed, legislative and regulatory requirements

and standards,
d. All above

4. When company committed to operate to the highest safety standarts; every staff member is
warmly encouraged to, and responsible for, reporting and safety-related information means :

Company Culture,
Just Culture,
Country Culture,
Human Habit.

apow

EYEK / SMM Rev-11, 24.07.2025 Appendix Page 21of 33
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5 acts as the focal point and is responsible for development, administration and maintain

of effective SMS; meets 2 times in a year:

6. e high-level committee but tactical unit, deals with issues related to the fulfiiment of the
strategic guidelines given by the SRB;

7. Safety Reports in company are;

8. At what time deadline to be report any acc/occ?

EYEK / SMM Rev-11, 24.07.2025 Appendix Page 22of 33
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EK / Appendix 10 - Emniyet Yonetim Sistemi Uygulama Plan1 /
Safety Management System Implementation Plan

o - - - -
a EMNIYET YONETIM SISTEMI UYGULAMA PLANI Rev No:00
KasihM AR
2014 YILI Tarih-20.12.2013
FAALIVET PiG | OCAK | SUBAT MART NISAN | MAYIS |HAZIRAN| TEMMUZ |acusTos| EYLOL EKIM KASM | ARAILK ACIKLAMAL AR
P | YEGde YEGEde
Emniyet Politikasinn
(Gozden Gegirlmesi e
e B e Gazdan
Birimlerin Hedefleri ve Deg. o ";_"f" Diryuru Gagirma
Performans
Degerdendirmelari
p Gazdan
Dokimanlann Gozden e
irilmesi
(e e
Yi Parsanal
_ o p lga Girly Yapacak Brifnglori Go
Emniyat Egitimleri
G
p 1. EEG 2 EEG
Taplanh Toplanh
Emniyet Eylam Grubu
G
p | vEGEK 2 EGGK
Emniyet Gozden Gegirme i i
Kurulu
G
Hezirlayan: Gemal ELMAS  Emniyst ve Kakie Modorn Onay: Genel Modar / M. Kemal SULER

FormiNo-SMF.01 Rovoz Data: 20112013

EYEK / SMM Rev-11, 24.07.2025
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{- ) _ _Quality / Safety / HSE
%t YONETIM GOZDEN GECIRME (YGG) ve EGGK Raporu
KAAN AR Management / Safety Review Board Report

Location/ Yer:

Period/ Donem: 202x-(1/ 2) Date/ Tarih: xx.xx.20xx Kaan Heliport / Istanbul

ATTENDANTS / KATILIMCILAR

Position/ Gérevi | Name SURNAME/ Adi SOYADI |  Signature/ imza

Accountable Manager

Quality / Compliance Monitoring &
Safety Manager

Quality Engineer

Flight Ops & Training Manager

ATO Training Manager

Cont.A/W & Maintenance Mng.Dep

Admin Cheef & Heliport Manager

Ground Ops & Security Manager

Account & Finance Manager

Supply Chain Manager

HSE Advisor & Specialist

REVIEWS / GOZDEN GEGIRILEN KONULAR

1.) Kalite ve Emniyet Politikasinin
g6zden gegirilmesi /

Review of Quality Safety Policy |

2.) Kalite / Cevre / ISG Denetim
Sonuglari

Review of Audits and been
audited in the period

3.) Yasal Sartlara Uyum

Harmony with the legal
procedures

4.) EYS Uygulama Planinin
Etkinligi
Efficiency of SMS
implementation plan

5.) Hedeflere Ulasma Derecesi

Degree of reaching goals

6.) Genel Gundem, Sire¢
Performansi ve Uriin / Hizmet
Uygunlugu
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{- ) _ _Quality / Safety / HSE
! YONETIM GOZDEN GECIRME (YGG) ve EGGK Raporu
KAAN AR Management / Safety Review Board Report

General Agenda,
Process Performance and
Product / Service Compliance

7.) Diizeltici ve Onleyici
Faaliyetlerin Durumu

Corrective and Preventive
Actions

8.) Politika ve Hedefler
Dogrultusunda Emniyet
Performansi

Safety Performance iaw
Policies and Objectives

9.) Emniyet Yoénetim Sirecinin
Etkinligi
Effectiveness of the Safety
Management Process

10.)  Onceki YGG ve EGGK’ dan '
Gelen Takip Faaliyetleri !

Follow-up Activities from
Previous MRB and SAG
meeting

11.) KYS'ni Etkileyebilecek
Degisiklikler

Changes That May Affect
the Quality Management
System

12.)  Acil Durum Eylem Planinin
GG |

Review of Emergency
Response Plan

13.) Musteri Geri Beslemesi

Feedback of customers

14.) Kaynak ihtiyaclari /

Resource needs

15.) Emniyet Performansina
erisebilmek icin saglanacak
gerekli Kaynaklar /
Necessary resources to be
provided to achieve Safety
Performance

16.) KYS’nin ve sureglerin
etkinligini iyilestiriimesi /
Improving the efficiency of
the QMS and processes
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{- ) _ _Quality / Safety / HSE
%t YONETIM GOZDEN GECIRME (YGG) ve EGGK Raporu
KAAN AIR Management / Safety Review Board Report

17.)  lyilestirme Onerileri |
Improvement suggestions |

18.)  Masteri sartlari ile ilgili -
uriin/hizmet iyilestirmesi / '

Product / service
improvement related to customer
conditions

19.) Devam eden faaliyetler

On-going activities

: RESPONSIBLE
UNIT/

SORUMLU
BiRIM

' DUE DATE /

DECISION TAKEN / ALINAN KARARLAR . TERMIN
: . TARIHI

1.) EEG ye verilen - Olay bildirimlerinin EEG
stratejik talimatlar / :toplantilarinda ele alinmaya
Strategic instructions : devam edilmesi,
to the SAG :

-0 --
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A

X EEG - EMNIYET EYLEM GRUBU / SAG - Safety Action Group
KAAN AIR TOPLANTI RAPORU / Meeting Report
Toplanti / Meeting No: .. Yer/ Place:
Tarih / Date: ../../...... )
Dénem/ Period: 202x-.... KAAN Hangar

KATILIMCILAR / PARTICIPANTS

Adi Soyadi /

Name SURNAME Imza / Signature

Unvani / Duty

Compliance Monitoring & Safety Manager

Quality & Safety System Engineer

SHY-145 Quality/Compliance Manager

Flight Ops

ATO Training Manager

Cont.A/W & Maintenance Mng.

Ground Ops & Security Manager

KARARLASTIRILAN HUSUSLAR / AGREED SUBJECTS

EGGK Talimati
Previously SRB Instructions

Offshore ihalesi takip edilecek, gerekirse degisiklik ydnetimi icra
edilecektir.

OLAY BILDIRIMi
Acc/Occ Reporting

2024-7-19 Kus Carpmasi degerlendirmesi tamamlanmistir.

Tehlike ve Risk Belirleme Yoktur.

Threat and Risk Analysis

Azaltici Tedbir Belirleme

Mitigation Measures Kus Carpmasi icin agagidaki azaltici tedbirler ve bariyer belirlenmigtir.

Further MITIGATION Measures Barrier

- Speed Is Reduced To The
Suitable Level In The Risk Zone.
- Avoid to fly over rubbish dump
area

Flying at higher altitude

Operasyonel Degisiklik ve Takip edilmektedir
Sonuglari
Operational Changes and

Consequences

Duzeltici Faaliyetler ve Emniyet Panosuna Kus Carpmasi konusunda uyarici bulten asilmigtir.

Sonuglari
Corrective Actions and
Consequences
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4 .
E" EEG - EMNIYET EYLEM GRUBU / SAG - Safety Action Group

KAAN AIR TOPLANTI RAPORU / Meeting Report

Onceki Tavsiyeler ve GG Yoktur.
Previously Advices and
Review

Emniyet Tegviki ve Egitim Egitimlere devam edilmektedir.
Etkinligi

Safety Promotions and
Efficiency of Training

-0 -
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KAAN AIR .
TATBIKAT RAPORU /

HAVACILIK OPERASYONLARI /
Tatbikat NO: ..................... | Tarih: ........ [, /A YOI oo

Yangin ........ Patlama ......... Dogal Afet  ........
Tehlikeli Kimyasal Madde Yayilimi  ................ Sabotaj = ........

ilk Yardim Gerektirecek Olay / Kaza ................ Diger ...

SENARYO/

UYGULAMALAR/
Tatbikata Katilim Sayilari /

Guvenli Yerdeki Sayim Sonucu

ik Tepkiler:
Tatbikat Siireleri /
'Baslangi¢ Saati  :
|Bitis Saati ]

Kriz Yonetim Merkezi:
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"‘
KAAN AIR .
TATBIKAT RAPORU /

Kayitlar

Emniyet Maduaru Kriz Merkezi Bagkani
Adi-Soyadit: Adi-Soyadr:
imza: imza:
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